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Foreword

ISO (the International Organization for Standardization) and IEC (the International Electrotechnical
Commission) form the specialized system for worldwide standardization. National bodies that are
members of ISO or IEC participate in the development of International Standards through technical
committees established by the respective organization to deal with particular fields of technical
activity. ISO and IEC technical committees collaborate in fields of mutual interest. Other international
organizations, governmental and non-governmental, in liaison with ISO and IEC, also take part in the
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Introduction

0.1 Purpose and overview

Modelling of a business transaction through scenarios and scenario components is done through
specifying the applicable constraints using explicitly stated rules. The Open-edi Reference Model
identified two basic classes of constraints, namely, “internal constraints” and “external constraints”.
External constraints apply to most business transactions.

Jurisdictional domains are the primary source of external constraints on a business transaction.
Traceability requirements in turn are a common requirement of most jurisdictional domains, although

they may r
well as the
edi due to
are invoked
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in this docui
well by muty
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l%)utual agreements among parties to a business transaction and the external cohsti

al, i.e., nature of the business transaction. The internal constraints are imposed in

by the nature of a business transaction due to applicable laws, regulations, policies, ¢
1 domains which need to be considered in Open-edi business transactions, All requirer
ment originate from external constraints. However, parties to a busin€ss transactior
al agreement apply external constraints of this nature as internal censtraints.

ization and post-actualization phases of a business transactiony traceability is needg
nt of goods, services and/or rights from seller to buyer, apd\for the associated pay
fo seller. The focus therefore of this traceability framework/standard is on commit
ong autonomous parties to a business transaction.

nt presents a framework consisting of several modé€ls, including a reference model, a
a content model, an information model, as well*as rules, templates and other tec}

hsaction.
[ 14662 “Open-edi Reference Model”

b21) provides the conceptual architécture necessary for carrying out electronic bus
among autonomous parties. That architecture identifies and describes the need to
e and related views of the business transaction. The first is the Business Operational
econd is the Functional Service View (FSV). ISO/IEC 14662:2010, Figure 1 illustrate
yironment.

epult from explicit scenario demands from or on the parties to a business transaetipn, as
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ISO/IEC 14662 (E/F) is an English/French, side-by-side, International Standard. Its 2010 34 edition has become

astabilized standard and is now also an ISO/IEC declared “horizontal” standard, i.e., one serving as a base standard for
those developing standards in the various fields of EDI, including eBusiness. The stabilized status of ISO/IEC 14662
was re-affirmed for another 10 years by ISO/IEC JTC1 in 2021. ISO/IEC 14662 has since its 1997 15t edition been an
ISO/SO freely available standard. [See further https: //standards.iso.org/ittf/PubliclyAvailableStandards/index.html
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Figure 1 — Open-edi environment

According to ISO/IEC 14662:2010, Clause 5:

“The

Open
scend
Howsg
any d
a leg
rule-1

intention is that the sending, by an Open-edi Party~¢f information from a scenario, c
edi standards, shall allow the acceptance and processing of that information in the cd
rio by one or more Open-edi Parties by reference\to the scenario and without the need fo
ver, the legal requirements and/or liabilitiesresulting from the engagement of an or{
pen-edi transaction may be conditioned by the competent legal environment(s) of the
1l interchange agreement among the pdrticipating organizations. Open-edi Parties neé
ased behaviour and possess the ability~to make commitments in Open-edi, (e.g., business,

bnforming to
ntext of that
r agreement.
janization in
formation of
d to observe
operational,

technjcal, legal, and/or audit perspectives)”.

See a]so ISO/IEC 14662:2010, FigureA.1.

This

const
persji
Mode

Hocument is a BOV stamdard which focuses on the business operational view (inclugling internal
raints as well as external constraints) for the application of traceability from apn Open-edi
ective, and, as required, follow-up standards development in support of the “Open-edi Reference
1”.
The |
jurisd
are 1

purpose of this document includes identifying the means by which laws and regulations of a
lictional- demain impact scenarios and scenario components as external constraints gnd how they
odellediand represented.

Final hs stated in

1SO/I

hat the approach taken in ISO/IEC 15944-1:2023, Clause 7 is,

N
H

“.. that of identifying the most primitive common components of a business transaction and then moving
from the general to the more detailed, the simplest aspects to the more complex, from no external constraints
on a business transaction to those which incorporate external constraints, from no special requirements on
functional services to specific requirements, and so on”.

This document focuses on addressing generally definable aspects of both internal constraints relating
to traceability which is mutually agreed to by parties to a business transaction, and external constraints
for which the source is a jurisdictional domain. A useful characteristic of external constraints is that at
the sector level, national and international levels, etc., focal points and recognized authorities often
already exist. The rules and common business practices in many sectorial areas are already known.
Use of ISO/IEC 15944 series (and related standards) will facilitate the transformation of these external
constraints as business rules (see 0.5) into specified, registered, and re-useable scenarios and scenario
components.
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0.3 ISO/IEC 15944-1: Business Operational View (BOV) — Operational aspects of Open-edi for
implementation

ISO/IEC 15944-1 identifies and enumerates the many requirements of the BOV aspects of Open-edi in
support of electronic business transactions. These requirements need to be taken into account in the
development of business semantic descriptive techniques for modelling e-business transactions and
components thereof as re-useable business objects. They include:

a) commercial frameworks and associated requirements;

b) legal frameworks and associated requirements;

c) public pplicy requirements, particularly those of a generic nature such as consumer proteftion,
privacy,jJand accommodation of handicapped/disabled;

d) requiremnents arising from the need to support cultural adaptability. This includes mdeting
localization and multilingual requirements (e.g., as may be required by a particular jurisdictional
domain pr desired to provide a good, service and/or right in a particular market),

e) in specifying scenarios, scenario components, and their semantics in_the”context of mpking
commitents, one needs to distinguish between:

1) the |use of unique, unambiguous and linguistically neutral identifiers (often as composite
identifiers) at the information technology (IT) interface.level among the IT systems of
participating parties on the one hand; and, on the other,

2) their multiple human interface equivalent (HIE)~€xpressions in a presentation |form
apptopriate to the Persons involved in the making of the resulting commitments.| (See
ISOAIEC 15944-10:2023, 5.4). It is the intention of this document that the modelling of scenario
and|its components about traceability takes thissapproach.

Figure 2 provides an integrated view of these busirness operational requirements. Figure 2 is basgd on
ISO/IEC 159#4-1:2023, Figure 3. The focus of thiss<document is that of internal and external constrpints,
and those ¢onstraints about traceability may be either from legal requirements?), commercial
requirements3), or public policy requirements®), which are the shaded “clouds” in Figure 2, while pther
sources for gxternal constraints than traceability is represented in Figure 2 as “clouds” not shaded.

2) One example of the legal traceability requirement can be the EU EC N78/2002, which is obligatory and contains
traceability requirement for the purpose of food safety.

3) The commercial framework is mostly “for profit” activities among private companies and individuals, where
features of traceability in a product may be required by or provide added benefit to the customer.

4) One example of the traceability public policy requirement can be “The 12th Five Year Plan on National Food
Safety Supervision System” issued by state council of China.

X © ISO/IEC 2023 - All rights reserved
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Sources of requirements on the business operational view (BOV) aspects of Open-edi
which need to be integrated and/or taken into account

Commercial
framework and
requirements

-

Business transactions
(Open-edi based)

— Characteristics of Open-edi

—  Rule-based
—  Commitment exchange
—  Unambiguous identification

~

Legal
framework and
requirements

consumer, etc.)

Sectorial (and
cross-sectorial)
requirements

Cultural adaptability
localization and
multilinguialism

(IT vs human.interface)

n . b " 1.1
I DUSITITSS LI dIISAULUUIT ITTUUCTT

requirements —  Business transaction model: standards
(privacy Classes of constraints
protection, —  Specification, identification and

classification of Open-edi
scenarios (and components)
—  FSV business demands on
Open-edi support infrastfucture
—  Open-edi scenario tetplates

(For use in various applicdtions
areas such as: e-commerce,
e-administration;«€-business,
e-logistics, e;gdvernment,
e-learning, e*medicine etc.)

J

Functional services vew

- > view—PBusi X ot Req

(BTM)
Key components
Person Iiformatign
Process téchnology
Public policy Data requiremgnts an

Telecommuinications
requirements
and standa

ISO and other standard;

environment cultural
adaptability localization
and multilingualism

0.4 “Traceability” in the context of business transaction and commitment exchange

Traceability in a business transaction originates from the (common) legal practices in jurisdictional
domains that require the identification and verification of any non-conformance with applicable legal/
regulatory requirements pertaining to the goal of the business transaction including the ability to
withdraw and/or recall products, services and/or rights. The requirements for traceability in a business
transaction to support constraints (internal and external) include the need:

a) to fulfil any local, regional national or international regulations or policies, as applicable;

b) to meet the requirement of reporting by the seller to the regulator;

© ISO/IEC 2023 - All rights reserved
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to meet the labelling requirements of applicable regulators;

to support safety and/or quality objectives;

to determine the history or origin of the products;

to facilitate the withdrawal and/or recall of products;

to identify the responsible organizations in case of emergency;

to facilitate the verification of specific information about the product;

<)
d)
e)
f)
g)
h)

i) tomeet
j) to meet
etc.

k) tomeet
1) tocomny
In the Open
unambiguou
transactiong

meet the reg

on traceabiliity to a business transaction, including the principles, methodologies for inform

modelling, a

This documlent adopts a top-down approach for an Opefn-edi based traceability framewor

commitment
such, it will
considering
e-commerce

For example
stated in thi
these rules ¢
or by transfq

0.5 Repres

As defined i
the common|
provided foq
For example
same approa

onsumer snacification(c):
RSHHRerSpeciead oSy

ng post-actualization requirements such as refund policy, product recall, warranty

the requirements of mutual agreement among parties to a business transdgtion;
unicate information to relevant stakeholders and consumers.

Ledi context, commitment exchange is added to information exchange, and entitie
sly identified. With the requirements imposed internally \ef“externally, the busg
are automated based on Open-edi system. In order to model the business transaction
uirements of traceability, there needs to be considerations-on those specific requirer

hd requirements to components of a business transaetion, etc.

exchange, and associated accountabilities,.among parties to a business transactid
hssist implementers and standards developers from a business operational perspect

e-logistics, e-learning, e-medicine, e-government, etc.

business analyser(s) and/or system designer(s) can consider and/or incorporate the
s document in developing thearchitecture of business transaction. The incorporat
an be done either by understanding and adopting the requirements reflected in these
rming these rules in IT;enabled format and integrating them in the system configura

entation of rules and guidelines

n 5.1 and ISO/IEC15944-1:2023, 6.1.2, this document uses the “rule-based” approack
rules are sequentially enumerated and presented in bold font, while guidelines whig
a rule ar&numbered sequentially after that rule and are shown in bold and italid
in ISO/MIEC 15944-1:2023 “Guideline 5G2” equals the second Guidelines under Rule 3
ch is-taken in this document.

Conformanc

ssue,

s are
iness
5 that
nents
ation

k for
n. As
jve in

or developing the framework, and/or strategies to support traceability requirements in

rules
on of
rules,

kion.

1, and
h are
font.
. The

bt0this document is based on the conformance to the rules stated in this document.

0.6

Organization and description of document

This document consists of nine clauses, one normative annex and five informative annexes. The first
four clauses are normative to all standards, i.e., scope, normative references, terms and definitions, and
symbols and abbreviations. The remaining five clauses of this document are normative and as follows.

Clause 5 presents the principles and assumptions about traceability put in an Open-edi context.

These principles are fundamental to the understanding of other clauses, and thus contain no rules
or Guidelines. Also, a categorization of two types of practices of traceability is described in this
clause as an assumption.

Xii

Clause 6 provides the traceability framework as a reference model.

Clause 7 states therequirements of traceability thataffect different aspects ofabusiness transaction.

© ISO/IEC 2023 - All rights reserved


https://iecnorm.com/api/?name=4975b26a41e99977102e113ee82ad85f

ISO/IEC 15944-9:2023(E)

Clause 8 introduces aspects of Open-edi collaboration space that are affected by traceability
requirements.

Clause 9, as with other parts of ISO/IEC 15944, provides a template of attributes for scenario and
scenario components.

Annex A (normative) provides the English and French language equivalents for terms and definitions
found in Clause 3 which are introduced for the first time, i.e., are not found in the existing parts of
ISO/IEC 15944 series as well as ISO/IEC 14662.

Annex B (informative) introduces the GS1 glossary so that readers are able to understand the
concept of interoperability of this document and the GS1 traceability specifications.

008, 6.6.4.5
ttributes are

nnex C (informative) introduces date/time-based referencing on ISO/IEC 15944}5:]
hat are used by Open-edi implementations in order to ensure that these traceability a
lentified correctly.

hirisdictional

nnex D (informative) introduces codes for the identification of business.Jocations by j

omains including their official (or de facto) languages. Annex D is-based on and
ormative text found in ISO/IEC 15944-5:2008 which includes country codes repr
hember states so that Open-edi implementations adhere to/the traceability requ
hirisdictional domain(s) for stating business locations.

nnex E (informative) provides samples of other international standards or specif

upport traceability; namely: ISO 26324; ISO/IEC 15459, }TU-T X.660, UN/CPC, UN/SPS
S.

nnex F (informative) provides a mapping of BEEs using identifiers in a traceabilit}

br the purposes of supporting the design of information systems and other necessars}
nabling traceability.

nnex G (informative) introduces samples of regulations as sources of traceability req

stand

nnex H (informative) describes_the exclusions to the scope of the document an
Faceability requirements that are currently not addressed in the current edition of th

ards (which are not uséd as Normative References in Clause 2), and other relevant do

summarizes
esenting UN
lirements of

cations that
bC and WCO/

y framework
F instrument

uirements.

1 aspects of
s document.

locument concludes with-a(bibliography citing references to both ISO and ISO/IEC international

cuments.
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Information technology — Business operational view —

Part 9:
Business transaction traceability framework for
commitment exchange

1 S
This

cope
Hocument:

pecifies a group of structured and inter-related concepts pertaining to\traceability

f [SO/IEC 15944 series these concepts having the characteristics of cultural adaptab
he use of multilingual terms and definitions;

o =S Wn

rovides additional specifications for Open-edi scenarios(and scenario componen
erspective of traceability as required by internal or exterial constraints in business t

rovides a more detailed specification for business transactions regarding aspects off
hcluding refined models of Person, Data and Process in support of the ability for
hcorporate elements or characteristics of traceability in its information bundles (in
emantic components) and business processes;

[ o] —

ot =

b provide recommendations or guidance-on Open-edi practices; and,

(il

b the template from other existing parts of ISO/IEC 15944 series.

This
desig]
relatg

document can be used by Open-edi implementers (including business modellers
ners) and Open-edi standard developers in specifying Open-edi scenarios, developi
bd standards, and implementing Open-edi rules and guidelines for Open-edi activities

This
of an
docu

document does.not specify the FSV aspects of traceability, internal behaviour r
organization, or’traceability as a metrological concept. Detailed exclusions to the
ment are provided in Annex H.

2 ormative references

as a legal or

egulatory requirement in the Open-edi context, in addition to conceptsthat appear if other parts

lity through

ts from the
ransactions;

traceability,
Open-edi to
Cluding their

ecalizes specifications and descriptions from the traceability requirements as rules and guidelines,

rovidesrevised primitive Open-ediscenario templatesfortraceability,integratingthe nhodifications

and system
ng Open-edi

pquirements
scope of this

The g Bha 3 a a 2 uch—a—Ag ha e OF3 s
constitutes requirements of this document. For dated references, only the edition cited

heir content
applies. For

undated references, the latest edition of the referenced document (including any amendments) applies.

ISO/IEC 15944-1:2023, Information technology — Business operational view — Part 1:
aspects of Open-edi for implementation

Operational

ISO/IEC 15944-5:2008, Information technology — Business operational view — Part 5: Identification and

referencing of requirements of jurisdictional domains as sources of external constraints

ISO/IEC 15944-8:2012, Information technology — Business operational view — Part 8: Identification of

privacy protection requirements as external constraints on business transactions

ISO/IEC 15944-10:2023, Information technology — Business operational view — Part 10: IT-enabled coded

domains as semantic components in business transactions
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3 Terms

For the purp

and definitions

oses of this document, the following terms and definitions apply.

ISO and IEC maintain terminological databases for use in standardization at the following addresses:

3.1
address

ISO Online browsing platform: available at https://www.iso.org/obp

IEC Electropedia: available at https://www.electropedia.org/

setof data e
a business ol
be received

Note 1 to entr

Note 2 to enty
state whethey

Note 3 to enty
edi scenario (|

[SOURCE: IS

3.2
agent
Person (3.57

pments (3.26) that specities a location (3.44) to which a recorded information (3.67 ) 1t€
ject(s) (3.7), a material object(s) (3.48) and/or a person(s) can be sent or from which

y: An address can be specified as either a physical address and/or electronic addxess.

y: In the identification, referencing and retrieving of registered business objects, it is necess
the pertinent recorded information is available in both physical and virtual forms.

y: In the context of Open-edi, a “recorded information item” is modelled and registered as an
DeS), Information Bundle (IB) or Semantic Component (SC).

D/IEC 15944-2:2015, 3.1]

) acting for another Person in a clearly specified capacity in the context of a bu

transaction

Note 1 to ent
are recognizg
“Information

[SOURCE: IS

3.3
attribute
characterist

[SOURCE: IS

3.4

business
series of pro
(3.57), reali

3.9)

Fy: Excluded are agents as “automatons” (gx robots, bobots, etc.). In ISO/IEC 14662, “autom
d and provided for but as part of the Functional Service View (FSV), where they are defiy
Processing Domain (IPD)”.

D/IEC 15944-1:2023, 3.1]

c of an object (3.48).0r entity (3.31)
D/IEC 11179-3:2023, 3.1.11, modified — "set of objects" has been replaced by "entity"

cesses (3:63), each having a clearly understood purpose, involving more than one H
zed (through the exchange of recorded information (3.67) and directed towards

bm(s),

tcan

ary to

Open-

Siness

itons”
ed as

erson
some

mutually agt

eedupon goal, extending over a period of time

[SOURCE: ISO/IEC 14662:2010, 3.2]

3.5

business event

occurrence i

n time that partners (3.56) to a business transaction (3.9) wish to monitor or control

Note 1 to entry: Business events are the workflow tasks that business partners need to accomplish to complete
a business transaction among themselves. As business events occur, they cause a business transaction to move
through its various phases of planning, identification, negotiation, actualization, and post-actualization.

Note 2 to entry: Occurrences in time can either be (1) internal as mutually agreed to among the parties to a
business transaction; and/or, (2) reference some common publicly available and recognized date/time
referencing schema, (e.g., one based on using ISO 8601 and/or ISO 19135 standard).
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[SOURCE: ISO/IEC 15944-4:2015, 3.5]

3.6

business location

geographic site where an economic event is deemed to occur with its attendant transfer of an economic
resource from one Person (3.57) to another

[SOURCE: ISO/IEC 15944-4:2015, 3.6]

3.7

business object
unambiguously (3.84) identified, specified, referenceable, registered and re-useable Open-edi scenario
(3.52)) or scenario component (3.76) of a business transaction (3.9)

Note ] to entry: As an “object”, a “business object” exists only in the context of a business transactipn.
[SOURCE: ISO/IEC 15944-2:2015, 3.6]

3.8
Business Operational View
BOV
perspective of business transactions (3.9) limited to those aspects.te€garding the making of business
(3.4) decisions and commitments (3.17) among Persons (3.57), wHich are needed for the degcription of a
busingss transaction

[SOURCE: ISO/IEC 14662:2010, 3.3]

3.9
business transaction
predé¢fined set of activities and/or processes (3.:63) of Persons (3.57) that is initiated by a Person to
accorpplish an explicitly shared business (3.4).godl and terminated upon recognition of one ¢f the agreed
conclpsions by all the involved Person, although some of the recognition may be implicit

[SOURCE: ISO/IEC 14662:2010, 3.4]

3.10
business transaction entity
BTE
computable representation’ of any real-world entity (3.31) that participates, occurs or is materialized
during a business transaction (3.9)

[SOURCE: ISO/IEC15944-4:2015, 3.9]

3.11
business transaction identifier
BTI
identifiér {3.37) assigned by a seller (3.77) or a regulator (3.68) to an instantiated businesk transaction
(3.9) among the Persomns (3-57 ) invotved

Note 1 to entry: The identifier assigned by the seller or regulator shall have the properties and behaviours of an
“identifier (in a business transaction)”.

Note 2 to entry: As an identifier (in a business transaction), a BTI serves as the unique common identifier for
all Persons involved for the identification, referencing, retrieval of recorded information, etc., pertaining to the
commitments made and the resulting actualization (and post-actualization) of the business transaction agreed
to.

Note 3 to entry: A business transaction identifier can be assigned at any time during the planning, identification
or negotiation phases but shall be assigned prior to the start or during the actualization phase.

Note 4 to entry: As and where required by the applicable jurisdictional domain(s), the recorded information

associated with the business transaction identifier (BTI) may well require the seller to include other identifiers,
(e.g., for a value-added good or service tax, etc.) as assigned by the applicable jurisdictional domain(s).
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[SOURCE: ISO/IEC 15944-5:2008, 3.12]

3.12

business transaction traceability

BTT

requirement to provide set(s) of recorded information (SRIs) (3.80) on the status and/or nature of a good,
service and/or right, which is the goal of the business transaction (3.9), in its transfer, transport, and/
or location(s) (3.44), from a seller (3.77) to a buyer (3.13), as either: (1) agreed to by the parties to a
business transaction as part of internal constraints (3.42); and/or, (2) imposed by a regulator(s) (3.68)
as applicable external constraints (3.32), based on the nature of the good, service, and/or right, which is

the goal of the business transaction.

Note 1 to ent
agreed to by
edi scenario
where applica

Note 2 to ent
during the plg

phase. This may include obtaining sets of recorded information in the form of registrations, identifiers

or approval f
transaction.

Note 3 to entr
(SCs) as part

Note 4 to entr
retention req

Note 5 to enti
Open-edi bus

3.13

buyer
Person (3.57
equivalent v

[SOURCE: IS

3.14
coded doms
domain for y
domain Sou
identified t}
Registration

Note 1 to enty

"y: Traceability requirements which are of an internal constraint nature need to be specifig
he parties to a business transaction as part of both the process and data componentsdn an
before or at the negotiation phase and include those which apply to the actualizatién phas
ble, to the post-actualization phase.

ry: Traceability requirements which are of an external constraint nature shall be: (1) spd
nning or identification phase of the process component; and, (2) be finalizedduring the negot]

rom applicable regulatory authorities prior to the actualization of the\instantiation of a bu

y: SRIs required to support traceability requirements manifest thiemselves as semantic compd
fIBs in Open-edi scenarios.

y: External constraints pertaining to traceability requiréments may have state changes and 1
lirements which are unique to that external constraint:

y: There is a need to follow and have evidence inplace to allow traceability to occur. The nat]
ness transactions being based on rules, etc., ensures that evidence can be followed.

) who aims to get possession of a good, service and/or right through providing an accef
hlue, usually in money, to the Person providing such a good, service and/or right

D/IEC 15944-1:2023, 3.8]

in
which (1) the boundaries are defined and explicitly stated as a rulebase (3.74) of a ¢
‘ce Authorityjnand, (2) each entity (3.31) which qualifies as a member of that dom
rough thé’assignment of a unique ID Code (3.35) in accordance with the appl
Schema.of that Source Authority

y/The'rules governing the assignment of an ID code to members of a coded domain reside w|

d and
Open-
b, and

cified
iation

and/
siness

nents

ecord

ure of

table

oded
hin is
cable

ith its

Source Autho

rityrand form part of the Coded Domain Registration Schema of the Source Authority.

Note 2 to entry: Source Authorities which are jurisdictional domains are the primary source of coded domains.

Note 3 to entry: A coded domain is a data set for which the contents of the data element values are predetermined
and defined according to the rule base of its Source Authority and as such have predefined semantics.

Note 4 to entry: Associated with a code in a coded domain can be: - one or more equivalent codes; - one or more
equivalent representations, especially Human Interface Equivalent (HIE) (linguistic) expressions.

Note 5 to entry: In a coded domain the rules for assignment and structuring of the ID codes must be specified.

Note 6 to entry: Where an entity as member of a coded domain is allowed to have, i.e., to be assigned, more than
one ID code (possibly including names) as equivalent identifiers, one of these must be specified as the pivot ID

code.
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Note 7 to entry: A coded domain can in turn consist of two or more coded domains through the application of the
inheritance principle of object classes.

Note 8 to entry: A coded domain may contain ID codes that pertain to predefined conditions other than
qualification of membership of entities in the coded domain. The rules governing a coded domain may provide
for user extensions.

EXAMPLE1 (1) the use of ID Code “0” (or “00”, etc.) for “Others”, (2) the use of ID Code “9” (or “99”, etc.) for
“Not Applicable”, (3) the use of “8” (or “98”) for “Not Known”; and (4) the pre-reservation of a series of ID codes
for use of “user extensions”.

Note 9 to entry: In object methodology, entities that are members of a coded domain are referred to as instances

EXAMPLE 2  In UML modelling notation, an ID code is viewed as an instance of an object class,
[SOURCE: ISO/IEC 15944-2:2015, 3.13]

3.15
code
<in cpded domain> identifier (3.37), i.e., an ID Code (3.35), assigned to.an‘entity (3.31) as [nember of a
coded domain (3.14) according to the pre-established set of rules (3.73)governing that codqgd domain

[SOURCE: ISO/IEC 15944-5:2008, 3.19]

3.16
collaporation space
busingss (3.4) activity space where an economic exchange of valued resources is viewed infdependently
and ot from the perspective of any business partner {3.56)

Note [ to entry: In collaboration space, an individual‘partner’s view of economic phenomena is dg-emphasized.
Thus,|commonly used business and accounting terims like purchase, sale, cash receipt, cash disbyrsement, raw
mateifials, and finished goods are not allowed, betause they view resource flows from a participant’s perspective.

[SOURCE: ISO/IEC 15944-4:2015, 3.12]

3.17
commitment
makihg or accepting of a righty obligation, liability or responsibility (3.70) by a Person (B.57) that is
capable of enforcement in the jurisdictional domain (3.43) in which the commitment is madge

[SOURCE: ISO/IEC 14662:2010, 3.5]

3.18
concept
unit ¢f knowledge created by a unique combination of characteristics

Note [1 fo“entry: Concepts are not necessarily bound to particular natural languages. They pre, however,
influgnced by the social or cultural background which often leads to different categorizations.

[SOURCE: ISO 1087:2019, 3.2.7, modified — Removal of Note 2 to entry]

3.19

constraint

rule (3.73), explicitly stated, that prescribes, limits, governs or specifies any aspect of a business
transaction (3.9)

Note 1 to entry: Constraints are specified as rules forming part of components of Open-edi scenarios, i.e., as
scenario attributes, roles, and/or information bundles.

Note 2 to entry: For constraints to be registered for implementation in Open-edi, they must have unique and
unambiguous identifiers.
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Note 3 to entry: A constraint that is agreed to among parties (as a condition of contract) is considered an “internal
constraint”, whereas a constraint imposed on parties by laws, regulations, etc., is considered an “external

constraint”.

[SOURCE: ISO/IEC 15944-1:2023, 3.11]

3.20
consumer

buyer (3.13) who is an individual (3.38) to whom consumer protection (3.21) requirements are applied
as a set of external constraints (3.32) on a business transaction (3.9)

Note 1 to entry: Consumer protection is a set of explicitly defined rights and obligations applicable as external

constraints o
Note 2 to entr
is an individu
part of scena

Note 3 to ent
specified juri

[SOURCE: IS
3.21

consumer protection

set of extern

la DUSINESS transaction.

y: The assumption is that consumer protection applies only where a buyer in a business(trans
h1. If this is not the case in a particular jurisdiction, such external constraints should belspecif
io components as applicable.

'y: It is recognized that external consumer protection constraints on a buyet_may be peculiz
bdictional domain.

D/IEC 15944-1:2023, 3.12]

1l constraints (3.32) of a jurisdictional domain (3.43) asights of a consumer (3.20) ang

hction
ied as

rtoa

thus

as obligations (and possible liabilities) of a vendor in a business transaction (3.9) which apply to the

good, servic
information
information

Note 1 to ent
as applicable

personal, famjily or household purposes, i.e., they do fiot apply to natural persons in their role as "organizati

"organization|

Note 2 to ent
specifically td
reached their

Note 3 to enti
to the nature

[SOURCE: IS

3.22
contact
instance of 3

e and/or right forming the object (3.48) of the business transaction (including assoc
management and interchange requirements “including applicable (sets of) rec
3.67))

'y: Jurisdictional domains may restrict the:application of their consumer protection require
only to individuals engaged in a business transaction of a commercial activity undertak

Person".
ry: Jurisdictional domains may _have particular consumer protection requirements which
individuals who are consideréd to be a "child" or a “minor”, (e.g., those individuals who ha

thirteenth birthday).

y: Some jurisdictional\domains may have consumer protection requirements which are part
pf the good, service and/or right being part of the goal of a business transaction.

D/IEC 15944-5:2008, 3.33]

iated
brded

ments
bn for
on" or

apply
Ve not

icular

W role(

372) o

a

Note 1 to entry: A Person here as a Contact can be an individual, an organization (or organization part or
organization Person).

Note 2 to entry: Contact is capitalized to distinguish it from the many ordinary uses of the term.

Note 3 to entry: Harmonized with ISO/IEC 11179-3:2013 and Cor.1:2004 but from an eBusiness perspective

[SOURCE: SO/IEC 11179-3:2023, 3.2.78, modified — added Notes to entry 1, 2 and 3.]

© ISO/IEC 2023 - All rights reserved


https://iecnorm.com/api/?name=4975b26a41e99977102e113ee82ad85f

ISO/IEC 15944-9:2023(E)

3.23

custody

association between a Person (3.57) and an economic resource where the Person has physical control
only over the resource or controls access

Note 1 to entry: Having custody of a good, service and/or right does not imply and is differentiated from having
economic control of the same, (e.g. a Person may have economic control of a good even though it is not under its
custody).

[SOURCE: ISO/IEC 15944-4:2015, 3.15]

3.24
data HL

reintérpretable representation of information (3.40) in a formalized manner suitable for ¢omimunication,
interpretation, or processing

Note ] to entry: Data can be processed by humans or by automatic means.
[SOURCE: ISO/IEC 2382:2015, 2121272]

3.25
data
<in a|business transaction>representations of recorded information (3.67) that are being|prepared or
have peen prepared in a form suitable for use in a computer system

[SOURCE: ISO/IEC 15944-1:2023, 3.14]

3.26
datafelement
unit ¢f data (3.24) for which the definition, identification (3.36), representation and permissible values
are specified by means of a set of attributes (3.3)

[SOURCE: ISO/IEC 15944-1:2023, 3.15]

3.27
datajelement
<in ofganization of data>unit of data (3.24) that is considered in context to be indivisible

EXAMPLE The data element“age of a person” with possible values consisting of all combinatior]s of 3 decimal
digits

Note ] to entry: Differsfrom the entry 17.06.02 in ISO/IEC 2382-17:1999.
[SOURCE: ISO/1EC2382:2015, 2121599]

3.28
date
ISO 8601-compliant representation of a date in an YYYY-MM-DD format using the Gregorian calendar

[SOURCE: ISO/IEC 15944-2:2015, 3.26]

3.29

eBusiness

business transaction (3.9), involving the making of commitments (3.17), in a defined collaboration space
(3.16), among Persons (3.57) using their IT systems, according to Open-edi standards (3.53)

Note 1 to entry: eBusiness can be conducted on both a for-profit and not-for-profit basis.
Note 2 to entry: A key distinguishing aspect of eBusiness is that it involves the making of commitment(s) of any

kind among the Persons in support of a mutually agreed upon goal, involving their IT systems, and doing so
through the use of EDI (using a variety of communication networks including the Internet).
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Note 3 to entry: eBusiness includes various application areas such as “e-commerce

» o«
’

“e-logistics

»n o«
’
» o«

e-government”,

» o«
’

e-medicine”, “e-learning”, etc.

e-administration”,

Note 4 to entry: The equivalent French language term for “eBusiness” is always presented in its plural form.

[SOURCE: ISO/IEC 15944-7:20009, 3.6]

3.30

electronic address
address (3.1) used in a recognized electronic addressing scheme, (e.g., telephone, telex, IP, etc.), to which
recorded information (3.67) item(s) and/or business object(s) (3.7) can be sent to or received from a
Contact (3.22)

[SOURCE: IS

3.31

entity

any concretgq
things

EXAMPLE
Note 1 to enty
[SOURCE: IS

3.32
external co

D/IEC 15944-2:2015, 3.32]

or abstract thing that exists, did exist, or might exist, including associations among

A person, object, event, idea, process, etc.

y: An entity exists whether data about it are available or not.

D/IEC 2382:2015, 2121433]

nstraint

constraint (3
i.e., is extern

Note 1 to ent]
similar instry

Note 2 to ent]
a particular
exchanges, et

Note 3 to ent
business tran|

Note 4 to e
requirementg

EXAMPLE 1
EXAMPLE 2

.19) which takes precedence over internal constraints (3.42) in a business transaction
al to those agreed upon by the parties to a husiness transaction

'y: Normally external constraints are creatéd by law, regulation, orders, treaties, conventi
ments.

ry: Other sources of external constraints are those of a sectorial nature, those which pert
urisdictional domain or mutually)agreed to common business conventions (e.g., INCOT]

).

ry: External constraints Cajt apply to the nature of the good, service and/or right provide|
Saction.

try: External constraints can demand that a party to a business transaction meet sf
of a particular rolé.

Only a qualified medical doctor may issue a prescription for a controlled drug.

Onlysahaccredited share dealer may place transactions on the New York Stock Exchange.

EXAMPLE 3

these

(3.9),

ns or

nin to
ERMS,

d in a

ecific

Hazardous wastes may only be conveyed by a licensed enterprise.

Note 5 to entry: Where the information bundles (IBs) of a business transaction, including their Semantic
Components (SCs), form the whole of a business transaction (e.g., for legal or audit purposes), all constraints
must be recorded.

EXAMPLE 4
pertaining to

There may be a legal or audit requirement to maintain the complete recorded information

a business transaction, i.e., the information bundles exchanged, as a “record”.

Note 6 to entry: A minimum external constraint applicable to a business transaction often requires one to
differentiate whether the Person that is a party to a business transaction is an “individual”, “organization”, or
“public administration”. For example, privacy rights apply only to a Person as an “individual”.

[SOURCE: ISO/IEC 15944-1:2023, 3.23]
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specification method based on a description language using rigorous and unambiguous (3.84) rules
(3.73) both with respect to developing expressions in the language (formal syntax) and interpreting
the meaning of these expressions (formal semantics)

[SOURCE: ISO/IEC 14662:2010, 3.9]

3.34

Functional Service View

FSV

persy
aspe

[SOU

3.35
ID Cq
ident
(3.14

Note

Note
more

Note
equiv

Note

entiti
other
explig

EXAM
“Not /
codes

Note
[SOU

3.36
ident
rule (
data

ective of business transactions (3.9) limited to those information technology intg
ts of IT Systems needed to support the execution of Open-edi transactions

RCE: ISO/IEC 14662:2010, 3.10]

de
fier (3.37) assigned by the coded domain Source Authority (cdSAJ to a member of a @

| to entry: ID codes must be unique within the Registration Schema’of that coded domain.

P to entry: Associated with an ID code in a coded domain cah be: - one or more equivalent @
equivalent representations, especially those in the form«f human equivalent (linguistic) exp

to entry: Where an entity as a member of a coded demain is allowed to have more than one |
hlent codes (possibly including names), one of theseimust be specified as the pivot ID code.

t to entry: A coded domain may contain ID.éddes pertaining to entities which are not mer
bs, i.e., have the same properties and behavipurs, such as ID codes which pertain to predefin
than member entities. If this is the case, the rules governing such exceptions must be p1
itly stated.

PLE (1) the use of an ID code-“0” (or “00”, etc.), for “Other”; (2) the use of an ID code “9
\pplicable”; (3) the use of “8” (or-“98”) for “Not Known”; and (4) the pre-reservation of a seri
for “user extensions”.

b to entry: In UML modelling notation, an ID code is viewed as an instance of an object class.
RCE: ISO/IEC 15944-2:2015, 3.37]
ification

3.73)-based process (3.63), explicitly stated, involving the use of one or more attriby
plements (3.26), whose value (or combination of values) is used to identify uniquely th

eroperability

oded domain

odes; - one or
ressions.

D code, i.e., as
hbers as peer

ed conditions
edefined and

" (or “99”) for
es or set of ID

tes (3.3), i.e.,
b occurrence

or ex

sténce of a specified entity (3.31)

[SOURCE: ISO/IEC 15944-1:2023, 3.26]

3.37

identifier
<in business transaction>unambiguous (3.84), unique and linguistically neutral value resulting from
the application of a rule (3.73)-based identification (3.36) process (3.63)

Note 1 to entry: Identifiers must be unique within the identification scheme of the issuing authority.

Note 2 to entry: An identifier is a linguistically independent sequence of characters capable of uniquely and
permanently identifying that with which it is associated.

[SOURCE: ISO/IEC 15944-1:2023, 3.27]
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3.38
individual

Person (3.57) who is a human being, i.e., a natural person, who acts as a distinct indivisible entity (3.31)

or is conside

red as such

[SOURCE: ISO/IEC 15944-1:2023, 3.28]

3.39

individual accessibility
set of external constraints (3.32) of a jurisdictional domain (3.43) as rights of an individual (3.38) with
disabilities to be able to use IT Systems at the human, i.e., user, interface and the concomitant obligation

of a seller (3

77) to prnviﬂn such aﬂaph'vn t‘nr‘hnn]ngioc

Note 1 to en
limited to dis

EXAMPLE

ry: Although “accessibility” typically addresses users who have a disability, the concept
hbility issues.

Disabilities in the form of functional and cognitive limitations include: (a)peoplé Who are

(b)people with low vision; (c)people with colour blindness; (d)people who are hard of hearing or deaf, i.

hearing impa
[SOURCE: IS
3.40

information

<in informat
(3.63), or ide

[SOURCE: IS
3.41

red; (e)people with physical disabilities; and, (f)people with language or cognitive disabilitie

D/IEC 15944-5:2008, 3.60]

ion processing>knowledge concerning objects (3.48), suchas facts, events, things, pro
as, including concepts (3.18), which within a certain-context has a particular meaning

D/IEC 2382:2015, 2121271]

Information Bundle

IB
formal desc
Parties (3.5]]

[SOURCE: IS
3.42

ription of the semantics of the recorded information (3.67) to be exchanged by Op:e
) playing roles (3.72) in an Open-edistenario (3.52)

D/IEC 14662:2010, 3.11]

internal constraint

constraint (3

.19) which forms part of the commitment(s) (3.17) mutually agreed to among the part]

a business tr

Note 1 to ent
of scenario cd
the nature of

[SOURCE: IS

insaction (3.9)

'y: Internal constraints are self-imposed. They provide a simplified view for modelling and
mponents‘f-a business transaction for which there are no external constraints or restricti
Fhe conduct of a business transaction other than those mutually agreed to by the buyer and s¢

D/FEC15944-1:2023, 3.33]

is not

blind;
b, are

b.

fesses

en-edi

ies to

re-use
bns to
ller.

3.43

jurisdictional domain

jurisdiction, recognized in law as a distinct legal and/or regulatory framework which is a source of
external constraints (3.32) on Persons (3.57) and their behaviour and the making of commitments (3.17)
among Persons, including any aspect of a business transaction (3.9)

Note 1 to entry: The pivot jurisdictional domain is a United Nations (UN) recognized member state. From a legal
and sovereignty perspective UN states are considered “peer” entities. Each UN member state (country) may have
sub-administrative divisions as recognized jurisdictional domains (e.g., provinces, territories, cantons, lander,
etc.) as decided by that UN member state.

Note 2 to entry: Jurisdictional domains can combine to form new jurisdictional domains (e.g., through bilateral,
multilateral and/or international treaties).

EXAMPLE The European Union (EU), NAFTA, WTO, WCO, ICAO, WHO, Red Cross, ISO, the IEC, the ITU, etc.
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Note 3 to entry: Several levels and categories of jurisdictional domains may exist within a jurisdictional domain.

Note 4 to entry: A jurisdictional domain may impact aspects of the commitment(s) made as part of a business
transaction, including those pertaining to the making, selling, or transfer of goods, services and/or rights (and
resulting liabilities) and associated information. This is independent of whether such interchange of commitments
is conducted on a for-profit or not-for-profit basis and whether it includes monetary values.

Note 5 to entry: Laws, regulations, directives, etc., issued by a jurisdictional domain are considered as parts of
that jurisdictional domain and are the primary sources of external constraints on business transactions.

[SOURCE: ISO/IEC 15944-5:2008, 3.67]

3.44
locat
place

ion
either physical or electronic, that can be referenced by an address (3.1)
[SOURCE: ISO/IEC 15944-2:2015, 3.50]

3.45
mastler data (in a business transaction)

set(s)
busin
refer

Note
charal
chang

of recorded information (SRIs) (3.80) held by a Person (3.57) that describes the entitie
pss objects (3.7)) that are both independent and fundamental for,that Person and thg
bnce in order to perform its business transaction (3.9) (and/or-¢ommitments (3.17))

1 to entry: Master data is defined as set(s) of recorded.ihformation (SRIs) as having
rteristics: (@) permanent or lasting nature; (b) relatively constant across time, not being subje
e, (c) access/use by multiple business process and IT system(s) applications; (d) required to tr

s (3.31) (and
t it needs to

the following
ct to frequent
hck and verify

excha of a business

trans

Inges of commitments (of whatever nature) pertaining to a commitment exchange aspects
hction; (e) can either be neutral or relationship dependent.

) is normally
ation or data

iojn is recorded
¢, optical, ICs
ent (and other

rds retention

ormation; (b)
naterial being

e : e ' e e erties: (a) the
property of medium as a material in or on Wthh 1nformat10n or data can be recorded and retrieved; (b) the
property of storage; (c) the property of physical carrier; (d) the property of physical manifestation, i.e., material;
(e) the property of a functional unit; and, (f) the property of (some degree of) stability of the material in or on
which the information or data is recorded.

[SOURCE: ISO/IEC 15944-1:2023, 3.34]

3.47
model
abstraction of some aspect of reality

[SOURCE: ISO 19115-1:2014, 4.14]
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3.48
object
anything perceivable or conceivable

Note 1 to entry: Objects can be material (e.g. ‘engine’, ‘sheet of paper’, ‘diamond’), immaterial (e.g. ‘conversion
ratio’, ‘project plan’) or imagined (e.g. ‘unicorn’, ‘scientific hypothesis’).

[SOURCE: ISO 1087:2019, 3.1.1]

3.49

object class
set of ideas, abstractions, or things in the real world that can be identified with explicit boundaries and
meaning and whose properties and behaviour follow the same rules (3.73)

[SOURCE: ISD/IEC 11179-1:2015, 3.3.18]

3.50

Open-edi
electronic dpta interchange among multiple autonomous Persons (3.57) to accomplish an explicitly
shared busirless (3.4) goal according to Open-edi standards (3.53)

[SOURCE: ISD/IEC 14662:2010, 3.14]

3.51
Open-edi Party
OeP
Person (3.57) that participates in Open-edi (3.51)

Note 1 to entify: Often referred to generically in this, and other ¢Business standards, (e.g., parts of ISO/IEC 15944
series “eBusinjess” standard) as “party” or “parties” for any entity modelled as a Person as playing a role in Dpen-
edi scenarios

[SOURCE: ISD/IEC 14662:2010, 3.17]

3.52
Open-edi sdenario
OeS
formal specification of a class of business transactions (3.9) having the same business (3.4) goal

[SOURCE: ISD/IEC 14662:2010,.3118]

3.53
Open-edi standard
standard (3.81) that complies with the Open-edi (3.51) Reference Model

[SOURCE: ISP/IECt4662:2010, 3.19]

3.54
organization
unique framework of authority within which a person or persons act, or are designated to act, towards
some purpose

Note 1 to entry: The kinds of organizations covered by this International Standard include the following
examples:

EXAMPLE1 Anorganization incorporated under law.

EXAMPLE 2  An unincorporated organization or activity providing goods and/or services including: 1)
partnerships; 2) social or other non-profit organizations or similar bodies in which ownership or control is
vested in a group of individuals; 3) sole proprietorships 4) governmental bodies.

EXAMPLE 3  Groupings of the above types of organizations where there is a need to identify these in
information interchange.
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[SOURCE: ISO/IEC 15944-1:2023, 3.44]

3.55

origin

source (document, project, discipline or model (3.47)) for the OeRI

[SOURCE: ISO/IEC 15944-2:2015, 3.77]

3.56
partner
sub-type of Person (3.57) that includes buyer (3.13) and seller (3.77)

[SOURCE: ISO/TEC 15944-4:2015, 3.51]

3.57
Person
natural or legal person, recognized by law as having legal rights and duties, able to make gommitments
(3.17) and assume and fulfil resulting obligation(s), and accountable for its action(s)

Note 1 to entry: Synonyms for “legal person” include “artificial person”, “body corporate”, etc., depending on the
termihology used in competent jurisdictions.

Note 2 to entry: “Person” is capitalized to indicate that it is being used asformally defined in the stajndards and to
differpntiate it from its day-to-day use.

Note B to entry: Minimum and common external constraints applicable to a business transaction|often require
one t¢ differentiate among three common subtypes of Personf namely “individual”, “organization)”, and “public
administration”.

[SOURCE: ISO/IEC 14662:2010, 3.24]

3.58
perspna
set of data elements (3.26) and their values by which a Person (3.57) wishes to be known and thus
identjfied in a business transaction (3.9)

[SOURCE: ISO/IEC 15944-1:2023,3.51]

3.59
pers¢nal information
any Information about’an identifiable individual (3.38) that is recorded in any form, including
electronically or on paper

EXAMPLE Recorded information about a person's religion, age, financial transactions, medical history,
addreéss, or blood‘type.

[SOURCE{ISO/IEC 15944-5:2008, 3.103]

3.60
Person identity

Pi

combination of persona (3.58) information and identifier (3.37) used by a Person (3.57) in a business
transaction (3.9)

[SOURCE: ISO/IEC 15944-1:2023, 3.51]

3.61

physical address

address (3.1) that is used/recognized by a postal authority and/or courier service to deliver information
item(s), material object(s) (3.48), or business object(s) (3.7) to a contact (3.22) at either an actual address
or a pick-up point address, (e.g., P.O. Box, rural route, etc.)

[SOURCE: ISO/IEC 15944-2:2015, 3.80]
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3.62

privacy protection

set of external constraints (3.32) of a jurisdictional domain (3.43) pertaining to recorded information
(3.67) on or about an identifiable individual (3.38), i.e., personal information (3.59), with respect to
the creation, collection, management, retention, access and use and/or distribution of such recorded
information about that individual including its accuracy, timeliness, and relevancy

Note 1 to entry: Recorded information collected or created for a specific purpose on an identifiable individual,
i.e., the explicitly shared goal of the business transaction involving an individual shall not be used for another
purpose without the explicit and informed consent of the individual to whom the recorded information pertains.

Note 2 to en
information §
information i

Note 3 to en
requirementg

[SOURCE: IS

3.63
process
series of acf
expected reg

[SOURCE: IS
3.64
property
peculiarity d
[SOURCE: IS
3.65

try: Privacy requirements include the right of an individual to be able to view the rec

orded

ibout him/her and to request corrections to the same in order to ensure that such rec
accurate and up-to-date.

kry: Where jurisdictional domains have legal requirements which override priyacy prot
these must be specified, (e.g., national security, investigations by law enforcementagencies,

D/IEC 15944-5:2008, 3.109]

ions or events taking place in a defined manner leading t¢ the accomplishment
ult

D/IEC 15944-1:2023, 3.53]

ommon to all members of an object class (3.49)

D/IEC 11179-1:2015, 3.3.21]

public administration

orded

bction
ptc.).

of an

entity (3.31)} i.e.,, a Person (3.57), which istan organization (3.54) and has the added attribute (3,3) of
being authoifized to act on behalf of a reguifator (3.68)

[SOURCE: ISP/IEC 15944-1:2023, 3.54]

3.66

public policly

category of external constraints (3.32) of a jurisdictional domain (3.43) specified in the form of a|right
of an individual (3.38)@r'a requirement of an organization (3.54) and/or public administration (|3.65)
with respecf to an\individual pertaining to any exchange of commitments (3.17) among the parties

concerned i
requiremen

i’

volying a good, service and/or right, including information management and interchange

Note 1 to entry: Public policy requirements may apply to any one, all or combinations of the fundamental
activities constituting a business transaction, i.e., planning, identification, negotiation, actualization and post-
actualization. (See further 6.3 “Rules governing the process component” in [SO/IEC 15944-1:2023)

Note 2 to entry: Itis up to each jurisdictional domain to determine whether or not the age of an individual qualifies
a public policy requirement (e.g., those which specifically apply to an individual under the age of thirteen (13) as
a “child”, those which require an individual to have attained the age of adulthood (e.g., 18 years or 21 years of
age) of an individual to be able to make commitments of a certain nature.

Note 3 to entry: Jurisdictional domains may have consumer protection or privacy requirements which apply
specifically to individuals who are considered to be “children”, “minors”, etc. (e.g., those who have not reached
their 18th or 21st birthday according to the rules of the applicable jurisdictional domain).

[SOURCE: ISO/IEC 15944-5:2008, 3.113]
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recorded information
any information that is recorded on or in a medium irrespective of form, recording medium or
technology used, and in a manner allowing for storage and retrieval

-9:2023(E)

Note 1 to entry: This is a generic definition and is independent of any ontology (e.g., those of “facts” versus “data”
versus “information” versus “intelligence” versus “knowledge”, etc.).

Note 2 to entry: Through the use of the term “information,” all attributes of this term are inherited in this
definition.

Note 3 to entry: This definition covers: (i) any form of recorded information, means of recording, and any

mediy
types

[SOU

3.68
regu
Perso
polic
trans

[SOU
3.69

resouyrce flow

aSso(

Note
cause

[SOU

3.70
resp
assod

organization Person as assignedby that Person

instructions or software, databases, etc.

RCE: ISO/IEC 15944-1:2023, 3.56]

ator
n (3.57) who has authority to prescribe external constraints (3.32)-which serve a

ction (3.9) as well as the provisioning of goods, services, and /0t rights interchanged

RCE: ISO/IEC 15944-1:2023, 3.59]

iation between an economic event and an economie’resource

| to entry: A common example would be a resource-flow between some inventory and the
d control of that inventory to flow from one Person to another.

RCE: ISO/IEC 15944-4:2015, 3.58]

pnsibility
iation between Persons (3.57) where one is responsible to the other or between a P

Note |1 to entry: Subtypes. of Persons include individuals, organizations, and public admini
“individual” is non-divisible; but organizations and public administrations are, and as such will a
respopsibilities to organization Persons. (See further ISO/IEC 15944-1:2023, 6.2.7 and Figure 17)
[SOURCE: ISO/IEG:15944-4:2015, 3.59]

3.71

retention period

lengtTl of time for which data (3.24) on a data medium (3.46) is to be preserved

m on which information can be recorded; and, (i) all types of recorded information, incljiding all data

s principles,

es or rules (3.73) governing or prescribing the behaviour of{ Persons involved in a business

thipment that

brson and an

strations. An
ssign specific

[SOURCE: ISO/IEC 2382:2015, 2125629]

3.72
role

specification which models an external intended behaviour (as allowed within a scenario) of an Open-
edi party (3.51)

[SOURCE: ISO/IEC 14662:2010, 3.25]
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3.73
rule
statement governing conduct, procedure, conditions and relations

Note 1 to entry: Rules specify conditions that must be complied with. These may include relations among objects
and their attributes.

Note 2 to entry: Rules are of a mandatory or conditional nature.
Note 3 to entry: In Open-edi, rules formally specify the commitment(s) and role(s) of the parties involved and

the expected behaviour(s) of the parties involved as seen by other parties involved in (electronic) business
transactions. Such rules are applied to: - content of the information flows in the form of precise and computer-

processable nﬁieanmg, 1.e., The semantics of data; and- the order and benaviour of the information

themselves.

Note 4 to entr
Rules also mu

EXAMPLE
[SOURCE: IS

3.74
Rulebase
pre-establisl

Note 1 to enty
[SOURCE: IS

3.75
scenario atf

y: Rules must be clear and explicit enough to be understood by all parties to a business/transg
st be capable of being able to be specified using a using a Formal Description Technique(s) (F

A current and widely used FDT is “Unified Modelling Language (UML)".
D/IEC 15944-2:2015, 3.101]

ned set of rules (3.73) which inter-work and which togethef-form an autonomous who
y: One considers a rulebase to be to rules as database isto data.

D/IEC 15944-2:2015, 3.102]

ribute

formal speciffication of information, relevant to an Open-edi scenario (3.52) as a whole, which is n§

specific to rq
[SOURCE: IS

3.76

scenario co
one of the th
Semantic Cor

[SOURCE: IS

3.77
seller

les (3.72) nor to Information Bundles;{3.41)
D/IEC 14662:2010, 3.26]

mponent
ree fundamental elements of a scenario, namely role (3.72), information bundle (3.41
nponent (3.78)

D/IEC 15944-2:2015, 3.104]

flows

ction.
DTs).

bither

, and

Person (3.57
right to ano

1 And /o right neaidad

) whoaims to hand over voluntarily or in response to a demand a good, service a
€r'Person and in return receives an acceptable equivalent value, usually in money,

hd/or

f(i)r the

good, servi

ct-andferrightprovided

[SOURCE: ISO/IEC 15944-1:2023, 3.62]

3.78

Semantic Component

SC

unit of recorded information (3.67) unambiguously (3.84) defined in the context of the business (3.4) goal
of the business transaction (3.9)

Note 1 to entry: A SC may be atomic or composed of other SCs.

[SOURCE: ISO/IEC 14662:2010, 3.27]
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3.79
set
assembly of objects (3.48) or concepts (3.18) considered as a whole

Note 1 to entry: This is adapted from ISO 5127:2017, 3.1.1.09.
[SOURCE: ISO/IEC 15944-7:2009, 3.13]

3.80

set of recorded information
SRI

recorded information (3.67) of an organization (3.54) or public administration (3.65), which is under the
contrjol of the same and which is treated as a unit in its information life cycle

Note | to entry: A SRI can be a physical or digital document, a record, a file, etc., that can be-vead] perceived or
heard by a person or computer system or similar device.

Note P to entry: A SRI is a unit of recorded information that is unambiguously defihed in the ¢ontext of the
businpss goals of the organization, i.e., a semantic component.

Note B to entry: A SRI can be self-standing (atomic), or a SRI can consist of @ bundling of two or nmpore SRIs into
anothler “new” SRI. Both types can exist simultaneously within the inférmation management qystems of an
organjization.

[SOURCE: ISO/IEC 15944-5:2008, 3.137]

3.81
standlard
docupented agreement containing technical specifications or other precise criterialto be used
consistently as rules (3.73), guidelines, or definitions of characteristics, to ensure that materials,
prodiicts, processes (3.63) and services are fit for; their purpose

Note [l to entry: This is the generic definition.of “standard” of the ISO and IEC (and found in the|ISO/IEC JTC1
Directives, Part 1, Section 2.5:1998). (See als@,ISO/IEC Guide 2:2004 (1.7))

[SOURCE: ISO/IEC 15944-1:2023, 3:64]

3.82
tracgability data
specified set(s) of recorded information (SRIs) (3.80) of a business transaction traceability (BTT) (3.12)
natute which is required-to be included in the modelling of a business transaction (3.9) vid an Open-edi
scendprio (3.52)

Note [l to entryySets of recorded information (SRIs) used as Semantic Components (SCs) and/of Information
Bundles (Bs) in modelling a business transaction may also serve as traceability data. If so, they also need to be
identified andtagged as such in addressing traceability requirements.

Note ? tolentry: Traceability data serves as evidence in support of traceability requirements.

3.83

traceable commitment

any aspect of commitment(s) (3.17) forming part of a business transaction (3.9) which is required to be
traced based on agreed upon internal constraints (3.42) for that business transaction and/or on external
constraints (3.32), including those of legal traceability requirements of applicable jurisdictional domains
(3.43) invoked by the nature of the business transaction

3.84

unambiguous

level of certainty and explicitness required in the completeness of the semantics of the recorded
information (3.67) interchanged appropriate to the goal of a business transaction (3.9)

[SOURCE: ISO/IEC 15944-1:2023, 3.66]
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4 Abbreviated terms

BOV Business Operational View
BTE Business Transaction Entity
BTI Business Transaction Identifier
BTT Business Transaction Traceability
DOI Digital Object Identifier

FDT Formal Description Technique
FSV Functional Service View

1B Information Bundle

OeRI Open-edi Registry Item

OeS Open-edi Scenario

OID Object Identifier

Pi Person identity

RTI Returnable Transport Iltem

SC Semantic Component

SRI Set of Recorded Information

UN/CPC United Nations/Central Product Classification

WCO/HS  |World Customs Organization/Harmonized System

5 Principles and assumptions

5.1 Overyiew

As a high-level generalization of business transactions among parties, Open-edi by its definition ip this
document infcorporate$ithe constraints imposed by international or national laws and regulations{from
various juriddictional domains. Business transactions in practice are presupposed to fully comply with
those laws and regtlations. In order to achieve this goal, applications should implement all rules and
guidelines specified in ISO/IEC 15944 serles Among these human interface equlvalents [HIES) shpll be
used to ensulre t.See
Annex A for the HIEs for concepts used in thls document

To ensure systematic quality control and information retrieval in business transactions, whether
based on IT systems or not, information about certain BTEs needs to be recorded and traceable. This
requirement is specified in normative documents including international standards and specifications
(See Annex E for some of the sample standards), or in international or national laws, regulations and
other official mandatory documents. (See Annex G for some of the sample regulations.) This document
considers these types of requirements as an external constraint to an Open-edi transaction and
identifies those relevant principles in this Clause 5.

These principles, emerged from external constraints, may be implemented as internal constraints
mutually agreed to by parties to a business transaction.
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5.2 Important Open-edi characteristics that provide support for traceability
As specified in ISO/IEC 15944-1, Open-edi has six characteristics; they are:

a) actions based upon following predefined rules;

b) commitment of the parties involved;

c) communications among parties are automated;

d) parties control and maintain their states;

e) al thD a\,t autuuuluuua}_y,
f) multiple simultaneous transactions can be supported.

Of these six characteristics, three provide support for traceability in business transactions; namely: a),
b), and d).

1) Actions based upon predefined rules
In adglition to specifications in ISO/IEC 15944-1:2023, 5.1,

On the whole for a business transaction, the number of predefinéd rules may be limited and simple.
Howgver, the inter-workings of the rules do allow for many different instantiations of a scenario.>)

The ability to trace information in an Open-edi implementation may be achieved thrgugh several
mearls, (e.g., the inner rules of parties, the design of kT"systems executing business tranfactions, the
agre¢ments among parties, etc.). When traceability is'\required in a business transaction, there is a need
to follow documented processes that provide the evidence needed to prove traceability. Tlhe nature of
Opentedi business transaction being based on rules, etc., ensures that evidence can be follpwed.

Partips to a business transaction shall decide on the common level of traceable commitment, and for
this djommon level shall decide the set of gonsistent traceability data to be recorded. Rules pr guidelines
generated through these efforts shall b&'adopted as part of the agreement among parties.

2) (ommitment of the parties.involved

It is the obligation of parties(to'a business transaction to ensure that their products, services or rights
are ehabled for traceability, (e.g., containing necessary data, with specific type of packagihg, etc). This
is esgecially importantiwhere the parties making commitments in a business transaction gre subject to
exterjnal constraintss

Rule(01:

Traceability - requirements shall be incorporated by all parties making commitiments in a
businesstransaction where external constraints apply.

On thewhole pnri’inc toa business transaction are free tog decide in mnr]n”ihg a-scenar O(S) for that
business transaction whether or not to include traceability requirements, i.e., based on applicable
internal constraints. However, the nature of the business transaction being modelled may invoke
external constraints of applicable jurisdictional domains which include traceability requirements.

3) Parties control and maintain their state

The states of business transactions are represented by a set of data elements generated at various
stages of a business transaction. Data elements for identification of BTEs, time, and address play key
roles in the ability to perform a traceable commitment. Each party is responsible for the traceable
commitment exchanged with other parties and controls and maintains the data elements they have

5) The analogy here is to the rules covering a game where the simplest set of rules may well lead to multiple and
very different instantiations, e.g., the game of wei (Chinese), igo (Japanese), go (English).
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the right or interest to archive. The whole set of data elements controlled and maintained by parties
enables the complete business transaction traceability.

5.3 Principles for traceability

5.3.1 Overview of the principles

Traceability is one feature that the development of Open-edi scenarios and the rules for specifying the
same shall support when required by the external requirements of jurisdictional domains. Achievement
of traceability objectives requires preciseness in the specification of detailed sets of recorded
information i i i i ili inci . The
four traceability principles specified in this document shall be considered prior to all other iSsiies in
order to facilitate implementation.

5.3.2 Trageability principle 1: Unambiguous identification

BTEs which| may require traceability include Persons [via their specified Person identity (Pf)] as
parties to the business transaction, and identities of goods, services, and/or rights-which form th¢ goal
of the business transaction. Unambiguous identification of Person, goods, (services, rights buginess
transaction, |etc., provides certainty and precision in tracking these entities;,.and thus form part of the
commitments made by parties.

Rule 02
Any and all the types of BTEs which require traceability shall be unambiguously identified
For an Openiedi application, those identifications include but'are not limited to:

a) the ideptifications for Person and their persona, with the associated signatures| (See
ISO/IEC|15944-1:2023, 6.2);

b) the identifications for business transactien;;through the use of Business Transaction Identifiers
(BTIs) ($ee ISO/IEC 15944-5:2008, 6.6.4.4-for a general specification for the BTI);

c) the identifications for various other\types of business transaction entities (BTEs) including goods,
services|and rights.

Rule 03

The unambiguous identification of all BTEs shall be linked to the business transaction identifier
(BTI) of thaft instantiated business transaction.

The identifigrs of thesgé entities and the identifier to the business transaction shall provide refefence
to each othel. This.do€s not mean that in the coding structure of identifiers of entities shall contajn the
identifier of fhe business transaction, and vice versa.

5.3.3 Traceability principle 2: Record-keeping
Rule 04

Irrespective of the possibility that all information pertaining to a business transaction may not
be recorded, all traceability data shall be recorded.

Existing commercial and legal frameworks for business transactions allow for and use both information
which is recorded and that which is not, i.e., is known to and used by natural persons in making
commitments but not (yet) recorded. For recorded information, some is required by Open-edi standards
in general to be created, used and interchanged among parties. However, all data specifically related to
traceability shall be recorded, i.e., ID of BTEs, time and location, and other data that is necessary for a
complete and accurate representation of what needs to be tracked.
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Rule 05

Rules and procedures for the systematic record keeping of traceability data that is recorded
shall be established, maintained and implemented.

Traceability data shall be recorded, i.e., established and maintained to provide evidence of conformity to
requirements as well as ensuring the effective operation of Open-edi implementations. A procedure(s)
shall be established to define the controls needed for the identification, storage, protection, retrieval,
retention time and disposition of the traceability data.

The implementation of the record-keeping can be a collaboration of parties, (e.g., a real property

registration system that keeps the records of selling and buying of real estate). The setup of these
implgmentations also requires the sharing among parties of traceability data, which may)be the private
property of parties. Thus, to enable such implementations, it is necessary that the parties plso agree to
prindiple 4 in this subclause.

5.3.4) Traceability principle 3: Defined level of granularity

Rule|06

All trfaceability commitments shall be predefined, as well as theirassociated labels of granularity,

and s

In bu
chard

certafin level of granularity is the choice of the parties.-according to their requirements. (

this ¢

prodiict physically being handled.

5.3.5
Rule

Parties to a business transaction shall ensure that traceability data is created, maij

inter]

Every
supp
Hows
trace
other

hall be decided and agreed upon by the parties to the business transaction.

biness transactions, traceable commitments can be of a largeé unit or a small unit, base

hoice reflects the parties’ required risk profile’and on the other hand, it represent

Traceability principle 4: Ensuring traceability among parties

07

changed among all parties when and where required.

r party, to an instantiatéd-business transaction, can decide how to implement inter
rting traceability (e.g., in the form of an information system) as part of their intern
ver, it is essentialk-that the parties to a business transaction are able to collect
hbility data in an_accurate and timely manner, and share the necessary traceabili
parties. To support traceability, the Open-edi implementation shall provide necess

1 on physical

cteristics and other requirements of parties. The identification of a traceable cominitment at a

n one hand,
s the unit of

ntained and

nal facilities
hl behaviour.

and record
'y data with
ary facilities

for pgrties to share'these traceability data, (e.g., by mutual agreement).

5.3.6/ Traceability principle 5: Precision in temporal and/or location referencing

Rule |08

The time and location shall be precisely defined and referenced in a business transaction when
traceability requirements apply.

Itis often the case that the schema for describing the time and/or location used in a business transaction
is understood only by a limited number of parties to the business transaction for a limited period. For
example, the use of an address without the name of the city, the use of a time without the information of
the year, and the use of a date with the format of XX-XX-XX without indicating the which part is the year,
month or date in its schema. However, when traceability requirements apply, other parties may involve
and the record shall be kept and understood across years.
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5.4 Two types of tracking

For those purposes defined by regulations (e.g., human health and safety), traceability is needed in
businesses of many sectors. The basic objective is to ensure that the information about the goods,
service, and/or right pertaining to an instantiated business either is available either about its history.
Thus, parties to a business transaction always practice the tracking to obtain the traceability data. Two
types of practices of tracking exist:

a)

application but not the history;

forward

backward tracking, which is initiated by the end user knowing the information of product

b)
informa

The governments/public administrations may initiate either of these two types of tracking:

6 Tracea
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Figure 3 — Model of traceability concepts
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For an example of the application of the traceability model to form a traceability framework, see
Annex F.

6.2 Traceability data in business transaction

6.2.1 Predefined and structured traceability data

As specified in Clause 5, record keeping is one of the key principles to traceability. Parties to Open-
edi treat their sets of recorded information as separate units in their information life cycle. (See
ISO/IEC 15944-1:2023, 6.4.2)

Rule|09

Traceability data are required to be structured and have predefined information bundles (and
semgntic components).

In the ISO/IEC 15944 series, traceability data are required to be structured and have predefined
contgnts, as shown in Figure 4, which is adapted from ISO/IEC 15944-1:2023, Figurg 22. In this
docupnent, traceability data in business transactions that are required“specifically by the external
consfraints of traceability need to be structured to support traceability processes anf shall have
predé¢fined contents to support traceability.

Structured
(support traceability
process)
Focus of BOV Open-edi

Standardization work on

traceability from a data
element perspective
(ISO/IEC 15944-9)

Predefined :
contents Traceability data Pzgﬂfeﬁnnte d
(about traceability)
Unstructured

Figure & — Focus of BOV Open-edi standardization work required by traceability —|Predefined
and structured traceability data

6.2.2 Predefined contents of traceability data

As defined in Clause 3, traceability data pertains to SRI(s) about traceable commitments in business
transactions and serves as evidence in support of traceability requirements. SRI(s) with contents
describing the history, application or location of traceable commitments is essential for the purpose of
traceability.

Rule 10
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The SRI(s) in support of traceability shall include data semantics representing traceable
commitments, Person, non-commitment item, event and identification of the state of the
business transaction at any point in time.

Guideline 10G1

Information bundles and semantic components already specified in a scenario component, (e.g.,
business transaction identifier (BTI)) may also be specified/used as traceability data.

The final goal for the use of traceability data is to support decision making on the issues of liability,
product recall, improvement, etc. These operations always require detailed recorded information
e commitment exchange, including time, location, Person, product, or even technical issues.

regarding th

The identifid
the states in

One exampl
ISO/IEC 154

The content
traceability

— theiden
— theiden

— theiden
inanev

ation of the state of business transaction at any point in time is also necessary, espe
post-actualization phase.

e for the non-commitment item is the returnable transport item (RTI)Cas defin
b9-5.

lata in a business transaction include:
fification and description of commitments;

fification and description of Persons associated with the detnmitments in an event;

»” o«

Fification and description of “from”, “to”, “inter” locatiohs associated with the commitry
ent;

— the idenftification and description of event the commitments are involved in, the time of the

and end
— theiden

— theiden

of the event the commitments are involved ih;
Fification and description of non-commitmient items involved in the event;

fification of the state of the busines§transaction.

Contents of traceability dataiin a business transaction

Identification and description of commitments

Identification and description of persons associated with
the commitments in an event.

» o«

Identification and description of “from”, “to”, “inter”
locations associated with the commitments in an event

Identification and dpcr‘ripﬁnn of event the commitments

cially

ed in

s of traceability data are shown in Figure 5. Figure 5 illustrates{that the contents of

nents

start

24

are involved in

Time of the start and end of the event the commitments
are involved in

Identification and description of non-commitment items
involved in the event

Identification of the state of the business transaction

Figure 5 — Content model for traceability in a business transaction
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The SRI(s) in support of traceability needs to be semantically complete to be able to support the
requirements of traceability.

In addition to information and description of traceable commitments, Person, event and entity, other
information may also be mandated by legal requirements in a specific jurisdictional domain.

Rule

12

Traceability data need to be granulized to the level that satisfies the need to trace the history,

appli

cation and/or location of the traceable commitments.

Time

a mandatory part of traceability data in most cases. The data elements providing this.infor

be sti
edi sq

Guide

Trac
consi
data

For e

location and descriptive information about the business transaction entity or busing

‘uctured and detailed to the degree that is needed, i.e., as IB(s) and/or SC(s) in:suppor
enario which supports traceability requirements.

bline 12G1

pability data in applications may be structured in the forni of a compound d
sting of data elements that are more generic and reusablé{rather than the noi
element whose object class is specified by its attribute within the name of the datg

kample, when representing the information of the number of times that a medical de

AN

pSs event are
mation shall
t of an Open-

nta element
n-compound
element.

vice used by

» o«

a patjent in a certain year, use several data elements of “name of patient”, “number of usages”, “year”,
rather than to use the data element of “number of John’ssages of the device in 2011".

6.3 |General content of traceability data

6.3.1] General rules for identification of BTEs

Rule(13

Withijin a single identification schema, “One to one” mapping between each identifier and each
business transaction entity is required.

In a ffraceability context, identification serves as the mapping between the identifier and fthe business
trangaction entity. Therevmay be BTEs in huge quantity and various types, or manage¢l by various
Persqns. Thus, possibilities of redundant identifiers for BTEs always exist. In some cases,|for example
seardhing the descriptive information of the entity from a database by its identifier, the redundant
identjfiers for an.entity do not cause any problem. However, in an Open-edi environment, which
focuges on the.eggmmitment interchange, the identifier stands for the semantic meaning ofjthe business
trangaction entity being identified, which shall be conformant to legal requirements.®) The @ne identifier
to mgny eTitities relation is not allowed in most cases for lack of traceability.”)

Rulel14

Persistent identification of BTEs and traceable commitments is needed. If a persistent ID is not
provided, identification and time information for the identification schema shall be used in
combination to achieve traceability.

A good practice for defining an identification schema is to make the identifier as stable as possible,
irrespective of changes in the environment of the identified entity over time. However, in many cases

6) The name of the entity is important. For example, in Chinese taxation policy, the goods for agriculture have a low
tax rate, while the goods for chemical industry have a high tax rate. Thus, the name and the identifier of the chemical
fertilizer are important.

7) In practices, this does exist. Sometimes the identifier has a cost, for example the barcode, the manufacturers
would like to buy a limited number of identifiers for their product. Different product types with the same price are
very likely have the same identifier.
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this is not technically possible. The combination of identifier and time information provides an optional
solution for identifying an entity at a specific period of time.

6.3.2 Integration and interoperability of identification schema

As specified in 5.3.2, one of the principles for traceability is the unambiguous identification of BTEs. In
order to have an unambiguous identification for products, different parties may assign different type
of codes to products according to the business requirement of the party. Thus, a single entity may have
many different codes. (For example, one bottle of wine has both EAN/UCC codes and product ID issued
by the manufacturer.) These codes by nature are identifiers to BTEs, which may be in abstract form,
i.e., generalized conceptually. (For example, codes for classes of goods, see Annex E). Therefore, the
technical anfl management aspects of these codes are all called identification schema in this docujment,
as shown in Figure 6.

In Figure 6,|each identification represented by a circle consists of a set of identifiers that'idenfify a
certain range of BTEs. The identification that covers the widest range and may serve as the link
among diffefent identifications is called pivot identification in Figure 6. The range-of<an identifidation
is decided by the business requirements and the physical characteristics of the BTEs, which is shown
as two dimgnsions in Figure 6. Some of the ranges are overlapping with each other, while some are
independent] with each other. This situation in practice causes a “soup” of/ddentifiers and it is always
difficult to handle it for the parties to the business transaction. Thus, this‘subclause gives some|rules
and guidelines dealing with this issue.

By physical characteristics (individual, organization,
goods, time, location, etc.)

By business
requirements

Pjvot Identification X
(financial,
personnel,

identification
Identification 1 rw
logistics,

Identification 2 production,

/\ marketing, etr.)

Figure 6 — Identification radar: What it covers
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Rule 15

Parties shall take into consideration all existing identification schemas that are being used in
business applications.

Each identification schema represents a business need, management or commercial of parties. This
schema is associated with a group of data elements describing the special business need, which are
managed by people who is responsible to address that business need. For example, the UN/CPC (Central
Product Code) is mainly used for statistical purposes, while WCO/HS is mainly used for customs
administration purposes, and they shall not be replaced by each other, although they are also adopted
in various other applications.

Rule(16

An identification schema that specifies identifiers for a set of more granulizedBTEs shall always
be uged in order to achieve interoperability among parties to a business trafnsaction

In bujsiness transactions, different identification schema is always used by parties, in whlich different
classifications are often used to categorize BTEs. Thus, parties shall agre€ on a new iflentification
scherpa that is interoperable to all parties’ existing identification schemas. Such a new schema shall
always be created by granulizing the entities in the existing schema.gw#ed by parties.

Guideline 16G1

A stapdard identification schema may always be used to provide interoperability among parties to
a buginess transaction.

For elxample, identifiers for individuals specified by{a national standard can be used for the natural
persdn identification which is required for the traceability of a business transaction.

Rule[17

Each|identification schema shall be asso¢iated with a description schema that is appropriate for
the business purpose of the identifier.itself.

One pf the purposes for the usinigZof an identifier designating an entity is to provide semantic
unanjbiguity in referencing thatcentity. However, the semantics shall be provided through|a set of data
elemgnts of description nature;Otherwise the identifier can only be used by itself with ng association
that is useful for the tracking of information that needs to know.

Guideline 17G1

The set of identifiers within an identification schema shall be conformant to the rufes of coded
domgqins defined-in ISO/IEC 15944-10.

ISO/IEC 15944-10 provides the specification for coded domains that supports semantic inambiguity
and I[l-enablement. The use of coded domains to support identification of BTEs will greatly support the
tracehbility of a business transaction

Rule 18

The most widely recognized existing identification schema shall always be adopted, (e.g., as
a national standard or an international standard) for one type of business transaction entity,
where such an identification schema applies to the need of parties to a business transaction.

The widely recognized existing identification schema, either exists as a standard (international,
national, etc.) or a de facto standard, reflects a majority interests of stake holders and is more stable
over time. Adoption of these identification schemas will likely reduce the risk of incompatibility and
non-interoperability of codes for interchange purpose.
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6.3.3 Identification and description of traceable commitments and non-traceable
commitments.

In business transactions, commitments can include traceable commitments and non-traceable
commitments which are not required to trace, as shown in Figure 7.

/

Traceable commitments
(BTEs that need to be changed)

Commitments in business
transactions

Non-traceable commitments
(BTEs that do not need to be
traced)

Figure 7 — Commitments including traceable and non-traceable commitments

Rule 19

eded
ed by

Identificatipn of traceable commitments at the appropriate level.of /granularity is ne
based on c¢sts of identification and performing the tracking of commitments, or requirg
regulations|

In many cas
Smaller pacK
are recalled

bs, the identification of traceable commitments granularity relates to product pack:
aging always means less product recall and less risKysince it is often the case that pro
because of packaging defects rather than product defects.

1ging.
ducts

Some reguldtions also may require the level of granuldrity of identification. For example, the leyel of

identificatioh of grouping of transport unit is required®dy a custom clearance need.
Rule 20
Identificatipn of non-traceable commitments may be used for traceability.

Non-traceable commitments are BTEs that are not required to be traceable by legal requirenjents.

However, at
many cases.
information

times, the traceable commniitments are inseparable with non-traceable commitm
Sometimes, the information about traceable commitments cannot be retrieved witho
in an entity that is.used together with the traceable commitments but not required

o)

ts in
it the
to be

traceable itsplf.

For example
while the gif
which is req

when a cartoon book is sold to a buyer with a toy as a gift, and the book has a bafcode
t has no identification, the barcode of the book may be used for the traceability of the toy,
1ired te'be traceable by a certain law.

Rule 21

All aspects of commitment in a business transaction which require traceability shall be
identified and specified prior to the actualization phase of a business transaction.

Identification itself provides the unique relation between the symbol and the semantics it represents.
The identifier itself may suggest a meaning (e.g., through the use of a composite identifier8)), but it is not
possible for the identifier to provide all the necessary information needed for a business transaction or
an action related to a business transaction (e.g., action required by traceability).

8) The ostensible meaning of an identifier may be completely unrelated to its actual use depending on a specific
language context. For example, the ostensive descriptive identifier “gift 123" will be taken as designating a gift item
by a speaker of English and as designating a poison by a speaker of German or Swedish.
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6.3.4 Rules governing unambiguous identification of Person in support of traceability
requirements

Rule 22

With respect to legal traceability requirements, a unique identifier for Person is required and
shall be used together with the persona used by the Person.

As specified in 6.2.1, to obtain the party’s identity is the minimum requirement for traceability.
As specified by ISO/IEC 15944-1, a Person has one or more personas (and one or more associated
identifiers w1th each). Which persona and assoc1ated identifiers are to be used depends on the contexts
of differen faPersonina
specific instance of a particular business transaction, a Person will use a single and unique [combination
of its|persona and the associated identifier, i.e., as its “Person Identity” in an instantiateld real world
busirnless transaction. The detailed explanation of Identification of Person and personalis stated in
ISO/IEC 15944-1:2023, 6.2.3.

Guideline 22G1

Widely accepted identification schemas exist for identification of individual, organization and
public administration.

Key |identification schemas for Person generally accepted’ world-wide are dpscribed in
ISO/IEC 15944-1:2023, Annex D.

6.3.5| Business event

6.3.5{1 General requirements on business event

By definition, a business event is an occurrence’in time that parties to a business transadtion wish to
monifor or control. In Open-edi applications:Business events are described by the follow]ng recorded
information, structured to support legal traceability requirements:

a) iflentification of the business event;
b) description of the business event;
c) tjme of the business event;

d) lpcation of the business event.

A bupiness event ‘ean either occur instantaneously or have duration. For a business gvent having
durafjion, it will’be possible to specify the duration using instantaneous beginning and ernding events.
Figurne 8 shows)the information model for business event.

The gxample of an instantaneous event may be the signing of a contract in business transpction either
in the¢ ferm of signing on a paper contract document or in the form of clicking on a button ij a computer
interface agreeing to the terms and conditions of the business transaction.

The example of a duration event may be the transportation of goods from one location to another, hich
may also be reflected in e-Business systems.

In the Figure 8, there are two types of business events:
a) theinstantaneous business event;
b) the duration business event.

The duration business event can be composed of other duration business event or instantaneous
business event. The instantaneous business event is composed of Person, Commitment, time and
location. See Annex C for an introduction to time specification and Annex D for a location specification.
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Figure 8 — Information model of business event
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be seen in Annex C)

ferencing information is one part of the business event. The business event may in
rties to the business transaction and may.be subject to different temporal refe
rder to have a consistent description of the temporal referencing information, part
transaction shall agree on the specification of time no later than the negotiation phaj

External cgnstraints may require specified levels of granularity of date/time referencin

particular s
The levels of

pertaining t
specified levj

6.3.5.3 Re
Rule 25

For well-de
seller to b

ets of traceability data.

granularity for date/time referencing may well vary for differing sets of traceability

el of granularity foy'date/time. For example, the manufacture dates of food.

quirements.on location referencing

fined traceability data, the location of the good, service and/or right (in transit

reed
(The

volve
rence
ies to
e.

g for

data

h a business transacdtion. However, in many cases the external constraints may require a

from

wvhen

ynr) shall be r‘lnarly and nnnmhignnncly crr\nrifind (nr be cpnrifinhln as and
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required by applicable jurisdictional domains.

Guideline 25G1

For identification and referencing, applicable jurisdictional domain(s), one should use the default
approach found in ISO/IEC 15944-5:2008 Annexes D and E.

The description of a location shall be consistent among parties, so that the data about location could be
valid and be used for traceability purpose. The description of a location may include the information for
jurisdictional domain(s), the address, the coordinates of a site, etc.

30
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7 Traceability requirements to business transaction components

7.1 Overview

Business transaction has three components, Person, data and process. This clause specifies the
traceability requirements for all these components in general, and traceability requirements for these
components separately.

7.2 General requirements

7.2.1] Key components of a business transaction
Rule[26

Traceability requirements apply to all three components of a business transaction, [i.e., Person,
process and data.

Tracdability requirements apply to all the three components, with specifications of strucfured sets of
recorfded information for all BTEs, including Person, and specification(of,the business everlts occurring
in theg five phases of a business process. (See ISO/IEC 15944-1:2023,%63.)

7.2.2] Commitment exchange
Rule (27

Any $SRIs pertaining to obligations, rights or responsibilities which are of a traceablility nature
shalllbe stated and exchanged among parties to:a.business transaction.

Comrpitment is the making or accepting of rights, obligations or responsibilities by a|Person in a
jurisdlictional domain. Traceability is a legal\requirement of a jurisdictional domain that| needs to be
applied by the Person that is responsibleifor the goods, services, and/or rights. Parties usually do
not have the right to control or archive\information on the goods, services and/or rightq they do not
own.|Thus, traceability data is exclianged among parties to the business transaction a§ part of the
commitment exchanged.

7.3 |Traceability requirements on Person

7.3.1] General requiréments on Person
Rule[28

When required by regulations, the minimum objective needed by traceability requirement for
mostbusiness transactions is to decide the identity of the Person who acts as a buyer,|a seller or a
regulator, and which can be held accountable for the commitment(s) in the business fransaction.

Commitments are exchanged among parties to a business transaction. As part of the commitment,
responsibility for traceability transfers from Person to Person. A Person has the right or obligation to
control its internal process and manage the information produced. Traceability is the ability to trace
information not only about the Person’s identity, about also any other information that needs to be
known. However, it may be illegal to know the unshared information controlled and by another Person.
In many regulations that defines traceability, not all Persons in the chain of distribution need to provide
the detailed information of product, except those Persons who are most responsible for the quality of
the product, (e.g., the manufacturer).

Itis also the fact that the same Person may decide to use a particular Person identity in a certain business
transaction. The principles, associated rules and guidelines can be seen in ISO/IEC 15944-1:2023, 6.2.3.
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7.3.2 Requirements on a regulator
Rule 29

Where more than one regulator is involved in a business transaction, the regulators shall take
measures to establish the rules and procedures of cooperation necessary for the traceability of
the commitments exchanged in the business transaction.

A key purpose of ISO/IEC 15944 series is to support applicable legal frameworks. Depending on the
nature of the goods, services, and/or rights being exchanged by the seller as the goal of an instantiated
business transaction, there may be more than one regulator involved from more than one jurisdictional
domain. As h, the regulators shall take n I ion for th lishment of the rules and
procedures ¢f cooperation among themselves that are required for the traceability of the commitinents
exchanged i the business transaction.

7.3.3 Reqlirements on a buyer
Rule 30

The unambiguous identification of a Person in its role as a buyer (im a particular busjness
transaction)) is necessary when forward tracking of a commitment.

As specified|in ISO/IEC 15944-1:2023, D.5.2, identification of a Personas-buyer is not always necessary
in (electronjc) business transactions. However, when the ability to“forward track a commitment is
required, i.e| traceability regulations require the manufacturer to Know the location of its produdt, the
identificatioh of a Person as a buyer is necessary.

7.3.4 Reqpirements on Person as an individual — Privacy protection and individual
accessibility requirements

Rule 31

The naturg of a business transaction mdy invoke external constraints of an applitable
jurisdictional domain which require thebuyer to provide specified personal information either
to the sellern, a regulator or both.

The traceability data may include pérsonal information of an individual as the buyer. For example, the
delivery address is the home address of the individual. ISO/IEC 15944-8:2012 specifies the detailed
privacy protection requirementsfor business transactions.

Rule 32

Personal information©on a buyer, required to be provided based on external constraints required
for traceabljlity purposes shall not be shared with other parties to that business transagction
without the express consent of that individual (or if so required by the applicable external
constraint(§).of a jurisdictional domain).

An individual as a buyer may refuse to share some or all of his/her personal information with parties
to a business transaction where the individual deems such personal information to be irrelevant or
non-essential to the traceability of a commitment. However, where external constraints of a legal
or regulatory nature by applicable jurisdictional domain(s) require traceability data of a personal
information nature, this shall be provided by the buyer as an individual.

Rule 33

Part of the traceability data that is used by an individual shall have the representation that
supports individual accessibility.

By definition, individual accessibility is the set of external constraints of a jurisdictional domain as
rights of an individual with disabilities to be able to use IT Systems at the human, i.e., user interface, and
the concomitant obligation of a seller to provide such adaptive technologies. Traceability data may be
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directly used by an individual or through an IT tool, (e.g., product ID Arabic numeric codes or barcodes).
Both of these shall also be presented in the form required by the individual accessibility requirements.

7.4 Traceability requirements on process
Rule 34

Traceability requirements affect all five phases of commitment exchange in a business
transaction.

The commitment exchanged and its characterlstlcs in a busmess transactlon are considered at all

five s
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b planning phase, the seller shall make available that the goods, service op rights
5 own benefits or required by labelling regulations. When searching among potent
ood, service and/or right, the buyer always considers which good, service and/or 1
ionalities of traceability.

a)

e identification phase, the buyer and seller establish the oné<to-one linkage, and
es about traceability will be exchanged.

b negotiation phase, the terms and conditions need to be nittually agreed to by the b
to form the contract. These terms and conditions shall’cover the traceability aspects

 actualization phase, the goods, service or rights'shall be delivered with traceability,

raceable commitments, Persons need to be identified.

e post-actualization phase, traceability may be considered by the buyer, seller or regu
bd to track the history or application ofithe traceable commitment.
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Rule 36

In post actualization phase, the identity of the Person as the warranty holder needs to be
reassured against the Person as the buyer, otherwise it shall be identified and the relevant
traceability data of that Person need to be recorded.

At times, the Person who is the warranty holder for a good, service and/or right, may not be the Person
who was the buyer of the same. Thus, while it is common that a warranty applies to a purchased good,
that the seller’s warranty and association warranty ID and registration is assigned to the Person
completing the warranty document. One reason for this practice is that the good may be of the nature
of a gift and the gift recipient thus becomes the warranty holder.
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7.5 Traceability requirements on data

7.5.1 Overview

Data is the representation of information including Person, process and other BTEs. Traceability
requirements on Person and process will also produce requirements to data. Since the data interchanged
and/or managed are always considered in business transactions, the following subclauses identify a
number of issues related to data that need to be considered together with traceability issues.

7.5.2 Traceability data retention

Rule 37

Traceability data shall be retained for a minimum period of time as required by external
constraints|or as mutually agreed to by the parties to the business transaction.

For exampld, in US medical device tracking practices, the tracking records must be maintaingd for
the useful life of the device, even if a patient is lost to follow up. In Scotland,<he record for fattle
identificatioh must be kept by farms for 10 years and for three years in any other cases (e.g., marKets).

7.5.3 Statg changes
Rule 38

When the value of information bundle is required by traceability requirements, its preyious
value shall pot be expunged, and date/time stamp for the.change shall be stored.

As specified|in ISO/IEC 15944-5:2008, 6.6.4.3, state changerefer to the changes of values of infornjation
bundles, and these form a configuration of a scenarip, When the semantic components is subj¢ct to

traceability requirements, its value change type shall'not be set to “00”, “01”, “02” and “11” as sperified
in ISO/IEC 15944-5:2008, Table 6.

7.5.4 Business transaction ID
Rule 39

The business transaction identifier (BTI), which is a part of the traceability data, shall be
assigned by| the seller or regulator.

As specified|in ISO/IEC 15944-5:2008, 6.6.4.4, BT is the identifier assigned by a seller or a regulafor to
an instantiated business.transaction among the Persons involved. As specified in 5.3.2, all BTEs which
require tracg¢ability shall-be unambiguously identified, and those identifiers shall be linked to the BTI of
that instantiated business transaction.

7.5.5 Unambiguous traceability data

Rule 40

Wherever possible, the identification schema enabling unique identifiers of BTEs supported by a
standard shall be used to support unambiguousness of traceability data.

In practices, a de facto identification of entities is always used with a certain scope, (e.g., using the name
of the entity in a natural language). However, commitment exchange requires BTEs to be identified
in order to support the ensuring of responsibility or liability, and a high data quality of identification
which specifies unique and persistence identifiers shall be reached. ISO/IEC 15944-10 provides the
specification for such identification schema.

Guideline 40G1

Precision in natural language expressions can provide support to traceability.

34 © ISO/IEC 2023 - All rights reserved


https://iecnorm.com/api/?name=4975b26a41e99977102e113ee82ad85f

ISO/IEC 15944-9:2023(E)

Usually, unambiguousness of data is improved by a higher level of granularity and better structure.
When data is less granular and less structured, as is often the case, ambiguity can be reduces through
semantic precision in use of the natural language. Thus, buyers and sellers may wish to assign personnel
with better language skills to tasks involving interactions with business systems.

7.5.6 Traceability data sharing
Rule 41
Traceability data shall be exposed to legally eligible parties who request to have it.

The re 3 abouta ang 3 g 3 3
eright to have it based on traceability regulations and/or on a combination of exterra

equests and
constraints

It is ot necessary for all parties to store and share all information relating to business fransactions,
but they shall be able to access relevant information and share it subject to extérnal legall constraints.
identiality and intellectual property rights of a Person shall be considered, and in] the case of
Persqn as an individual who plays the role of a buyer, the privacy requiremesnts of business fransactions
specified in ISO/IEC 15944-8 shall also be considered.

Rule |42

Pers¢nal information about an individual who is a party te-a business transaction shall only be
accegsed and used in compliance with applicable legal fequirements and/or with the informed
consent of that individual.

Rule{43

With| respect to collecting, maintaining, interchanging, accessing, disclosing, etc., |of personal
inforqmation of a buyer, the rules and guidelines of ISO/IEC 15944-8 "privacy protection” apply.

Whether traceability data contains pepsonal information or not impacts the choice |of solutions
used |to record the information and cehduct a trace action. If the traceability data contalins personal
information, access and use of that'personal information may violate laws or regulations of privacy
protdction nature. In some cases;there may also be laws or regulations that require an individual to
disclgse his or her personal information to a limited scope. Also, the individual must always also agree
to su¢h a personal information’disclosure.

7.5.7| Master data-(in’a business transaction)
Rule 44

Traceability..data shall incorporate as much as possible the master data (in|a business
trangaction).

Sincelmdster data (in a business transaction) is relatively constant across time, not heimg subject to
frequent change, is often conformant to widely adopted data standard or specifications, and is accessed
and/or used by multiple business processes and IT system applications, master data has a much higher
data quality. When traceability is required, master data is always used as part of the traceability data.

8 Open-edi collaboration space and traceability

8.1 Overview

The Open-edi collaboration space is specified in ISO/IEC 15944-4 and further described in
ISO/IEC 15944-5:2008, Clause 5. The collaboration space with internal constraints only deals with
the roles of a Person as a buyer and a seller. The collaboration space with both internal and external
constraints deals with the added role of a regulator.
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As also explained in ISO/IEC 15944-8:2012, 6.2, the purpose of business process modelling in an Open-
edi context is to model the recorded information exchanged among the two primary Persons to a
business transaction (and any others). In this context, there are two roles of Person, one assuming the
role of “buyer” and the other the role of “seller”, and the focus is on the information bundles that are
being interchanged among these two primary partners in the business transaction. From an Open-edi
perspective, the collaboration space is a view of transactions that take place outside the internal control
space of the Persons who are parties to a business transaction. This view sees both interchanges of
information, from seller to buyer and buyer to seller, as conceptually similar. Such a perspective is quite
different from that of the view taken inside an organization.

When the traceability requirements apply to a business transaction, the business process modelling is

still consist

8.2 Basic

In 5.2, track
in practice. |
ability to pel
tracking. Ho
commitmen{
the buyer. Sq
business tra
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Open-edi collaboration space: Independent view of traceability

ng is classified as backward tracking and forward tracking regarding theitracking ac
lowever, this is the internal view of the buyer or the seller. For the buyer,\traceability
form backward tracking, while for the seller, traceability is the abiljtyto perform for
ivever, if the view independent from the buyer and seller is adopted, it is the traceabil
, which requires identifying BTEs and the associated information’ for both the selle
e ISO/IEC 15944-4:2015, Figure 2 for the illustration of independent view of the BTH
hsaction.

8.3 Collaboration space: Roles of buyer, seller and regulator
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Figure 9 — Collaboration space with regulator as external constraints of traceability
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When considering traceability requirements, some features need to be highlighted in the general
Open-edi collaboration space. The first thing is that the regulator is one of the sources for traceability
requirements, as specified in 0.3 in this document. The second issue is that traceability is part of the
commitment, as specified in 7.2.2.

The third issue is that information exchange is more stressed when traceability requirements applies.
The information exchange exists in every type of Open-edi business transactions, since data is one of
the key components. However, information shall be kept in a long term and be understood by business
partners in order that the relevant commitments can be traced. See 7.5 for detailed rules of record

reten

tion and information sharing.

9 1

9.1

This
docu

9.2

The {
an as

requirements of this document.

The t
trace

Rule

The decision codes for the other Open-edi scenario attributes are to be completed wh

‘raceability attributes for Open-edi scenario

Overview

rlause provides an update to the Open-edi scenario scoping as defined in SO/IEC 1594
ment does not any updates to the scenario specifications defined in ISO/YEC 15944-1.

Template structure and contents

emplate structure is defined in ISO/IEC 15944-1:2023, 9.2/ In 9.3, those entries 1
terisk, i.e., “*”, are the attributes for Open-edi scenarie scoping added in support of

emplate identifies only the “mandatory” decisjen codes for scoping Open-edi scen
hbility requirements perspective.

45

14-1 and this

narked with
traceability

arios from a

€n one uses

the template to scope an Open-edi scenario for a specified context.
The ysers of this document shall usé)the decision codes defined in some entries in 9.3, ajnd they may
defing their own decision codes for.other entries in 9.3 that do not specify decision codes.

9.3 |Template for specifying the scope of an Open-edi scenario — Traceability
requirements perspective

Table 1 — Attributes for scenario scoping
IT-Interface Linguistic Human-Interface Equivalents Spare
Scope Tag > Decision Name Name Name¢
ID|Code Code (English) (French) (Other)
3 &2 — 4 5 (6)
1000 BUSINESS GOAL OF BUSINESS TRANSACTION -
NO EXTERNAL CONSTRAINTS
1010 1 Business goal of business transaction includes
External Constraints

1040 1 Persons: (no external constraint)

1041 1 Persons: Individual <-> Individual

1042 1 Persons: Individual <-> Organization?

1043 1 Persons: Individual <-> Public Administration

1044 1 Persons: Organization <-> Organizations?)
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Table 1 (continued)
IT-Interface Linguistic Human-Interface Equivalents Spare
Scope Tag | Decision Name Name Name
ID Code Code (English) (French) (Other)
Q) (2) (3) 4 (5) (6)

1045 1 Persons: Organization <-> Public Administra-

tion
1046 1 Persons: Public Administration <-> Public Ad-

ministration
1060 1 Bilateral Business Transaction Model Aq(l
1061 1 Mediated Business Transaction Model q>)'
1065 1 Defined Market Model N 9 i
1066 1 Undefined Market Model {.\b‘\)‘
1070 Immediate or Settlement Model '\<5’J
1071 Separate Settlement Model N ]
1080 EXTERNAL CONSTRAINTS AND PUBLIC POLICY| &/
1081 1 External constraints of a (general) public policy 5

nature apply . \%
1082 External constraints of a consumer protec io(f)\

nature apply /&
1083 External constraints of a privacy protQMn

nature apply N
1084 External constraints of an “individual accessi-

bility” nature are supported\x\@
1085 External constraints of a w\é‘n rights nature

are supported )
1086* 1 External constraintgﬁ‘raceability nature are

supported N b\

e\
O
1110 AGENTS AND/THIRD PARTIES
1110 Busing&\'l"r’ansaction allows for Agents®)
1111 ByyérAgent
1112 JSeller Agent
1130 AQ-gusiness Transaction allows for Third?) Parties
1131 é\) By mutual agreement of buyer and seller (as
P C) internal constraints only)

1132 ’Q</ External Constraint(s) Mandated
1150 External Constraints and agents
1151 External constraints require a buyer to use an

agent
1152 External constraints require a seller to use an

agent
1160 EXTERNAL CONSTRAINTS AND THIRD PARTY
1161 External constraints require participation of a

qualified third party
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Table 1 (continued)
IT-Interface Linguistic Human-Interface Equivalents Spare
Scope Tag | Decision Name Name Name
ID Code Code (English) (French) (Other)
Q) (2) (3) (4) ) (6)
1170 EXTERNAL CONSTRAINTS AND REGULATOR
1171 External constraints require participation of a
qualified third party
1172 External constraints allow for a third party to
ﬂ\.t UIl b\.hq}f Ulc a1l psu}atul, ;-b-, ;llt\.l GLt;llS \A4 ;th
both buyer and seller PX3e)
1173 External constraints allow for an agent to act on QV
behalf of the regulator e q/
1180 DATE/TIME REFERENCING®) e ”
1181 Applicable Calendar Specified (‘Cb\x
1182 Applicable Clock (and level of granularity) '\U
specified P
1190F LOCATION REFERENCING NN
1191 Applicable physical location schema C\U\
1192f Applicable virtual location schema ’_&\J
1200 PROCESS COMPONENT: All five serPdistinct
activities covered. R
1210 PLANNING Q
—
1215 Public information on god@services provided
by a seller Al
1220 Public informatiog&(‘)ods/services needed
by buyer . O)
1225 1 Predefined/LeQ}znceable Catalog
1230 Buyer in\it;iﬁ@d goods/service request
1235 Selle‘r\i@;ﬁlted goods/service offer
1240 Pr.e&eﬁned Market Model
1250 1~ |IDENTIFICATION
1255 1 @V Identification for information exchange purpos-
JoN es only (e.g., an address) )
1260 N ) Identification of Person able to make commit-
(-‘V“ ment
1265 \Q/V 1 Identification of Person as “individual”
1270 T Identification of Person as "consumer”
1300 NEGOTIATION
1305 Monetary Payment Involved
1310 Immediate Settlement Model
1315 Separate Settlement Model Payment
1350 ACTUALIZATION
1355 Immediate Settlement
1360 Separate Settlement
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Table 1 (continued)
IT-Interface Linguistic Human-Interface Equivalents Spare
Scope Tag | Decision Name Name Name
ID Code Code (English) (French) (Other)
Q) (2) (3) 4 (5) (6)

1400 POST-ACTUALIZATION
1405 1 Includes warranties
1410 1 Includes records retention
1415 1 Includes staying in contact with buyer (e.g.,

defect and recall notification) a.
1420* 1 Include tracking practices (1/)

)
1500 DATA COMPONENT N )
1501* 1 Traceability data specification ) O\b‘v
1505 Predefined and Structured, i.e., code sets P
1520 1 Data integrity of any IB /'C)
1525 1 Retention /latency of any IBs (-\)\\V
2

1530 SPECIFICATION OF RECORDS RETENTION \

RESPONSIBILITY®) (in support of 1nternalqnc9

or external constraints)
1540 SPECIFICATION OF DISPOSITION OF. I@C?SRD-

ED INFORMATIOND (‘\\}
1541 Specification of disposition of r otded infor-

mation from an internal cons@mt perspective
1542 Specification of dlsposmo@f recorded infor-

mation from an extern §L@bnstramts (jurisdic-

tional domain requirements) perspective
1550 SPECIFICATIONQL\RETENTION TRIGGERSY
1560 SPECIFICAT)&&%F STATE CHANGES)
1570 SPECIFICATION OF STORE CHANGE TYPEN)

\Y
N

1600 BuSineéss Requirements on FSV - No External

QQnstralntsl]
1610 AQ-Eerwce Information Bundle Integrity
1620 Q\) Service: Confidentiality of IB contents
1625 Vo ) Service: Non-repudiation of receipt
1630 \Y Service: Proof of Time IB creation™
1635 Service: Notarization of IBs
1640 Service: Quality of Service (QoS)
1700 EXTERNAL CONSTRAINTS®
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Table 1 (continued)
IT-Interface Linguistic Human-Interface Equivalents Spare
Scope Tag | Decision Name Name Name
ID Code Code (English) (French) (Other)
(0 (2) (3) (4) (5) (6)

selle

d) It
sellel
party
e) Fo
f)At

g) If 3
use ¢

h) If
whol
also |

i) If 3
whol
5:20
j) If 8
whol
com]
k) If
whol
also ]
1) See¢
m) O

n) Se

a) Often referred to as “B2C”, i.e. as in “business to consumer”. Here it is understood that a “consumer” is an “in-
dividual” and not an “organization”.

b) Often referred to as “B2B” i.e. as in “business to business”.

c) Itis assumed that Business Rules and Constraints pertaining to the ability of the two primary parties, i.e. the

and buyer, to be able to delegate all or part of their role and associated COMMITMENTS to Ag
specified as part of “Role Attributes”, see further in ISO/IEC 15944-1:2023, 8.4.2.5.

s assumed that Business Rules and Constraints pertaining to the ability of the two prithary p
and buyer, to commonly agree to delegate all or part of their role and associated coGmmitmer
(ies)” will be specified as part of “Role Attributes”, see further ISO/IEC 15944-1:2023, 8.4.2.5

" applicable rules, see ISO/IEC 15944-5:2008, 6.6.4.5
ypical example here is an e-mail address or a P.O. Box address.

pplicable, i.e. as applying to the set of recorded information pertainingte the business transacti
pded domain “ISO/IEC 15944-5:02 Codes representing Specificatien of Records Retention Re

See allso ISO/IEC 15944-5:2008, 6.6.4.2

hpplicable, i.e. as applying to the set of recorded information pertaining to the business tra
e, use coded domain “ISO/IEC 15944-5:03 Codes representing Disposition of Recorded Info
SO/IEC 15944-5:2008, 6.6.4.2

pplicable, i.e. as applying to the set of recorded information pertaining to the business tra
b, use coded domain “ISO/IEC 15944-5:04 Codes répresenting Retention Triggers”. See also IS
8,6.6.4.2

pplicable, i.e. as applying to the set of recorded information pertaining to the business tra
e, use coded domain “ISO/IEC 15944-5:06Codes store change type for Information Bundles
onents”. See also ISO/IEC 15944-5:2008) 6.6.4.3

hpplicable, i.e. as applying to the sét of recorded information pertaining to the business tra
e, use coded domain “ISO/IEC 15944-5:05 Codes for specifying state changes allowed for IBs
SO/IEC 15944-5:2008, 6.6.4.3

further ISO/IEC 15944-1:2023, 6.5.2
ten referred to as tifne-stamping services
e further ISO/IEC 1,5944-5:2008

ent(s) will be

hrties, i.e. the
ts to a “third

bn as a whole,
sponsibility”.

hsaction as a
'mation”. See

hsaction as a
D/IEC 15944-

hsaction as a
hnd semantic

nsaction as a
and SCs”. See
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Annex A
(normative)

Consolidated controlled vocabulary definitions and associated
terms, as human interface equivalents (HIEs), English and French
language equivalency in the IT standardization context

A.1 Purp

All parts of
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In addition,
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eBusiness cd
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sub-clauses, 1

— A4 Org
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The 1St or
ISO/IEC 159
to Annex A a

In the mean
the contents
ISO/IEC 159

Therefore, i}
includes orig
ISO/IEC 159

pse

the ISO/IEC 15944 series of eBusiness standards maximize the use of existing stand
rhenever possible, and in particular relevant and applicable existing terms and defin
s found existing ISO/IEC, ISO, or IEC existing standards. They are reused either “as
These are many examples of the application of this rule found in Clause 3.

since the inception of the development multipart ISO/IEC 15944.e¢Business standard

need for unambiguous definitions was recognized to minimize possible ambiguit
well as, to facilitate their implementations by users in drinternational and multili
ntext.

the 1st edition of ISO/IEC 15944-9:2015, the Annex A titled “Consolidated list of terms and defi
adaptability: ISO English and ISO French language equivalency”, contained a number of imp
amely:

nization of Annex A — Consolidated List indMatrix Form”; and,
solidated List of ISO/IEC 15944-9 Terms\and Definitions”

2nd editions of ISO/IEC of ISO/IEC 15944-1, ISO/IEC 15944-2, ISO/IEC 159
14-6,1SO/IEC 15944-8, ISO/IE€EX5944-10, and ISO/IEC 15944-12 contain a similar app
s well as these two detailed-subclauses.

and tables of A.4.dnd A.5 of the 2nd edition of this document have been transferr
1.4-7:2009, D.2.

1 this document, the remaining text of Annex A has been reorganized accordingly:
bnting its€ocus in a HIEs context (a very useful concept introduced in the 15t editi
14-2, and subsequently used in all parts of the ISO/IEC 15944 series).

ards,
tions
is” or

back
es in
ngual

itions
rtant

44-4,
roach

fime, ISO/IEC JTC1/SC32/WG1 eBusiness had developed ISO/IEC 15944-79). Subsequiently,

ed to

This
on of

A.2 Maxil

hizing unambiguity and quality control

In order to maximize unambiguity and ensure necessary quality in the ISO/IEC 15944 series of
eBusiness standards, as well to facilitate multilingual and international interoperability of key
eBusiness definitions and their associated terms, the concept and definition of human interface
equivalencies (HIEs) was developed for several reasons, the four primary reasons being that,

a)

international standards development, by its very nature, focuses on identifying new issues, needs

and resolving them. This includes identification of new concepts, developing an “international
standard” definition for the same, and then deciding on the label, i.e., term, to be assigned to the
definition of this new concept. Here it is most likely that the “term” assigned to the definition of
the new concept will be, as what is known in terminology work as an invented, i.e., “coined” term

9)

English and Russian in Annex E, and those for English and Chinese in Annex F.
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(see ISO/IEC 15944-7:2009, 5.3.2). This means that such new English language “coined” terms in
an international standard are not found in exiting English language dictionaries, i.e., they are first

introduced into the English language via an ISO/IEC (as well as ISO or IEC) standard.

Thus, it is very likely that the introduction of these new concepts, the development of their
definitions and assignment of a label, i.e., “term” to the same in an international standard will not
have a semantic equivalent in another language. As such it is unlikely that equivalent translation
exists. Instead, one needs to view this as a challenge of developing a human interface equivalent

(HIE) in another language.

As such, in order, to ensure that there is no ambiguity in the definition of a new concept, it is the

and otherna O Q4.4 ALS 0

here the use any part ISO/IEC 15944 of the multipart series of eBusiness standard (a
dther ISO/IEC. ISO, IEC, ITU, etc.), involves, or impacts, an individual as\the “buyer”
service and/or right of any nature (including those provided to individuals by priv
sector organizations, including public administrations, then internatienal, regional

dublic policy requirements of a legal/and regulatory requirements apply.

[he most common of the international legal/regulatory reguirement of a “public pc
dlready identified and supported in the multipart series”ef”ISO/IEC 15944 series
sfandards as defined set of rights of an include “consumerprotection (see ISO/IEC 14
§.33), privacy protection (see 3.62), individual acceSsibility(see ISO/IEC 15944-5
uman rights9), etc.

OTE These important legal/regulatory requirements as public policy rights of an i
introduced, explained, fully supported and defined in ISO/IEC 15944-5.

I
development should support, where applicable. The other two strategic directions of
sfandards development are “portability” and “interoperability”. Here it is noted that I
anagement Board (TMB) has.permitted ISO/IEC JTC1 to issue its standards in
hinguage only, instead of in_thethree official languages IS0, i.e., English, French an
5 also noted that many ISQ/IEC JTC1 standards introduce an artificial language
programming language; a “database language”, etc.) and thus do not use a “natural’
Anguage.

[ —

«

_ =

herefore, when 4 new concept, its definition and associated term is developed, it is
he same time,to.develop HIEs for the same in one or more other languages. This appr

—

- adds_ddevel of “quality control check” as developing an equivalency in anoth
identifies ambiguities in the source language;

recognizes that in languages other than English, specifying the grammatical gende

hdardization

s well as any
of any good,
ite or public
hnd national

licy” nature
bf eBusiness
944-5:2008,
2008, 3.60),

ndividual are

O/IEC JTC1 has “cultural adaptability”~as the third strategic direction which alll standards

SO/IEC JTC1
50 Technical
the English
d Russian. It
(e.g., a ie,
i.e., human,

necessary at
ach:

er language

r of the term

meaning depending on its grammatical gender (see ISO/IEC 15944-5:2008, 6.2.6);

enhances the widespread adoption and use of eBusiness standards world-wid

is essential (since the same word, ie character string may well have a completlely different

e, especially

users of this document who include various industry sectors, different legal perspectives,
policymakers and consumer representatives, other standard developers, IT hardware and

service providers, etc.; and

human interface perspective (see ISO/IEC 15944-5). An essential aspect of this

takes an IT-enabled approach which promotes interoperability from both IT interface and

approach is

to assign and use the unique and unambiguous composite identifier of each term/definition

10) Article 19, of the UN Charter of Universal Declaration of Human Rights specify what these are. See Reference
[28].
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pair as the ID code with which are associated multiple bilingual/multilingual semantically HIE
representations.

in 2006, the United Nations adopted the UN Convention of rights of persons with disabilities

(CRPD)!D. It is noted that the concept and definition of HIE (developed as part of the 1st edition
of ISO/IEC 15944-2:2006) was developed in support of the UN CRPD. It is noted that ISO/IEC
JTC1/SC36 developed ISO/IEC 20016-1. Significant normative elements in the development of the
ISO/IEC 20016-1, i.e., definitions, rules, etc., are based on ISO/IEC 15944 eBusiness standards. Here,
ISO/IEC]TC 1/SC 32 introduced the concept and controlled vocabulary of ISO/IEC 15944 eBusiness
standards in the development of these standards.

d)
A.3 Role
Based on the

to entries in

and importance of ISO/IEC 15944-7

need to maximize unambiguity and quality control in the development of an HIE-app
Clause 3, ISO/IEC 15944-7 was developed to capture in a formalized mannet:

— applicah
those of

apply t
require
and 1st
ISO/IEC

The results 4

An importar
series involy
assignment
including thq

This requirg

in this documnent, see ISO/IEC 15944-7:2009, Annex D.

ISO/IEC 159

provides rules and procedures for creating and maintaining a (consolidated) “controlled vocaby

and basicall
ISO/IEC 159

A.4 Listd
language

For English ¢

e
I)ents context. (Initially based on the lessons learned in the development of ISO/IEC 1

ISO TC37 and ISO TC 46); and

m in a practical, IT-enabled and cost-efficient manner in/a-multilingual eBug

editions of ISO/IEC 15944-1, ISO/IEC 15944-2, ISO/IEC15944-4, 1SO/IEC 15944-]
15944-6).

re formalized in ISO/IEC 15944-7:2009, Clause 5 anfd in particular its subclause 5.2.

It result is that when and wherever in the development a new part of the ISO/IEC 1
red the identification of a new concept and ‘the development of a definition (as w
pf a term for a new concept), the rules found in ISO/IEC 15944-7:2009, Clause 5
 requirements to provide an HIE in at least one other language.

ment has been met in the development of this document. For the English and French

44-7, a publicly available 'standard at the ISO publicly available standard webs
y its Annex D provides‘alist of HIEs that provides the minimum level of unambigu

L4 eBusiness standards as stated in A.1.

f terms and definition with cultural adaptability: English and French
pquivalency in the IT standardization context

nd Erench HIEs in this document, see ISO/IEC 15944-7:2009, Annex D.

roach

le international standards in the fields of terminology and vocabulary (These are primarily

iness
4662
b and

5944
ell as

pply,

HIEs

telZ)'
lary”
ity in

11) Currently, all countries who are P-members of ISO/IEC JTC1 are also signatories to the CRPD.

The development of this document had as its primary requirement to implement CRDP requirements in an
eLearning context. In addition, its development was based on the assumption that a “requirements pertaining to
a “learning transaction” were very similar to those already addressed in a “business transaction”, i.e., including
the need to identify where in a learning transaction the “buyer”, i.e., “learner”, in an JTC1/SC36 eLearning
standards context was an “individual” or not (e.g., “organizations” providing eLearning services to other).

ISO/IEC 20016-1 was also found to be a base foundational “Framework” standards freely available ISO/IEC JTC
standard.

12) See https://standards.iso.org/ittf/PubliclyAvailableStandards/index.html
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B.1 Purpose
This |document keeps much consistency with existing standards and specifications. Among these
standards and specifications, GS1 global traceability standard provides detailéd | traceability
specifications at the implementation level, while this document provides traceability requirements
in an|Open-edi environment. This annex is based on the GS1 global traceability standard!3). Many of
thesd concepts in its glossary are referenced by the development of this docutnent by adaption of their
definftions to the Open-edi environment.

In tHe context of the linkages between this document and thel GS1 Glossary, thrge types of

interpperability can be viewed at. They are:

a) Type 1 - GS1 Glossary Concept not adopted in Clause 3. However, the concept has been referenced
ih the development of this document. Entries of this nature are listed as “as is” in B.2] i.e., with no
ihdicator.

b) Type 2 - ISO standards already exist which defin€ the concept as represented by the tefm assigned,
ile., the same term is used in both ISO standard:and in the GS1 Glossary. The GS1 Glossalry definition
i$ deemed to have a (sufficient) level of interoperability with that of ISO standards. THey are listed
ih B.2 with indicator “*” following the entry“for the GS1 term.

c¢) Type 3 - This document has adoptedithe term and/or definition to the Open-edi ajd eBusiness
gnvironment. Type 3 GS1 conceptstare fully interoperable with this document in ghe Open-edi
environment. They are listed in By2 with an indicator “**” following the entry for the GS1 term.

B.2 (List of concepts inthe glossary of GS1 global traceability standard

— Actor
An actor is a role.that a user plays with respect to a system.

— Applicationidentifier (Al)

The field of two or more characters at the beginning of an Element String that uniquely defines its
format’and meaning.

— Batch/Lot Number

A batch unites products/items that have undergone the same transformation processes. Batch and

Lot are considered as synonyms.
Event *

Is an occurrence of a process in a specific time or a period of time.

13) Latest accessed on February 1, 2023, https://www.gs1.org/docs/traceability/GS1 tracebility what you need
to_know.pdf
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External Traceability

External traceability takes place when instances of a traceable item are physically handed over
from one traceability partner (traceable item source) to another (traceable item recipient).

Global Location Number (GLN)

The GS1 Identification Key comprising a GS1 Company Prefix, Location Reference, and Check Digit
used to identify physical locations or legal entities.

Global Trade Item Number (GTIN)

The for

referende field (key) in computer files to ensure uniqueness of the identification numbers;

Global Returnable Asset Identifier (GRAI)

Global Returnable Asset Identifier.

GS1 Sys
The spe
Identifi

tem
Fifications, standards, and guidelines administered by GS1.

cation *

The idertity assigned to an item or party that is needed to access other relevant information
the item| or party.

Identifi
Mark/t

ration Carrier

g/label/accompanying document sometimes-called “passport” or “identity card” in

industry sectors

Interna

A series
result.

Interna

Internal
traceabl

Process

of actions, changes or function(s)' within a company or organization that brings ah

| Traceability

traceability takes_place when a traceability partner receives one or several instan
e items as inputs‘that are subjected to internal processes, before one or several inst

of tracegble items are output.

Link
Recordi

Locatio

hg thesinformation necessary to establish the relationship to other relevant informati

-digit

hbout

some

out a

res of
hnces

n*

A place where a traceable item is or could be located. [ISO 22519] A place of production, handling,
storage and/or sale.

Logistic Unit

An item of any composition established for transport and/or storage that needs to be managed

through

Master

the supply chain.

Data *

Master Data describes each item and party involved in supply chain processes. Master Data is

defined

as data having the following characteristics:

— permanent or lasting nature;
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