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Foreword

ISP (the International Organization for Standardization) and IEC (the International Electrotechnical Comfnission) form
the specialized system for worldwide standardization. National bodies that are members of ISO or IEC participate in the
dejvelopment of International Standards through technical committees established by the respective oOrganization to deal
with particular fields of technical activity. ISO and IEC technical committees collaborate in fields of mutual interest.
fer international organizations, governmental and non-governmental, in liaison with ISO and IEC, also take part in the
rk.

In|the field of information technology, ISO and IEC have established a joint technicalkéommittee, ISO/IEC JT( 1. Draft
Infernaiional Standards adopied by the joint technical commitiee are circulated to grationai bodies for voiing. Publication
as[an International Standard requires approval by at least 75 % of the national bddies casting a vote.

Infernational Standard ISO/IEC 10021-7 was prepared by Joint Technical Committee ISO/IEC JTC 1, Infprmation
te¢hnology, Subcommittee SC 18, Document processing and related ¢ommunication, in collaboration with IT{-T. The
identical text is published as ITU-T Recommendation X.420.

THis second edition cancels and replaces the first edition (ISO/IEC 10021-7:1990), which has been technically revised.
It| also incorporates Amendment 1:1994, Amendment3:1994, Technical Corrigendum 1:1991, Technical
Cqrrigendum 2:1991, Technical Corrigendum 3:1992, Technical Corrigendum 4:1992, Technical Corrigendum 5:1992,
Tqchnical Corrigendum 6:1993, Technical Corrigéndum 7:1994, Technical Corrigendum 8:1994 and Technical
Coqrrigendum 9:1994.

ISP/IEC 10021 consists of the following, parts, under the general title Information technology — Message Handling
Sylstems (MHS):

—{ Part 1: System and Service Ovéryiew

—{ Part 2: Overall architecture

—|{ Part 3: Abstract Service) Definition Conventions

— Part 4: Message“transfer system: Abstract service definition and procedures
— Part 5: Message store: Abstract service definition

—{ Part 6xRrotocol specifications

— Part7: Interpersonal messaging system

— —Part8—FEtectromic Dara inrerchange Messaging Service

— Part 9: Electronic Data Interchange Messaging System

— Part 10: MHS routing

— Part 11: MTS routing

— Part 12: PICS proforma for MOTIS

— Part 13: PICS proforma for message transfer access protocol

—  Part 14: PICS proforma for message store access protocol
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— Part 15: PICS proforma for interpersonal messaging
—  Part 16: Inter application message service definition protocol
—  Part 17: Inter application specification

Annexes A to K, M and N form an integral part of this part of ISO/IEC 10021. Annexes O to Q are for information only.
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Introduction

is Specification is one of a set of Recommendations | International Standards for Message Handling. Theatntire set
provides a comprehensive blueprint for a Message Handling System (MHS) realized by any number of cooperating open
systems.

e purpose of an MHS is to enable users to exchange messages on a store-and-forward basis. A'message submitted on
bghalf of one user, the originator, is conveyed by the Message Transfer System (MTS) and subsequently delivered to the
agents of one or more additional users, the recipients. Access Units (AUs) link the MTS to.communication systems of
ofher kinds (e.g. postal systems). A user is assisted in the preparation, storage, and display of messages by a Uer Agent
(WA). Optionally, it is assisted in the storage of messages by a Message Store (MS)./The MTS comprises a nqumber of
Message Transfer Agents (MTAs) which collectively perform the store-and-forward message transfer function.

This Specification defines the Message Handling application called Interpetsonal Messaging, specifying in the process
the message content type and associated procedures known as P2.

his Specification was developed jointly by ITU-T and ISO/IEC. It is published as common text as ITU-T Re¢. X.420 |
O/IEC 10021-7.

7 e

X1


https://standardsiso.com/api/?name=c33ac2b49e1c2765a435c7113a3dd183

This page intentionally left.blank



https://standardsiso.com/api/?name=c33ac2b49e1c2765a435c7113a3dd183

ISO/IEC 10021-7 : 1

INTERNATIONAL STANDARD

ITU-T RECOMMENDATION

INFORMATION TECHNOLOGY - MESSAGE HANDLING SYSTEMS (MHS
INTERPERSONAL MESSAGING SYSTEM

997 (E)

):

SE

1

Th
for

Th
IS(

Th

Standards. ITU-T Rec. X.402 | ISO/IEC 10021-2 identifies those docuthents as well.

Th
the
Se
Th

2
Th

CTION 1 - INTRODUCTION

Scope

s Recommendation | International Standard defines Interpersonal Messaging, a form of Message Handling
ordinary interpersonal business or private correspondence.

s Recommendation | International Standard is one of a series on MesSage Handling. ITU-T Rec.
/IEC 10021-2 constitutes the introduction to the series and identifies the other documents in it.

e architectural basis and foundation for Message Handling are defined.in still other Recommendations | Inter

Recommendation | International Standard is structured as follews. Section 1 is this introduction. Section 2

Vsl

s S
kinds of information objects exchanged in Interpersonal Messaging. Section 3 defines the associated abstract
tion 4 specifies how it is provided. Annexes provide important supplemental information.

e requirements for conformance to this Recommendation | International Standard are given in clause 22.

Normative references

e following Recommendations and International Standards contain provisions which, through reference in t

Co

tailored

X402 |

hational

defineg
UL S

service.

his text,

stitute provisions of this Recommendation | International Standard. At the time of publication, the editions indicated
were valid. All Recommendations:-and Standards are subject to revision, and parties to agreements based

on this

Refommendation | Internatiopal\Standard are encouraged to investigate the possibility of applying the most recent

edition of the Recommendations and Standards listed below. Members of ISO and IEC maintain registers of ¢
valid International Standards/ The Telecommunication Standardization Bureau of the ITU maintains a list of ¢
valid ITU-T Recommendations.

2.1

Thjs Specification cites the following OSI specifications:

1ddg

Open-Systems Interconnection

urrently
urrently

ntical Recommendations | International Standards
—— 1TU0-T Recommendation X.227 (1995) TISO/IEC 8650-1:1996, Injormation fechnoiogy — Open

Systems

Interconnection — Connection-oriented protocol for the Association Control Service Element: Protocol

specification.

—  ITU-T Recommendation X.680 (1994) | ISO/IEC 8824-1:1995, Information technology — Abstrac
Notation One (ASN.1): Specification of basic notation.

—  ITU-T Recommendation X.681 (1994) | ISO/IEC 8824-2:1995, Information technology — Abstrac
Notation One (ASN.1): Information object specification.

t Syntax

t Syntax

—  ITU-T Recommendation X.682 (1994) | ISO/IEC 8824-3:1995, Information technology — Abstract Syntax

Notation One (ASN.1): Constraint specification.

—  ITU-T Recommendation X.683 (1994) | ISO/IEC 8824-4:1995, Information technology — Abstrac
Notation One (ASN.1): Parameterization of ASN.1 specifications.

ITU-T Rec. X.420 (1996 E)

t Syntax
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ITU-T Recommendation X.690 (1994) | ISO/IEC 8825-1:1995, Information technology — ASN.1 encoding
rules: Specification of Basic Encoding Rules (BER), Canonical Encoding Rules (CER) and Distinguished
Encoding Rules (DER).

ITU-T Recommendation X.880 (1994) | ISO/IEC 13712-1:1995, Information technology — Remote
Operations: Concepts, model and notation.

2.2 Message Handling Systems

This Specification cites the following Message Handling System specifications:

Identical Recommendations | International Standards

ITLL T
TIrCO

Paired Recommendations | International Standards equivalent in technical content

Additignal references

23 Directory Systems
This Specification cites the following Directery.System specifications:

Identidal Recommendations | International Standards

24 Language Code

This Specification cites the following Language Code specification:

R dats X 4021905 | ISOAEC- 10021 2:-1006  Iafoxmation techunoloay Messaoe
I INVOVIIITIVIIGAQUIVIT /A TUS (1 )| IIOTTTTT OO EET Ty 2Ty OTTIRITOTI OO vYO 57 g

Handling Systems (MHS): Overall architecture.

ITU-T Recommendation X.411 (1995) | ISO/IEC 10021-4:1997, Information technology )< Message
Handling Systems (MHS): Message transfer system: Abstract service definition and procedures.

ITU-T Recommendation X.413 (1995) | ISO/IEC 10021-5:1995, Information technplogy — Message
Handling Systems (MHS): Message store: Abstract service definition.

ITU-T Recommendation X.419 (1995) | ISO/IEC 10021-6:1996, Information technology — Message
Handling Systems (MHS): Protocol specifications.

ITU-T Recommendation F.400/X.400 (1996), Message handling: System and service overview.

ISO/IEC 10021-1:1997, Information technology — Message Handling Systems (MHS) — Part 1: Sy§tem
and Service Overview.

CCITT Recommendation X.408 (1988), Message handling systems: Encoded information |ype
conversion rules.

CCITT Recommendation X.420 (1984), Message handling systems: Interpersonal messaging system.

ITU-T Recommendation X.501 (1993) | ISO/IEC 9594-2:1995, Information technology — Open Systems
Interconnection — The Directory: Models.

ITU-T Recomimendation X.520 (1993) | ISO/IEC 9594-6:1995, Information technology — Open Sysfems
Interconnection — The Directory: Selected attribute types.

ISO 639:1988, Code for the representation of names of languages.

2.5 Character Sets

This Specification cites the following Character Set specifications:

2

ISO/IEC 2022:1994, Information technology — Character code structure and extension techniques.
ISO 2375:1985, Data processing — Procedure for registration of escape sequences.

ISO 8859-1:1987, Information processing — 8-bit single-byte coded graphic character sets — Part 1: Latin
alphabet No. 1.

CCITT Recommendation T.61 (1988), Character repertoire and coded character sets for the
international Teletex service.

ITU-T Rec. X.420 (1996 E)
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2.6 Telematic services

This Specification cites the following Telematic Service specifications:

ITU-T Recommendation T.4 (1993), Standardization of group 3 facsimile apparatus for do
transmission.

cument

ITU-T Recommendation T.30 (1993), Procedures for document facsimile transmission in the general

switched telephone network.

CCITT Recommendation T.100 (1984), International information exchange for interactive videotex.

ITU-T Recommendation T.101 (1994), International interworking for videotex services.

CCITT Recommendation T.330 (1988), Telematic access to interpersonal message system.

2.7 File Transfer

Thig Specification cites the following File Transfer specifications:

2.8 Open Document Architecture

Thi§ Specification cites the following Open Document Architecture specifications:

29 Digital Encoding of Sound

Thi$ Specification cites the following specifications on the Digital Encoding of Sound:

ISO 8571-1:1988, Information processing systems — Open Systems Interconnection’~ File Tr
Access and Management — Part 1: General introduction.

ISO 8571-2:1988, Information processing systems — Open Systems Intercenneéction — File T
Access and Management — Part 2: Virtual Filestore Definition.

ISO 8571-2:1988/Amd.1:1992, Information processing systems — Open<Systems Interconnection
Transfer, Access and Management — Part 2: Virtual Filestore Definition — Amendment 1: F
Management.

ISO 8571-4:1988, Information processing systems — Open Systems Interconnection — File Ty
Access and Management — Part 4: File Protocol Specification.

ISO 8571-4:1988/Amd.1:1992, Information processing)systems — Open Systems Interconnection
Transfer, Access and Management — Part 4: File\Protocol Specification — Amendment 1: F
Management.

ITU-T Recommendation T.415 (1993) | ISO/IEC 8613-5:1994, Information technology — Open Do
Architecture (ODA) and interchange format: Open Document Interchange Format.

CCITT Recommendation G.711 (1988), Pulse Code Modulation (PCM) of voice frequencies.

CCITT Recommendation G.726 (1990), 40, 32, 24, 16 kbit/s Adaptive Differential Pulsd
Modulation (ADPCM,).

CCITFT Recommendation G.728 (1992), Coding of speech at 16 kbit/s using low-delay code excited
prediction.

IEC 908:1987, Compact disc digital audio system.
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3 Definitions

For the purposes of this Specification, the definitions given in ITU-T Rec. X.402 | ISO/IEC 10021-2 apply.

4 Abbreviations

For the purposes of this Specification, the abbreviations given in ITU-T Rec. X.402 | ISO/IEC 10021-2 apply.

5 Conventions

This Specification uses the descriptive conventions identified below.

ITU-T Rec. X.420 (1996 E)
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5.1 ASN.1

This Specification uses, for the indicated purposes, the following ASN.1-based descriptive conventions:

a) To define the information objects of Interpersonal Messaging, and other data types and values of all
kinds, ASN.1 itself. ASN.1 is defined in ITU-T Rec. X.680 | ISO/IEC 8824-1, ITU-T Rec. X.681 |
ISO/IEC 8824-2, ITU-T Rec. X.682 | ISO/IEC 8824-3 and ITU-T Rec. X.683 | ISO/IEC 8824-4.

b) To define the functional objects of Interpersonal Messaging, the MHS-OBJECT information object class
of ITU-T Rec. X.411 | ISO/IEC 10021-4.

c) To define the abstract service of Interpersonal Messaging, the PORT and ABSTRACT-OPERATION and
ABSTRACT-ERROR information object class of ITU-T Rec. X.411 | ISO/IEC 10021-4 and the
CONTRACT information object class of ITU-T Rec. X.880 | ISO/IEC 13712-1.

d) To define the IPMS extensions, the IPMS-EXTENSION information object class of 7.2.17.

e) To define extended body part types, the EXTENDED-BODY-PART-TYPE information object ¢lass
of 7.3.1.

f) To define IPMS-MS attributes, the ATTRIBUTE information object class of ITU-T Rec. X.413 |
ISO/IEC 10021-5.

The aYstract-syntax defined in this Specification may be mapped to that used in previous editionsas follows. All ASN.1
definitions of object sets and Enumerated types which contain the ASN.1 extensions marker ("...") are treated as if any
extensjon additions following the marker are absent. For ASN.1 definitions where the extehsion marker is not used, the
ASN.1 comment "-- 1994 extension --" has a similar interpretation. See 5.7 of ITU-T"Rec. X.413 | ISO/IEC 10021-5.
The efffect of this is that certain attribute-types, matching-rules, and auto-actions.are) not standardized for use in |988
Applidation Contexts.

The various uses of the ASN.1 notation are summarized in Table 1. With'the two exceptions evident from the tpble,
whenever ASN.1 is employed, it appears both in the body of this Specification to aid the exposition, and again, laggely
redundantly, in an annex for reference.

Table 1 — Uses of the ASN.1 notation

Subject matter Exposition Reference

Object identifiers - Annex C
Abstract information objects Section 2 Annex D
Extended body part types Clauses 7.3, 7.4 Annex E
Functional objects Clauses 10, 11, 16 Annex F
Abstract service Clauses 12-13 Annex G
Message store attributes Clause 19 Annex I

Message store auto-actions Clause 19 Annex J

Heading extension§ Annex A Annex H
Security extensions Annex B Annex K
Upper bounds - Annex L

If differences are found between the ASN.1 used in the exposition and that supplied for reference, a specification erfor is

indicated.

Except for Annex J, ASN.1 tags are implicit throughout the ASN.1 module the annex defines; the module is definitive in

that respect.
NOTES

1 The use of ASN.1 to describe a class or piece of information does not in itself imply that that information is
transported between open systems. The fact that the information, by virtue of its description in ASN.1 and of ASN.1’s Basic Encoding
Rules, has a concrete transfer syntax may be immaterial. Information actually conveyed between systems is designated as such by its

inclusion in an application protocol.

2 The use of the ABSTRACT-OPERATION and -ERROR information object classes, derived from the

correspondingly named information object classes of Remote Operations, does not imply that the abstract operations and errors are
invoked and reported across the boundary between open systems. The fact that the abstract operations and errors, by virtue of their

description using these information object classes and with minimal additional specification, actually could be invoked via ROS is
immaterial in the present context.
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5.2 Grade

This Specification uses the concept of grade as developed in ITU-T Rec. X.402 | ISO/IEC 10021-2.

5.3 Terms

Throughout this Specification, terms are rendered in bold when defined, in italic when referenced prior to their
definitions, without emphasis upon all other occasions.

Terms that are proper nouns are capitalized, generic terms are not.

S.4—€onventions-for-attribute-types-used-inFable 5

This Specification uses the conventions listed below in its definition of the attribute-types for the IPMS-MS gbstract-
serjice.

For the column headed 'Single/Multi-valued', the following values can occur:
S  single-valued

M  multi-valued

Fof the column headed 'Source’, the following values can occur:

IPM Originate-IPM, Receive-IPM abstract-operations;

Mod Modify abstract-operation;

MS IPMS Message Store;

NRN Originate-NRN, Receive-NRN abstract-operations;

ON Originate other-notifications, Receivesother-notifications;
RN Originate-RN, Receive-RN abstract-operations.

SECTION 2 — ABSTRACT INFORMATION OBJECTS

6 Overview

This section abstractly describes the information objects that users exchange in Interpersonal Messaging. Thely are of
twp kinds, Interpersonal-Messages (IPMs) and Interpersonal Notifications (IPNs). One of the latter acknowledges a
user’s receipt of oneofthe former.

InformationObject ::= CHOICE {
jpm [0] IPM,
ipn [1] IPN}

THis’section covers the following topics:

a) Interpersonal messages;

b) Interpersonal notifications.
NOTES

1 The use, throughout this section, of words such as “originator” and “recipient” anticipates the fact that /[PMs and IPNs
are conveyed between users as the contents of messages (see clause 20). These words, therefore, refer to the roles users and DLs play
in such transmittals.

2 An IPM may appear (see 7.4.7) in the Body of another /[PM which itself is conveyed as the content of a message. The
words “originator” and “recipient” shall be understood in the context of an IPM’s conveyance as the (entire) content of a message, not
as a component of the Body of another I/PM so conveyed.

3 An IPM or IPN makes various assertions about its own transmittal (e.g. who originates the message containing it).
Furthermore, an IPN makes assertions about the transmittal of the /PM to which it responds. All of these assertions are unverified.
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7 Interpersonal messages
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Interpersonal Messaging.
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heading Heading,
body Body}

It has the following components:

a) Heading: A Set of heading fields (or fields), each an information item that gives a characteristic of the
IPM (e.g. its importance).

b) Body: A Sequence of body parts, each an information object that the IPM is intended to convey between

users (e o a document)
users (€.g. a aocument).

Body ::= SEQUENCE OF BodyPart
The strpcture of an IPM is depicted in Figure 1.

This clause defines and describes the most prominent Heading field component types and the defined Heading fields|and
body part types.

NOTE - An IPM may be likened to a business memo. In fact, the terms “Heading” and “Body” appeal to that analogy.

-7 Eield 1

- Field 2

.

Heading *

Field n

Body-Part 1 l
Body |

Body-Part 2

Body-Part 3

TISO7630-96/d01

Figure 1 — An Interpersonal Message

7.1 Heading field component types

Information items of several kinds appear throughout the Heading. These Heading field component types -- IPM
identifier, recipient specifier, OR-descriptor and IPMS extension -- are defined and described below.

7.1.1 IPM identifier

An IPM identifier is an information item that unambiguously and uniquely identifies an IPM, distinguishing it from all
other IPMs ever conveyed by any user.

IPMIdentifier ::= [APPLICATION 11] SET {
user ORName OPTIONAL,
user-relative-identifier LocallPMlIdentifier}
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An IPM identifier has the following components:

a)

b)

User (O): Identifies the user who originates the IPM. One of the user’s OR-names. This component’s

omission is discouraged.

User-relative-identifier (M): Uniquely and unambiguously identifies the IPM, distinguishing it

from all

other IPMs that the user who is identified by the User component originates. A Printable String[ of from

zero to a prescribed number of characters (see Annex L)|]. A length of zero is discouraged.

LocallPMIdentifier ::= PrintableString
(SIZE (0..ub-local-ipm-identifier))

NOTE - The "11" in IPMIdentifier is the only ASN.1 application-wide tag this Specification assigns.

7.1{2 Recipient specifier

A yecipient specifier is an information item that identifies an (intended) recipient of an IPM and that may ‘makg certain
requests of him.

RecipientSpecifier ::= SET {

recipient [0] ORDescriptor,
notification-requests [1] NotificationRequests DEFAULT {},
reply-requested [2] BOOLEAN DEFAULT FALSE,

recipient-extensions [3] RecipientExtensionsField OPTIONAL}

A tecipient specifier has the following components:

a)

b)

©)

d

Recipient (M): Identifies the recipient in question. An OR-desctiptor.

If the Notification-requests or Reply-requested component makes a request of the recipignt, the

Formal-name component of the OR-descriptor above shall be present.

Notification-requests (D no values): May make ¢ertain requests of the recipient denoted by the Rlecipient

component.

NotificationRequests ::= BIT STRING {

rn (0),
nrn (1),
ipm-return 2)}

This component may assume(any of the following values simultaneously, except that the value
not be selected unless the(value nrn is selected:

1)  rn: A receipt nofification is requested in the circumstances prescribed in clause 8.
i1) nrn: A non-receipt notification is requested in the circumstances prescribed in clause 8.

iil) ipm-returh: It is requested that the IPM be returned in any non-receipt notification.

rn shall

Reply<requested (D false): Indicates whether a reply is requested of the recipient denoted| by the

Recipient component. A Boolean.

A'reply is one IPM sent in response to another. A user may reply to an IPM even though no
requested of him and, indeed, even if he is not among the IPM’s intended recipients. Furthermor
of whom a reply is requested may refrain from replying.

Recipient-extensions (O) contains extensions to the recipient specifier subfield.

reply is
E, a user

RecipientExtensionsField ::= SET OF IPMSExtension

Recipient extensions for IPMS Security are defined in Annex B. There are no other recipient extensions

defined in this Specification.

713 OR-descriptor

An OR-descriptor is an information item that identifies a user or DL.

ORDescriptor ::= SET {

formal-name ORName OPTIONAL,
free-form-name [0] FreeFormName OPTIONAL,
telephone-number  [1] TelephoneNumber OPTIONAL}
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An OR-descriptor has the following components:

a)

b)

c)

Primary
following notifi
7.1.4
AnIP
Each ¢
a)
b)
The T
in the ffield.
Every

The &

class.

The &

7.2

IPMS extension

MS extension (or extension) is an information item which enables eXtensions to be defined.

IPMSExtension ::= SEQUENCE {

xtension has the following components:

extension is defined by means of the following information object class.

IPMS-EXTENSION?:= CLASS {

Type field defines the data type to which every value of this instance of IPMS Extension shall conform.

Formal-name (C): Identifies the user or DL in question. One of its OR-names.

This conditional component shall be present if (but not only if) one or more of the following criteria are
satisfied:

i)  The Free-form-name component is absent.
ii) The OR-descriptor appears in the Reply Recipients heading field.

iii) The OR-descriptor is the Recipient component of a recipient specifier and the conditions stated in
item a of 7.1.2 are satisfied.

Free-form-name (O): Identifies the user or DL in question. A Teletex String[ of from zero to a
areseribed—Bumbe charactors L an o o 3 e he elete rmg

character set. A length of zero is discouraged.
FreeFormName ::= TeletexString (SIZE (0..ub-free-form-name))

Telephone-number (O): Provides the telephone number of the user or DL in question: A Prinfable
String[ of from zero to a prescribed number of characters (see annex L)|], chosen(from the graphical
subset of the Printable String character set. A length of zero is discouraged.

TelephoneNumber ::= PrintableString (SIZE (0..ub-telephone-number))

NOTE - One or more OR-descriptors may appear in each of the following heading fields? Originator, Authorizing Users,
Recipients, Copy Recipients, Blind Copy Recipients, and Reply Recipients. In addition;-an OR-descriptor may appear ih the

cation fields (see clause 8): IPN Originator and IPM Intended Recipient.

type IPMS-EXTENSION.&id,
value IPMS-EXTENSION.&Type DEFAULT NULL{NULL }

Type (M): Identifies the semantics and restricts the abstract syntax of the Value component. An Opject
Identifier.

Value (D null): An information item whose abstract syntax is restricted only by the Type componen{. An
Any.

ype components of all the extensions-in the Extensions field shall differ. Not every defined extension need agpear

&id OBJECT IDENTIFIER UNIQUE,
&Type DEFAULT NULL }
WITHSYNTAX { [VALUE &Type , | IDENTIFIED BY &id }

id value field is the identifier field for the class. It distinguishes an IPMS Extension from all other instances df the

NOTE — Whenever an IPMS extension is defined, it should also be considered whether new MS attributes should also be
defined (see 19.6), and whether the UA operation needs to be modified (see clause 18). As any extension may be ignored, privately-
defined extensions are not able to mandate support of the new MS attributes or UA operation.

Heading fields

The fields that may appear in the Heading of an IPM are defined and described below.

8

Heading ::= SET {

IT

this-IPM ThisIPMField,

originator [0] OriginatorField OPTIONAL,
authorizing-users [1] AuthorizingUsersField OPTIONAL,
primary-recipients [2] PrimaryRecipientsField DEFAULT {},
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copy-recipients [3] CopyRecipientsField DEFAULT {},
blind-copy-recipients [4] BlindCopyRecipientsField OPTIONAL,
replied-to-IPM [S] RepliedToIPMField OPTIONAL,
obsoleted-IPMs [6] ObsoletedIPMsField DEFAULT {},
related-IPMs [71 RelatedIPMsField DEFAULT {},
subject [8] EXPLICIT SubjectField OPTIONAL,
expiry-time [9] ExpiryTimeField OPTIONAL,
reply-time [10] ReplyTimeField OPTIONAL,
reply-recipients [11] ReplyRecipientsField OPTIONAL,
importance [12] ImportanceField DEFAULT normal,
sensitivity [13] SensitivityField OPTIONAL,
auto-forwarded [14] AutoForwardedField DEFAULT FALSE,
extensions [15] ExtensionsField DEFAULT {}}

SonfeTields have components and thus are composite, rather than indivisible. A Tield component is called a sub-Tigld.

7.2.

The| This IPM heading field (M) identifies the IPM. It comprises an IPM identifier.

7.2.

The| Originator heading field (O) identifies the IPM’s originator. It comprises an OR-descriptor.

7.2.

I This IPM

ThisIPMField ::= IPMIdentifier

R Originator

OriginatorField ::= ORDescriptor

B Authorizing Users

AuthorizingUsersField ::= SEQUENCE OF AuthorizingUsersSubfield

AuthorizingUsersSubfield ::= ORDescriptor

Authorizing Users heading field (C) identifies the zero or more users who are the IPM’s authorizing ugers. It
conjprises a Sequence of sub-fields, each an OR-descriptor, one foreach such user.

An @uthorizing user is a user who, either individually or in concert with others, authorizes the origination of an IPM.
Theg word “authorizes” above is not precisely defiried by this Specification,; it is given meaning by users.
Thip conditional field shall be present if the:authorizing users are other than the IPM’s originator alone.
NOTE - Suppose, e.g. that a manager instructs his secretary to originate an IPM on his behalf. In this case, the sdcretary,
the JPM’s originator, might consider the manager the authorizing user.
7.24 Primary Recipients
The Primary Recipients heading field [D no subfields (i.e. elements)] identifies the zero or more users and DLs who are
the [‘primary recipients’ of the IPM. It also identifies the responses the authorizing users ask of each of those usprs and
of gach member of thosé DLs. It comprises a Sequence of sub-fields, each a recipient specifier, one for each grimary
recipient.
PrimaryRecipientsField ::= SEQUENCE OF PrimaryRecipientsSubfield
PrimaryRecipientsSubfield ::= RecipientSpecifier
Th p}uaac “pxixumy Acuipicuia” above s ot yxcuibcl_y defmred 1u_y this Spc»iﬁuaﬁuu, tTS Eivcu ult:d[lillg by USCIS.
NOTE - The primary recipients, e.g. might be those users and those DLs whose members are expected to act upon
the IPM.
7.2.5 Copy Recipients

The Copy Recipients heading field [D no subfields (i.e. elements)] identifies the zero or more users and DLs who are
the “copy recipients” of the IPM. It also identifies the responses the authorizing users ask of each of those users and of
each member of those DLs. It comprises a Sequence of sub-fields, each a recipient specifier, one for each copy recipient.

CopyRecipientsField ::= SEQUENCE OF CopyRecipientsSubfield

CopyRecipientsSubfield ::= RecipientSpecifier

ITU-T Rec. X.420 (1996 E)
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The phrase “copy recipients” above is not precisely defined by this Specification; it is given meaning by users.

7.2.6

NOTE — The copy recipients, e.g. might be those users to whom, and those DLs to whose members the IPM is conveyed
for information.

Blind Copy Recipients

The Blind Copy Recipients heading field (C) identifies zero or more users and DLs who are intended blind copy
“recipients” of the IPM. It also identifies the responses the authorizing users ask of each of those users and of each
member of those DLs. It comprises a Sequence of sub-fields, each a recipient specifier, one for each blind copy

recipi

The p

ent.

BlindCopyRecipientsField ::= SEQUENCE OF BlindCopyRecipientsSubfield

is disclosed to neither primary nor copy recipients.

In the
or DL

for a primary or copy recipient, the field shall be absent or identify no users or DLs.

7.2.7

The lleplied-to IPM heading field (C) identifies the IPM to which the present IPM-is ‘a reply. It comprises an

1denti

Replied-to IPM

€r.

RepliedToIPMField ::= IPMIdentifier

This cpnditional field shall be present if, and only if, the IPM is a reply.

IPM. This field should identify whichever of these two IPMs to which the reply-responds.

7.2.8

The C

users

Obsoleted IPMs

each IPM.

ObsoletedPMsField ::= SEQUENCE OF ObsoletedIPMsSubfield
ObsoletedIPMsSubfield ::= IPMIdentifier

IPM. This field should identify whicheverof these two IPMs the present IPM obsoletes.

7.2.9

Related IPMs

The Related IPMs heading.field [D no subfields (i.e. elements)] identifies zero or more IPMs that the authorizing
of thq present IPM cefsider related to it. It comprises a Sequence of sub-fields, each an IPM identifier, one for

IPM.

RelatedIPMsField ::= SEQUENCE OF RelatedIPMsSubfield

RelatedIPMsSubfield ::= IPMIdentifier

ase “copy recipients” above has the same meaning as in 7.2.5. A blind copy recipient is one whose roleas

NOTE - In the context of forwarding, care should be taken to distinguish between the forwarding IPM and the forw

such

nstance of an IPM intended for a blind copy recipient, this conditional field shall be present and. identify thatluser
Whether it shall also identify the other blind copy recipients is a local matter. In the instance of the IPM intepded

1PM

NOTE - In the context of forwarding, care should be taken to distingtish between the forwarding IPM and the forwgrded

bsoleted IPMs heading field [D no subfields (i.e,-eléments)] identifies zero or more IPMs that the authorjzing
bf the present IPM consider it to obsolete. It comprises a Sequence of sub-fields, each an IPM identifier, one for

irded

users
each

The

ord “related’’ above is not prpm’cply defined by this Qper‘iﬁr‘aﬁnn' it 1s given meanineg by nsers
> & &

NOTES
1 Arelated IPM, c.g. might be one discussed in the Body of the present IPM.

2 In the context of forwarding, care should be taken to distinguish between the forwarding IPM and the forwarded
IPM. This field should identify whichever of these two IPMs is related to the present IPM.

7.2.10  Subject

The Subject heading field (O) identifies the subject of the IPM. It comprises a Teletex String[ of from zero to a

prescribed number of characters (see Annex L)|], chosen from the graphic subset of the Teletex String character set. A
length of zero is discouraged.

10

SubjectField ::= TeletexString (SIZE (0..ub-subject-field))
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7.2.11  Expiry Time

The Expiry Time heading field (O) identifies when the authorizing users consider the IPM to lose its validity. It
comprises a date and time.

ExpiryTimeField ::= Time
7.2.12  Reply Time

The Reply Time heading field (O) identifies by when the authorizing users request (but do not demand) that any replies
to the present IPM be originated. It comprises a date and time.

ReplyTimeField ::= Time

7.2.13  Reply Recipients

The Reply Recipients heading field (C) identifies zero or more users and DLs whom the authorizing,users reqyiest (but
do|not demand) be among the recipients of any replies to the present IPM. It comprises a Sequence of sub-fieldseach an
OR-descriptor, one for each user or DL.

ReplyRecipientsField ::= SEQUENCE OF ReplyRecipientsSubfield
ReplyRecipientsSubfield ::= ORDescriptor

This conditional field shall be present if the desired reply recipients are other than the originator of the present IPM
algne.

NOTE - If this field is present and identifies several users and DLs, the driginator may include himself among them. If he
ects not to do so, he will not be considered among the desired reply recipients.

—

€

7.2.14 Importance

THe Importance heading field (D normal) identifies the impertance that the authorizing users attach to the IPM. It may
as$ume any one of the following values: low, normal, or high:

ImportanceField ::= ENUMERATED {

low (0),
normal (1),
high )}

THe values above are not defined by thi$ Specification; they are given meaning by users.
7.2.15  Sensitivity
The Sensitivity heading field (€) identifies the sensitivity that the authorizing users attribute to the IPM.
SensitivityField ::= ENUMERATED {
personal 1),
private 2),

company-confidential (3)}

Tlhis fieldsmay assume any one of the following values:

a) personal: The IPM is conveyed to its intended recipients as individuals, rather than in their professional
capacities

b) private: The IPM should be conveyed to no one other than its intended recipients.

c) company-confidential: The IPM contains information that should be handled according to
company-specific procedures.

This conditional field shall be present if, and only if, the IPM is sensitive.
7.2.16  Auto-forwarded

The Auto-forwarded heading field (D false) indicates whether the IPM is the result of auto-forwarding. It is a Boolean.

AutoForwardedField ::= BOOLEAN
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7.2.17  Extensions

The Extensions heading field [D no extensions (i.e. members)] conveys information accommodated by no other heading
field. It comprises a Set of zero or more IPMS extensions, each conveying one such information item.

ExtensionsField ::= SET OF IPMSExtension

3

All heading extensions defined in this Specification are contained in Annex A. An extension whose Type component is
1

o
v

53
£

derctand mav he ionored
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NOTE - Future addenda or versions of this Specification may define additional extensions. Furthermore, future addenda
and versions are likely to add information to the Heading only by means of this field.

7.3 Body Parts

o,
D O

!

=

M Body Part Table information object set has as its members the types of body part that may appear in the Body
M.

IPMBodyPartTable EXTENDED-BODY-PART-TYPE ::= {

QénmdadD oA Dase |
Stanuarapoayrarts |

ApplicationSpecificBodyParts }

i—l
=
o

w
-

standard Body Parts information object set has as its members the types of body part defined in this Specificat{on:

StandardBodyParts EXTENDED-BODY-PART-TYPE ::= {
iaS-text-body-part |
g3-facsimile-body-part |
g4-class1-body-part |
teletex-body-part |
videotex-body-part |
encrypted-body-part |
message-bady-part |
mixed-mode-body-part |
bilaterally-defined-body-part |
nationally-defined-body-part |
general-text-body-part |
file-transfer-body-part |
voice-body-part |
report-body-part |
notification-body-part |
Content-Body-Parts,

v}

The Application Specific Body Parts information object set has as its members the types of body part defined in dther
Specifications, and defined forproprietary or private use:

ApplicationSpecificBodyParts EXTENDED-BODY-PART-TYPE ::= {
-~ aniyybody part defined in other Specifications, or for proprietary or private use --

Some [ype€s, of body part contain a single component, the Dafa component. Other types of body part contain [two
compopents, Parameters and Data. The Parameters component, if defined, comprises information items that desdribe

the information object the body part represents, and typically contains format and control parameters. The Data
component is the information object itself.

7.3.1 Extended Body Part

Every body part type defined in this Specification is defined as an instance of the Extended Body Part Type
information object class. Every body part type defined elsewhere shall be defined in the same way.

EXTENDED-BODY-PART-TYPE ::= CLASS {
&parameters TYPE-IDENTIFIER OPTIONAL,
&data TYPE-IDENTIFIER }
WITH SYNTAX { [PARAMETERS &parameters,) DATA &data}
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An instance of the Extended Body Part Type information object class defines, by means of its &parameters field, the
type of the data value that is represented by the Parameters component of such a body part, and the Object Identifier that
identifies this Parameters component. The presence of the &parameters field implies the presence of the Parameters
component in every instance of that specific extended body part type; its omission implies the absence of the Parameters
component in every instance.

An instance of the Extended Body Part Type information object class also defines, by means of its &data fieid, the type
of the data value that is represented by the Data component of such a body part, and the Object Identifier that identifies
this Data component. The Object Identifier identifies the encoding rules for the body part. Those body parts whose types
are defined in this Specification shall be encoded using ASN.1’s basic encoding rules.

Specific Extended body part types may be defined by users to convey any type of information object. The definitions
in7.4.11, 7.4.12, 7 4 14 and 7 4.15 glve examples where the mformatlon Ob_]CCt is an ASN.1 Type, while the examples
bels hov ; ; ; : y

appropriate where the recipient’s UA will be conﬁgured to invoke a process to render that body part, but where the
requirement is to move information into the recipient’s filestore the File Transfer body part (see 7.4.12)Gnay be more
appropriate.

Examples

An|organization has two products for which it wishes to define Extended body parts. Its {Simple Spreadsheet] uses a
single file of octets for its data, while its "Whizzbang Wordprocessor' always uses two related data files of octets

(e.g. one for format proforma, and one for the text using these proforma). The organization has obtained a branch of the
Object Identifier tree from its national registration authority, called here local-object-identifier.

22822200 200 AT0IRR IS QUL IEASH a0l QUIVIY, L&l NCIC [0LRI-0OjEL=IGoNIYIC!

Th¢ following definition is an Extended body part for the 'Simple Spreadsheet'.data file, and the same object identifier
( {flocal-object-identifier 1 } ) can be used for its Encoded Information Type;

simple-spreadsheet-body-part EXTENDED-BODY-PART-TYPE ;= {
DATA  { OCTET STRING IDENTIFIED BY { local-object-identifier 1} } }

The¢ foliowing definition is an Extended body part for the ‘Whizzbang Wordprocessor' data files, with thel format
prdforma file being placed in the Parameters component and, the text file in the Data component. The sam¢ object
identifier as used for the Data component ( { local-object-identifier 3 } ) can be used for its Encoded Information|Type:

whizzbang-wordprocessor-body-part EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS { OCTET STRING IDENTIFIED BY {local-object-identifier 2 } },
DATA { OCTET STRINGIDENTIFIED BY {local-object-identifier 3 } } }

NOTES

1 This body part type enables thé\exchange of information objects of all kinds, each kind unambiguously identified.
This unambiguous identification relies upon.the use of Object Identifiers. Object Identifiers are easily obtained, e.g. by|national
bodies and private organizations. It is desirable that the identification is also unique, and anyone defining a data format is en¢ouraged
to define and publicize an Extended bddy:part for that format in order to remove the likely non-uniqueness if such definitionlis left to
the|users of that data format.

2 If an Extended-body part has a Parameters component, its Object Identifier is allocated at the same time and by the
sanje naming authority as that for the Data component, and must be different to it.

3 When asnew Extended body part type and a new Encoded Information Type are defined and have a onk to one
relgtionship, then the same“Object Identifier may be used for the data component and the Encoded Information Type.

4  Like body parts of other types, an Extended body part may be subjected to conversion. However, specificatipn of the
corjversion algorithms may be outside the scope of Recommendation X.408.

7.32 Body Part Encoding
E

&8

th-body part present in the Body of an IPM is represented as follows:

BodyPart ::= CHOICE {
basic CHOICE {

ia5-text [0] IAS5TextBodyPart,
g3-facsimile [3] G3FacsimileBodyPart,
g4-class1 [4] G4Class1BodyPart,
teletex [5] TeletexBodyPart,
videotex [6] VideotexBodyPart,
encrypted [8] EncryptedBodyPart,
message [9] MessageBodyPart,
mixed-mode [11] MixedModeBodyPart,

bilaterally-defined [14] BilaterallyDefinedBodyPart,
nationally-defined [7] NationallyDefinedBodyPart },
extended [15] ExtendedBodyPart}

ITU-T Rec. X.420 (1996 E) 13
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All body part types are divided into two classes as follows:

An instlance of the extended body part contains an information object whose semantics and abstract syntax are den
by the Object Identifier which the body part carries. It has Parameters and Data components.

The Pdrameters and Data components correspond to fields of the Extended Body Part)Type information object d

(see 7.7
Annex

body p4
Text bq
ISO/IE(
avoided

event may alter a body part’s type.

were d¢g

Externgl is identical with that of Type-Identifier: However, to accommodate the case where the octet-aligned encoding alternati

used, a
receptig

a) basic: Denoted by an integer (an ASN.1 context-specific tag).

All basic body part types are defined in this Specification. Each basic body part type also has an

equivalent extended body part definition.

b) extended: Denoted by an Object Identifier.

Some extended body part types are defined in this Specification. Some are defined in other
Recommendations | International Standards (e.g. the ODA body part defined in ITU-T Rec. T.411 |
ISO/IEC 8613-1). Others may be defined by users. The extended body part type enables the exchange of

information objects of any kind, each kind unambiguously and uniquely identified.

ExtendedBodyPart{EXTENDED-BODY-PART-TYPE:IPMBodyPartTable} ::= SEQUENCE {
parameters [0] INSTANCE OF TYPE-IDENTIFIER OPTIONAL,
data INSTANCE OF TYPE-IDENTIFIER }
(CONSTRAINED BY {-- must correspond to the &parameters field and &dara field
-- of a member of -- IPMBodyPartTable})

.1). Hence each component is defined as an instance of the Type-Identifier information object class
A of ITU-T Rec. X.681 | ISO/IEC 8824-2).

NOTES

1 In Recommendation X.420 (1984), context-specific tags 1 and 10 denote Telex and Simple Formattable Docuj
rts, respectively, which are no longer defined. In ISO DP 9065, context-specific tags 12 and 13 denote ODA and ISO
dy parts, respectively, which are no longer defined. In Recommendation X.420 (1984), CCITT Rec. X.420 (1988),
" 10021-7:1990, context-specific tag 2 denotes the Voice basic body part which is no longer defined. These tags, thereforg
in BodyPart.

2 Under some circumstances, an IPM may be subjected to conversion while in transit between users. Such a transm

3 The basic body part types exist for purely historical reasons, predating the extended body part type.

4  In editions of this Specification published before 1994, the Parameters and Data components of extended body
fined as Externals. When the single-ASNi-type encoding alternative of the External is used, the value of the encoding

n associated type for the representation of the extended body part may be used on origination, and should be supporte]
n. This associated type is assumed.to be defined in an environment of EXPLICIT TAGS:

SEQUENCE {
parameters [0} IMPLICIT SEQUENCE {
direct-reference EXTENDED-BODY-PART-TYPE.&parameters.&id,
encoding’CHOICE {
single-ASN1-type [0] EXTENDED-BODY-PART-TYPE.&parameters.&Type,
octet-aligned [1] IMPLICIT OCTET STRING } } OPTIONAL,
data [UNIVERSAL 8] IMPLICIT SEQUENCE {
direct-reference EXTENDED-BODY-PART-TYPE.&data.&id,

If the Parameters or Data component is defined as an Octet String, or comprises octet-aligned data not defined using
, its encoding may occupy either the single-ASN1-type alternative (as an explicitly tagged Octet String) or the
ligned alternative (as an implicitly tagged Octet String). Otherwise, the encoding should occupy the single-ASN1-

ASN.1
octet-a

encoding CHOICE {

T
X EYPS

octet-aligned [1] IMPLICIT OCTET STRING } } }

type alternative.

7.4

Standard Body Part Types

The standard body part types defined in this Specification are enumerated below.

14
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7.4.1 TAS Text

An IAS Text body part represents IA5 text. It has Parameters and Data components.

TIAS5TextBodyPart ::= SEQUENCE {
parameters IASTextParameters,
data IASTextData}

iaS-text-body-part EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS {IASTextParameters IDENTIFIED BY id-ep-ia5-text},
DATA {IASTextData IDENTIFIED BY id-et-ia5-text} }

TASTextParameters ::= SET {
repertoire [0] Repertoire DEFAULT ia5}

IASTextData ::= JA5String

The| Parameters component comprises the following parameters:
-~ Repertoire (D /45): Identifies the character set to which the Data component is constrained.

Repertoire ::= ENUMERATED {
ita2(2),
ia5 (5)}

This parameter may assume any one of the following values:
1)  ITA2: The Data component shall be limited to the ITA2 (i.€; Telex) character set.

i1) IA5: The Data component may draw upon the full IA5¢character set.

The Data component is the text, an IAS String. It may contain lines.of‘any length. Whenever the component is r¢gndered

(e.g displayed to or printed for a user), all (rather than only a part)\of the text must be communicated (e.g. lines ay be
folded but shall not be truncated).

NOTE —Many terminals have a maximum line length 6£80 characters. Therefore, lines that do not exceed that lepgth are
mos likely to be satisfactorily rendered (e.g. are most likely to avoid being folded).

7.4.2 G3 Facsimile

A (3 Facsimile body part represents Group 3 facsimile images. It has Parameters and Data components.

G3FacsimileBodyPart ::= SEQUENCE {
parameters G3EacsimileParameters,
data G3FacsimileData}

g3-facsimile-body-part. EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS {G3FacsimileParameters IDENTIFIED BY id-ep-g3-facsimile},
DATA {G3FacsimileData IDENTIFIED BY id-et-g3-facsimile} }

G3FacsimileParameters ::= SET {
number-of-pages [0] INTEGER OPTIONAL,
non-basic-parameters [1] G3FacsimileNonBasicParameters OPTIONAL}

G3FacsimileData ::= SEQUENCE OF BIT STRING

The Paraneters CoMmponeTt COmprises e {01 0OWing paraneters:

a) Number-of-pages (O): Identifies the number of pages of Group 3 facsimile data present in the Data
component. A non-negative Integer.

b) Non-basic-parameters (C): Identifies the non-basic parameters (NBPs) for Group 3 facsimile that
characterize the Data component. A G3 NBPs descriptor.

This conditional parameter may be absent if the data component is of basic G3 Facsimile type. If the data
component is of a non-basic type, it shall be present if (but not only if) the Body contains two or more G3
Facsimile body parts. The absence of this parameter when the data component is of a non-basic type is
discouraged.

NOTE 1 - Its absence in these conditions provides compatibility with Recommendation X.420 (1984).
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The Data component is the facsimile images, a Sequence of Bit Strings, each encoding a single page of Group 3
facsimile data as dictated by Recommendation T.4, but filled out to a multiple of 8 bits with additional zero bits, and
with each group of 8 bits reversed such that, for each page of the T.4 data:

— the Ist bit in the T.4 data becomes the 8th bit in the G3FacsimileData bit string;
—  the 8th bit in the T.4 data becomes the 1st bit in the G3FacsimileData bit string;
—  the 9th bit in the T.4 data becomes the 16th bit in the G3FacsimileData bit string;
—  the 16th bit in the T.4 data becomes the 9th bit in the G3FacsimileData bit string, etc.
The Return-To-Control signal (defined in Recommendation T.4) shall be present at the end of each page of T.4 data.

NOTE 2 — The Number-of-pages component identifies the number of elements in the Sequence that constitutes the Data
component and is thus redundant.

NOTE 3 — If the Body comprises a single such body part, its NBPs may (but need not) be conveyed by means of the
envelopje of the message that contains the IPM.

NOTE 4 — Where the body part has been received from a facsimile terminal, the Return-To-Control signal may_be endoded
in the fprm that it was received from the terminal. Where received over an unreliable network, the Return-To-Contrdl signal may be
subject|to error.

NOTE 5 — All of the pages in any one G3 Facsimile body part are required to have the same values for the non-pasic
paramegers. When a message is created containing facsimile data where pages have different valiesfor these paranfeters
(e.g. different paper size) it will be necessary to use a separate body part for each group of adjacent pages that have the same
paramefer values. Except where the originator of the message deliberately requests separate body parts, all consecutive page$ that
have the same parameter values should be placed in a single body part. In particular, when receiving¢pages from a facsimile terminal,
if a new set of parameters are signalled, they should be compared with the parameters of the previous page; a new body part shoyld be
created| only if the parameters have changed.

NOTE 6 — The G3 Facsimile body part is primarily intended for the% conveyance of bitmap graphical |data.
Recommendations T.4 and T.30 provide encodings which could, in principle, allow this body part to be used for a variety of jother
applications (e.g. file-transfer). However, more effective interworking will be achieyed if these data types are encoded using jmore
specifi¢ body parts (such as the file-transfer body part, see 7.4.12), or content-types\(such as EDI-messaging).

7.4.3 G4 Class 1

A G4|Class 1 body part represents a final-form document of.the“sort that is processable by Group 4 Class 1 facsjmile
termirfals. It comprises a Sequence of interchange data elements, defined in ITU-T Rec. T.415 | ISO/IEC 8613-5, which
descripe the document’s layout structure.

G4Class1BodyPart ::= SEQUENCE OF Interchange-Data-Element

g4-class1-body-part EXTENDED-BODY-PART-TYPE ::= {
DATA {G4Class1BodyPart IDENTIFIED BY id-et-g4-class1} }

7.4.4 Teletex

A Telgtex body part represents a Teletex document. It has Parameters and Data components.

TeletexBodyPart ::= SEQUENCE {
parameters TeletexParameters,
data TeletexData}

teletex-body-part EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS {TeletexParameters IDENTIFIED BY id-ep-teletex},
DATA {TeletexData IDENTIFIED BY id-et-teletex} }

TeletexParameters ::= SET {
number-of-pages [0] INTEGER OPTIONAL,

non-basic-parameters [2] TeletexNonBasicParameters OPTIONAL}
TeletexData ::= SEQUENCE OF TeletexString
The Parameters component comprises the following parameters:

a) Number-of-pages (O): Identifies the number of pages of Teletex text present in the Data component. A
non-negative Integer.

b) Telex-compatible (D false): Indicates whether the document in the Data component is telex-compatible.
A Boolean.

If this parameter has the value true, every Teletex String in the Data component shall be restricted to the
ITA?2 character set. No line shall exceed 69 characters in length.
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¢) Non-basic-parameters (C): Identifies the NBPs for Teletex that characterize the Data component. A
Teletex NBPs descriptor.

This conditional parameter may be absent if the data component is of basic Teletex type. If the data
component is of a non-basic type, it shall be present if (but not only if) the Body contains two or more
Teletex body parts. The absence of this parameter when the data component is of a non-basic type is
discouraged.

NOTE 1 - Its absence in these conditions provides compatibility with Recommendation X.420 (1984).

The Data component is the document, a Sequence of Teletex Strings, each of which encodes one of its pages. The text of
every page (including the first page of the document) shall be introduced either by Form Feed and Carriage Return or by
Carriage Return and Form Feed. This sequence shall be preceded by Identify Graphic Subrepertoire under the conditions
stated in Recommendation T.61.

= =of= Tdemti MeEnts in the Sequence that constitutes the Data
component, and is thus redundant.

NOTE 3 - If the Body comprises a single such body part, its NBPs may (but need not) be conveyed by-meanq of the
envefope of the message that contains the IPM.

NOTE 4 - The initial Form Feed and Carriage Return on each page of a Teletex document® is requifed by
Recgmmendation T.61.

7.4.5 Videotex

A V}deotex body part represents Videotex data. It has Parameters and Data components.

VideotexBodyPart ::= SEQUENCE {
parameters VideotexParameters,
data VideotexData}

videotex-body-part EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS ({VideotexParameters IDENTIFIED BY id<ep:videotex]},
DATA {VideotexData IDENTIFIED BY id-et-videotex} }

VideotexParameters ::= SET {
syntax [0] VideotexSyntax OPTIONAL}

VideotexData ::= VideotexString

The [Parameters component comprises the following parameters:

—  Syntax (O): Identifies the syntax of the Data component. In the parameter’s absence, the syntax shall be
considered unspecified.

VideotexSyntax ::= INTEGER{
ids 0),
data-syntax1 1)
data-syntax2 (2),
data-syntax3/~ ~(3)}

This parameter may assume any one of the following values, each of which denotes as follows one|of the
Videotex syntaxes defined in Recommendations T.100 and T.101:

1)  ids~TFhe IDS syntax.

ii)._data-syntax1: Data Syntax 1.
ill) data-syntax2: Data Syntax 2.
iv) data-syntax3: Data Syntax 3.

The |Data component is the Videotex data, a Videotex String. It shall conform to the Videotex svntax denated y the
Syntax parameter.

7.4.6 Encrypted

An Encrypted body part represents the result of encrypting a body part of a type defined by this Specification. It has
Parameters and Data components.

EncryptedBodyPart ::= SEQUENCE {
parameters EncryptedParameters,
data EncryptedData}

encrypted-body-part EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS {EncryptedParameters IDENTIFIED BY id-ep-encrypted},
DATA {EncryptedData IDENTIFIED BY id-et-encrypted} }
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EncryptedParameters ::= SET OF ENCRYPTED-PARAMETERS.&Type -- for future standardization
ENCRYPTED-PARAMETERS ::= CLASS {&Type}
EncryptedData ::= BIT STRING -- for future standardization

The parameters of such a body part, and the encryption technique that those parameters might identify and parameterize,
may be the subject of future standardization.

The Data component is the encrypted body part, a Bit String. The bits of the Bit String shall encrypt a data value of
(ASN.1) type BodyPart encoded in accordance with the Basic Encoding Rules of ITU-T Rec. X.690 | ISO/IEC 8825-1.

7.4.7 Message

A MesJage body part represents an IPM and, optionally, its delivery envelope. It has Parameters and Data components.

MessageBodyPart ::= SEQUENCE {
parameters MessageParameters,
data MessageData}

message-body-part EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS {MessageParameters IDENTIFIED BY id-ep-message},
DATA {MessageData IDENTIFIED BY id-et-message} }

MessageParameters ::= SET {
delivery-time [0] MessageDeliveryTime OPTIONAL,
delivery-envelope [1] OtherMessageDeliveryFields OPTIONAL}

MessageData ::= IPM

The Pafameters component comprises the following parameters:

a) Delivery-time (O): The date and time the IPM was\delivered. The presence of this component in the
absence of the Delivery-envelope component is discouraged.

b) Delivery-envelope (O): The IPM’s other message delivery fields. The presence of this component ir] the
absence of the Delivery-time component is\discouraged.

The D4ta component is the IPM.
Includ]ng one IPM in another, as described inthe present clause, is called forwarding that IPM. The enclosing IPM is
called the forwarding IPM, the enclosed IPMthe forwarded IPM.
NOTES

1 The possible future inclusion of a message identifier in the Parameters component may be the subject of fhiture
standarflization. Its present omission-provides compatibility with Recommendation X.420 (1984).

2 That the IPM and purported delivery envelope of a Message body part are, in any sense, genuine is unverified.
7.4.8 Mixed-mogde

A Mixed-mode{body part represents a final-form document of the sort that is processable by mixed-mode Teletex
terminpls and“Group 4 Classes 2 and 3 facsimile terminals. It comprises a Sequence of interchange data elemgnts,
definefl indTU-T Rec. T.415 | ISO/IEC 8613-5, which describe the document’s layout structure.

—MixedMuodeBodyPart —=SEQUENEE-OF Interchange-Data-Element

mixed-mode-body-part EXTENDED-BODY-PART-TYPE ::= {
DATA {MixedModeBodyPart IDENTIFIED BY id-et-mixed-mode} }

7.4.9 Bilaterally Defined

A Bilaterally Defined body part represents an information object whose semantics and abstract syntax are bilaterally
agreed by the IPM’s originator and all of its potential recipients. It comprises an Octet String.

BilaterallyDefinedBodyPart ::= OCTET STRING
bilaterally-defined-body-part EXTENDED-BODY-PART-TYPE ::= {
DATA {BilaterallyDefinedBodyPart IDENTIFIED BY id-et-bilaterally-defined} }
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NOTE - The use of this body part type is discouraged. It predates the Extended body part type and is retained for
backward compatibility with Recommendation X.420 (1984). The Extended body part type provides the same capabilities and more,

and its use is preferred, e.g. because such use clearly distinguishes between the body parts defined by one community of users and
those defined by another.

7.4.10 Nationally Defined
A Nationally Defined body part represents an information object whose semantics and abstract syntax are nationally
defined by a country whose identity is bilaterally agreed by the IPM’s originator and all of its potential recipients. It

comprises an Any.

NATIONAL-BODY-PARTS ::= CLASS {&Type}

T
= & Fype
-- Provided for Historic reasons. Use is strongly deprecated.

nationally-defined-body-part EXTENDED-BODY-PART-TYPE ::= {
DATA {NationallyDefinedBodyPart IDENTIFIED BY id-et-nationally-defined} }
NOTES

1 This body part type is intended for use in domestic communication where the country in\question is implicitly that of
the priginator and all of the potential recipients.

2 The use of this body part type is discouraged. It predates the Extended body .part.type and is retained for bpckward

-y amn

conjpatibility with Recommendation X.420 (1984). The Extended body part type provides th€'same capabilities and more, and its use
is preferred, e.g. because such use clearly distinguishes between the body parts defined by©ne-Country and those defined by arjother.

7.4]11 General Text

A (General Text extended body part represents character text of)a“general nature. It has Parameters arld Data
components.

general-text-body-part EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS {GeneralTextParameters IDENTIFIED BY id-ep-general-text},
DATA {GeneralTextData IDENTIEIED BY id-et-general-text} }
GeneralTextParameters ::= SET OF CharacterSetRegistration

GeneralTextData ::= GeneralString
The¢ Parameters component comprises a.list of the character set registrations that are or may be present in the Data
component. Each character set is represented by the registration number defined in the registration of that charatter set,

reglistered in accordance with ISQ2375.

The¢ implicit character sets~(registration numbers 2 and 1) specified by the ASN.1 Basic Encoding Rules shpuld be
present in the Parameters(component if they are used.

CharacterSetRegistration ::= INTEGER (1..32767)

Thg Data component comprises a single General String. Character set designators other than those for charagter sets
defined inthe Parameters component shall not be used.

Eagh-Géneral String shall be encoded using 8-bit encoding (not 7-bit).

Within the Data component, lines may be of any length. Whenever the component is rendered (e.g. displayed to or
printed for a user), all (rather than only a part) of the text must be communicated (e.g. lines may be folded but shall not
be truncated).

For this extended body part type, extended EITs are defined [for the purposes of item c) of 20.4], as follows. One EIT is
used for each character set the Parameters component has explicitly identified. It is denoted by the Object Identifier
assigned to that character set.

This specification acts as the registration authority for such Object Identifiers, as follows. All the Object Identifiers are
allocated as leaves immediately under the single vertex representing this registration authority (id-cs-eit-authority). The
Object Identifier component identifying the character set represented by the leaf is the registration number of that
character set as allocated in accordance with ISO 2375.
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Example — The extended EITs for Latin Alphabet No. 1 (ISO 8859-1) are {id-cs-eit-authority 1} for the CO set,
{id-cs-eit-authority 6} for the GO set and {id-cs-eit-authority 100} for the G1 set.
NOTES

1 It is preferred that the list of characters sets within the Parameters component includes only the registration numbers
of those character sets which are actually used within the Data component.

2 The ASN.1 Basic Encoding Rules (ITU-T Rec. X.690-Series | ISO/IEC 8825) provide default character sets
designated and invoked for GO and CO. These rules require that any other character set designators are inserted within the encoding of
the General String. However, since different editions of these rules specify different defaults, it is recommended that all required
G sets (even sets 2 or 6 for IAS) are explicitly designated. The G sets then have to be invoked using locking shift or single shift
control functions.

3 The registration numbers and the associated escape sequences for the character set designators are defined in the ISO
International Register of Coded Character Sets To Be Used With Escape Sequences. This is the register established in accordance
with ISO 2375.

7.4.12 | File Transfer

A File Transfer body part represents an information object used to convey the contents, and optionally the attributes| of
a stored file. The file transfer body part is based on the file model defined in ISO 8571-2. It has Paraméters and Data
comporjents.

file-transfer-body-part EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS (FileTransferParameters IDENTIFIED BY id-ep-file-transfer},
DATA (FileTransferData IDENTIFIED BY id-et-file-transfer} }

FileTransferParameters ::= SEQUENCE {
related-stored-file [0] RelatedStoredFile OPTIONAL,
contents-type [1] ContentsTypeParameter DEFAULT document-type:
{ document-type-name {iso standard 8571 doCument-type (5)
unstructured-binary (3)} },

environment [2] EnvironmentParameter OPTIONAL,
compression [3] CompressionParameter OPTIONAL,
file-attributes [4] FileAttributes OPTIONAL,
extensions [S] ExtensionsField OPTIONAL }

FileTransferData ::= SEQUENCE OF EXTERNAL

-- This conveys a sequence of data values representing file contents;

-- The rules for generating this sequence are implied by the value of the contents-type parameter.
-- If the data values are a sequence of values of ASN. 1 type Octet String, or a sequence of octet-aligned values
-- not defined using ASN. 1, then the encoding of each data value in the External may occupy either the
-- single-ASNI-type alternative (as an explicitly tagged Octet String) or the octet-aligned alternative (as
-- an implicitly tagged Octet String), Othérwise, the encoding should occupy the single-ASNI-type alternative.
NOTE — A number of elements of the FileTransferParameters are of type GraphicString. The ASN.1 Basic Encoding Ryles
specify that the encoding for these strings may include ISO/IEC 2022 escape sequences to designate and invoke graphic charafter
sets. A default GO set is provided, but any-ether G sets that are required must be explicitly designated and invoked. This requires fhat
implementations accept on reception various combinations of escape sequences and/or shift functions even if only IAS characters|are
supported. On origination, it is recommended that the default is ignored and that all required sets are explicitly designated pnd
invoked sing the appropriate escape sequences and locking shift functions. For implementations wishing to originate IA5 characters,
it is reconmended that character, s€b6 be invoked and designated (the octets required to achieve this are ESC, 2/8, 4/2, LS0).

7.4.12.1 Related Stored File parameter

The Related Stored File parameter indicates to the recipient any intended relationship between the file in this body pgart
and any file(s) held by the recipient. Stored files may be identified either by pathname or by reference to previous MHS
messagges sent;Explicit relationships with stored files that may be indicated include:

—- ' unspecified;

anew file may be created using the contents in this body part;

the contents of an existing file may be replaced by the contents in this body part;

—  an existing file may be extended using the contents of this body part.
The syntax for this parameter is:

RelatedStoredFile ::= SET OF SEQUENCE {
file-identifier FileIdentifier,
relationship Relationship DEFAULT explicit-relationship: unspecified }

Fileldentifier ::= CHOICE {
pathname-and-version [0] PathnameandVersion,
cross-reference [1] CrossReference }
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PathnameandVersion ::= SEQUENCE {
pathname [0] Pathname-Attribute,
file-version [1] GraphicString OPTIONAL}

CrossReference ::= SEQUENCE {
application-cross-reference [0] OCTET STRING,
message-reference [1] MessageReference OPTIONAL,
body-part-reference [2] INTEGER OPTIONAL }

MessageReference ::= SET {
user [0] ORName OPTIONAL,
-- Defined in 8.5.5 of ITU-T Rec. X.411 | ISO/IEC 10021-4
user-relative-identifier [1] PrintableString }

Th¢
seq|

element shall be the file name and the remaining elements shall be concatenated‘to-represent the file name prefix.

A1

Relationship ::= CHOICE {
explicit-relationship [0] ExplicitRelationship,
descriptive-relationship [1] GraphicString }

ExplicitRelationship ::= INTEGER {
unspecified (0),
new-file 1),
replacement (2),
extension (3)}

pathname option is intended for use in a manner consistent with ISO 8571-2, as\amended by Amendment |

uence of elements, each of which represents a name component. When more-than one element is encoded,

NOTE 1 -ISO 8571-2/Amd.1 renamed the “filename” attribute in ISO 857132 to the “pathname” attribute.

hessage reference has the following components:

a) User (C): Identifies the user who originated the, referenced message. One of the user’s OR-nam|
conditional component shall be present unless the reference is an IPM identifier which does not ¢
User component.

Itisa
the first

es. This
bntain a

b) User-relative-identifier (M): Unambiguously identifies a message, distinguishing it from all other

messages that the user who is identified by the User component originates. A Printable String
zero to a prescribed number of characters. A length of zero is discouraged.

NOTE 2 — The MessageReference shares-the same value set with the IPMIdentifier, EDIMIdentifier and VMI

He

A body part reference uniquely identifies a body part within a message. It is for use when referencing a messag

CO

7.412.2 Contents Type parameter

Th

which is necessary if the' complete file structure and semantics are to be maintained during the transfer of the file.

ce a file transfer body part is capable of referencing IPM, EDIM or VM messages.

tent type which includes body part references.

e Contents Type parameter indicates the abstract data types of the contents of the file and the structuring infq

ContentsTypeParameter ::= Contents-Type-Attribute

Contents-Type-Attribute ::= CHOICE {
document-type [0] SEQUENCE {

of from

Hentifier.

e with a

rmation

document-type-name Document-Type-Name,
- parameter——————————— 0} DPOCEMENT-PARAMETER-&Type- OPFHIONAL;—

-- The actual types to be used for values of the parameter field

-- are defined in the named document type.

constraint-set-and-abstract-syntax [1] SEQUENCE {
constraint-set-name Constraint-Set-Name,
abstract-syntax-name Abstract-Syntax-Name } }

Document-Type-Name ::= OBJECT IDENTIFIER
DOCUMENT-PARAMETER ::= CLASS {&Type}
Constraint-Set-Name ::= OBJECT IDENTIFIER

Abstract-Syntax-Name ::= OBJECT IDENTIFIER
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;1

he value is cither a document-type name {optionally with parameters of type ANY) or a pair of abstract syntax name
d onstraint set name. Each of these names is an Object Identifier
The concepts of document-type and constraint set are described fully in ISO 8571-1 and ISO 8571-2. Examples of
document types which may be used in this body part are:
a) unstructured text file (FTAM-1)
b) unstructured binary file (FTAM-3);
¢) sequential binary file (FTAM-4)
7.4.12.3 Environment parameter
The Environment parameter describes the environment (e.g. machine, operating system, and application) from which the
file origlinated. It has the following syntax

pp catlon-re erence [0] Generalldentlﬁer OPTIONAL,
machine [1] Generalldentifier OPTIONAL,

. no_cvatam M ORIECT INENTIEFTER OPTIONAI

opera atlus-nyatc o] QDo 2 2N 2 222U O 2 2VINAL,

user-vnsnble-strmg [3] SEQUENCE OF GraphicString OPTIONAL }

Generalldentifier ::= CHOICE {

registered-identifier [0] OBJECT IDENTIFIER,
descriptive-identifier [1] SEQUENCE OF GraphicString }

The application-reference field is intended to be used for identifying application programs and versions. The machine
field is [intended to be used for executable code modules to indicate hardware platforms. The operating-system field is
intendefl to be used to identify the operating system of the processor from which the file originated.

P
>

.12.4 Compression parameter

The Compression parameter describes the compression type if the file.is transferred in a compressed mode.

CompressionParameter ::= SEQUENCE {
compression-algorithm-id [0]
COMPRESSION-ALGORITHM. &id ({CompressionAlgorithmTable}),
compression-algorithm-param [1]
COMPRESSION-ALGORITHM. & Type ({CompressionAlgorithmTable} {@compression-algorithm-id})}

COMPRESSION-ALGORITHM ::= TYPE-IDENTIFIER
CompressionAlgorithmTable COMPRESSION-ALGORITHM ::={... }

7.4.12.5 File Attributes parameter
The File Attributes parameter conveys values of any of a set of optional file attributes. When the recipient is to credte a
new filk, these values are to be used in establishing the initial file attributes.

NOTE - Transfer ,of\an attribute value to a recipient should be interpreted as a request only; no particular recipient
behaviour is guaranteed as.a-result.

The filk attributes are'‘technically aligned with ISO 8571-2. The semantic descriptions of these attributes in ISO 8571-2
take pfecedence{over the abbreviated descriptions given below. The file attributes which can be conveyed in |this
paramgter are:

—\ ' pathname;

—  permitted actions,

—  storage account;

— date and time of creation;

—  date and time of last modification;

— date and time of last read access;

—  date and time of last attribute modification;
— identity of creator;

—  identity of last modifier;

—  identity of last reader;
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—  identity of last attribute modifier;
— availability;

—  object size;

—  future object size;

—  access control;

—  legal qualifications;

—  private use;

—  attribute-extensions.

Thesymtaxforthe fiteattributes parameter Isas follows:
FileAttributes ::= SEQUENCE {

pathname Pathname-Attribute OPTIONAL,
permitted-actions [1] Permitted-Actions-Attribute OPTIONAL;
storage-account [3] Account-Attribute OPTIONAL,
date-and-time-of-creation [4] Date-and-Time-Attribute OPTIONAL,
date-and-time-of-last-modification [5] Date-and-Time-Attribute OPTIONAL,
date-and-time-of-last-read-access [6] Date-and-Time-Attribute OPTIONAL,
date-and-time-of-last-attribute-modification [7] Date-and-Time-Attribute OPTIONAL,
identity-of-creator [8] User-Identity-Attributé OPTIONAL,
identity-of-last-modifier [9] User-Identity-Attribute OPTIONAL,
identity-of-last-reader [10] User-Identity-Attribute OPTIONAL,
identity-of-last-attribute-modifier [11] User-Identity-Attribute OPTIONAL,
object-availability [12] Object-Availability-Attribute OPTIONAL,
object-size [13] Object-Size-Attribute OPTIONAL,
future-object-size [14] Object-Size-Attribute OPTIONAL,
access-control [15] Accéss-Control-Attribute OPTIONAL,
legal-qualifications [16], .Legal-Qualification-Attribute OPTIONAL,
private-use [17] “Private-Use-Attribute OPTIONAL,
attribute-extensions [22] Attribute-Extensions OPTIONAL }

Th¢ types of all the above components are defined below or imported from ISO 8571-4.

7.4{12.5.1 Pathname attribute
Th¢ pathname attribute provides a file name.

Pathname-Attribute ::= CHOICE/
incomplete-pathname [0] Pathname,
complete-pathname [23] Pathname }

7.412.5.2 Permitted actions attribute

The permitted actions attribute indicates the set of actions that can be performed on the file.

7.4.12.5.3 Storage.account attribute
ThE storage.dccount attribute identifies the accountable authority responsible for accumulated file storage chargeg.

Account-Attribute ::= CHOICE {
no-value-available [0]NULL,

adiaatac nartial ca t ofthic attrihyto
Hateates-parfat-SHppori-of- Hts-Grio €

actual-values Account }

Account ::= GraphicString

7.4.12.5.4 Date and time attributes

The date and time of creation attribute indicates when the file was created.

The date and time of last modification attribute indicates when the contents of the file were last modified.
The date and time of last read access attribute indicates when the contents of the file were last read.

The date and time of last attribute modification attribute indicates when the attributes of the file were last modified.
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7.4.12.5.5 Identity attributes

The identity of creator, identity of last modifier, identity of last reader, and identity of last attribute modifier attributes

identify the user(s) who created, last modified, and last read the file.

User-Identity-Attribute ::= CHOICE {
no-value-available [0] NULL,
-- Indicates partial support of this attribute.
actual-values User-Identity }

User-Identity ::= GraphicString

7.4.12.5.6 Availability attribute

The availability attribute indicates whether the file had (or should have) immediate or deferred availability (e.g. whether

it was stored on permanently mounted or demountable storage media).

7.4.12.5.7 Object size attributes

The pbject size attribute is set to the nominal size in octets of the complete file.

The [future object size attribute indicates the nominal size in octets to which the file may grow as@result of modif;

and gxtension.

7.4.12.5.8 Access control attribute

Thelaccess control attribute defines conditions under which access to the file is valid.

Access-Control-Attribute ::= CHOICE {
no-value-available [0] NULL,
-- Indicates partial suppert of this attribute.
actual-values [1] SET QF Access-Control-Element }
-~ The semantics of this attribute are described in ISO8571-2

Access-Control-Element ::= SEQUENCE {

action-list [0] Access-Request,
concurrency-access [1] Concurrency-Access, OPTIONAL,
identity [2] User-Identity OPTIONAL,
passwords [3] Access-Passwords OPTIONAL,
location [4] Application~Entity-Title OPTIONAL }
Access-Request ::= BIT STRING {
read 0),
insert D,
replace (2%
extend 3),
erase @),
read-attribute ),
change-attribute (6),
delete-object ™}
Access-Passwords ::= SEQUENCE {
read-password [0] Password,
insert-password [1] Password,
replace-password [2] Password,
extend-password [3] Password,
erase-password [4] Password,

L read-attribute-password —[5] Password
y

change-attribute-password [6] Password,

delete-password [7] Password,
pass-passwords [8] Pass-Passwords,
link-password [9] Password }

Password ::= CHOICE { graphic-string GraphicString, octet-string OCTET STRING }

Pass-Passwords ::= SEQUENCE OF Password

Application-Entity-Title ::= SEQUENCE {
ap-title AP-title,
ae-qualifier AE-qualifier }

-- AP-title and AE-qualifier are defined in ITU-T Rec. X.227 | ISO/IEC 8650-1
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7.4.12.5.9 Legal qualifications attribute
The legal qualifications attribute conveys information about the legal status of the file and its use.
7.4.12.5.10  Private use attribute
The meaning of the private use attribute is not defined.
7.4.12.5.11  Attribute extensions

The attribute extensions attribute allows for the inclusion of additional attributes in a manner consistent with
Amendment 1 of ISO 8571-2 and ISO 8571-4.

7.4.12.6 Extensions parameter

The extensions parameter conveys information accommodated by no other parameter of the file transfer body pL.rt. The
syrjtax and usage of this field are the same as those of the extensions heading field specified in 7.2.17.

7.412.7 File Transfer Body Part data
The data component of the body part contains the file contents being transferred.

The syntax for representation of these contents is implied by the contents-type parameter-When this parameter specifies
a document type, the corresponding document type definition describes how to construct a sequence of Extefnals to
corjvey the data values representing the file contents, and identifies the necessary abstract syntax(es). The encdding of
eadh data value in the External is described in 7.4.12. When the contents-type patameter specifies a constraint|set and
abgtract syntax, the contents comprise a sequence of one or more data values from'the identified abstract syntax.

The encoding shall be based on the transfer syntax specified as part of the document type definition, if any, of on the
ASIN.1 basic encoding rules otherwise.

7.412.8 Encoded Information type

For this extended body part type, an extended EIT is defined.[for the purposes of item ¢) of 20.4] by the object identifier
id-git-file-transfer. This value shall be used in all instances 0f'a message containing the File Transfer body part.

Additional EITs may optionally be derived from.gach of the parameter components Contents Type Patameter,
Enyironment Parameter and Compression Parameter. If used, these shall be derived as follows:

a) Ifthe Contents Type Parameter is encoded as document-type or specified by default, the additiondl EIT is
the Object Identifier assigned’to that document type. If the Contents Type Parameter is encpded as
constraint-set-and-abstract-syntax, two additional EITs are defined, having the values of the Object
Identifiers assigned toithe constraint-set-name and abstract-syntax-name.

b) If the Environment Parameter contains an application-reference which is encoded as an Object Idntifier,
the additional EIT)is the Object Identifier assigned to that application.

c) If the Compression Parameter is present, the additional EIT is the Object Identifier assigned to the
compression-algorithm-id.

NOTES

1 When a file-transfer body part is being submitted by a UA which did not originally encode it (e.g. when forwarding a

megsage), the information necessary to encode the additional EITs may not be available. In this case, only the primary EIT id-eit-file-
trafjsfer needs-to be used.

2 The use of additional EITs where the recipient has not registered to allow reception of those EITs will cause
norj-delivery. Practical use of additional EITs will therefore be subject to bilateral agreement between originator and recipien.

7.4.13 Voice

A Voice body part represents speech, or other types of audio data such as music. It has Parameters and Data
components.

NOTE 1 - The voice body part defined here replaces the basic voice body part specified in CCITT Rec. X.420 (1992) |
ISO/IEC 10021-7:1990.

Each instance of this body part in an IPM carries a single voice encoded message. The voice-encoding-type is specified
in the voice parameters component.

voice-body-part EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS {VoiceParameters IDENTIFIED BY id-ep-voice},
DATA {VoiceData IDENTIFIED BY id-et-voice} }
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VoiceParameters ::= SEQUENCE {
voice-message-duration [0] INTEGER OPTIONAL, -- In seconds
voice-encoding-type [1] OBJECT IDENTIFIER,
supplementary-information  [2] IASString OPTIONAL }
VoiceData ::= OCTET STRING

The Parameters component contains the following components:
a) Voice-message-duration (O): The duration of the voice encoded data component in seconds.

b) Voice-encoding-type (M): An object identifier which identifies the voice encoding applied to the data
portion of this body part.

c) Supplementary-information (O): Conveys additional information to advise the recipient of the cont]ent
of the voice encoded data component.

Four values for voice-encoding-type are defined by this Specification to identify voice encodings commonly used with
persona| computers:

a) id-voice-11khz-sample: 1dentifies encoding as 8-bit linear-law samples at a nominal-11 Khz (11 025 Hz)
sampling frequency. Each sample comprises a signed integer value in the range 128 to +127, bearing a
linear relationship to the amplitude of the analogue wave-form. Each sampléds-encoded as a single octet,
containing a 2’s complement representation of the integer value, with theleast significant bit of the value
in the least significant bit of the octet.

b) id-voice-22khz-sample: ldentifies encoding as 8-bit linear-law samples at a nominal 22 Khz (22 050 Hz)
sampling frequency. Each sample comprises a signed integer-value in the range —128 to +127, bearing a
linear relationship to the amplitude of the analogue wave-form Each sample is encoded as a single odet,
containing a 2’s complement representation of the integer.value, with the least significant bit of the vdlue
in the least significant bit of the octet.

¢) id-voice-cd-quality: 1dentifies encoding of 'Compact Disc' quality, as specified in IEC 908. Sampling
occurs at a rate of 44 100 Hz. Each sample comprises two 16-bit values, for left and right channels ¢f a
stereo pair, and is encoded as four octets in'the following order: 8 least significant bits of 'left' chanfel;
8 most significant bits of 'left' channel; 8 least significant bits of 'right' channel; 8 most significant bitj of
'right' channel. Within each octet, the most significant bit of the sample is placed in the most signifigant
bit of the octet, and the least significant bit of the sample is placed in the least significant bit of the oqtet.
The length of the data shall be(a multiple of 4 octets.

d) id-voice-g711-mu-law: ldentifies Pulse Code Modulation (PCM) encoding at 8000 samples/s as specified
in Recommendation G.711, using p-law. Each value specified by G.711 comprises 8 bits; each valu is
encoded as a single ‘octet, with bit No. 1 (polarity bit) of the sample in the most significant bit of the ogtet,
and bit No. 8 (the least significant bit) encoded in the least significant bit of the octet.

NOTE 2 - The ability* of individual implementations to record or replay voice body parts will be limited by hardware
capabilifies. In some cases(the sampling rate will be slightly higher or lower than the nominal rate specified, or interpolation will be
required to match 11 Khz/samples with hardware capable of only 22 Khz.

=]

Two further valuesfor voice-encoding-type are defined to identify voice encodings commonly used in digital telephopy:

A ‘id-voice-g726-32k-adpcm: ldentifies 32 kbit/s Adaptive Differential Pulse Code Modulation (ADP(M)
encoding as specified in Recommendation G.726. The 4-bit code words of the G.726 encoding shal| be
packed into the octets of the OCTET STRING as follows: the first code word is placed in the four least
significant bits of the first octet, with the least significant bit of the code word in the least significant bit
of the octet; the second code word is placed in the four most significant bits of the first octet, with the
most significant bit of the code word in the most significant bit of the octet. Subsequent pairs of code
words shall be packed in the same way into successive octets, with the first code word of each pair placed
in the least significant four bits of the octet. It is preferred that the voice sample be extended with silence
such that the encoded value comprises an even number of code words. However, if the voice sample
comprises an odd number of code words, then the last code word shall be discarded.

b) id-voice-g728-16k-ld-celp: 1dentifies 16 kbit/s Low-Delay Code Excited Linear Prediction (LD-CELP)
encoding as specified in Recommendation G.728. The 10-bit code words of the G.728 encoding shall be
packed into the octets of the OCTET STRING by considering groups of four code words as follows:
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The eight least significant bits of the first code word are placed in the first octet, with the least significant
bit of the code word as the least significant bit of the octet. The two most significant bits of the first code
word are placed in the two least significant bits of the second octet, with the less significant of the bits
from the code word as the least significant bit of the octet. The six least significant bits of the second code
word are placed in the six most significant bits of the second octet, with the most significant bit of those
taken from the code word as the most significant bit of the octet. The four most significant bits of the
second code word are placed in the four least significant bits of the third octet, with the least significant of
the bits from the code word as the least significant bit of the octet. The four least significant bits of the
third code word are placed in the four most significant bits of the third octet, with the most significant bit
of those taken from the code word as the most significant bit of the octet. The six most significant bits of
the third code word are placed in the six least significant bits of the fourth octet, with the least significant
of the bits from the code word as the least significant bit of the octet. The two least significant bits of the

otrth-code-word-are-placed-in-the-twe-mest-significant bits-of the fourth-octet—with-the-mest-significant
bit of those taken from the code word as the most significant bit of the octet. The eight most sighificant
bits of the fourth code word are placed in the fifth octet, with the most significant bit of the(code word as
the most significant bit of the octet.

Subsequent quadruplets of code words shall be packed in the same way into successive groups|of five
octets, with the eight least significant bits of the first code word of each group placed in the first pctet. It
is preferred that the voice sample be extended with silence such that the encoded value comprises a
multiple of four of code words. However, if the voice sample comprises a pumber of code words which is
not a multiple of four, then the last remaining code words (i.e. thos€ in~excess of an exact tpultiple
of four) shall be discarded.

The¢ Data component is the digital encoding of the voice, an Octet String. The eneoding is specified by the valug of the

voife-encoding-type component of the Parameters.

For this extended body part type, extended EITs are defined for the purposes of item c) in 20.4. One EIT is defined for

each voice body part; it comprises the value of the voice-encoding-typé component of the Parameters.

7.4{14

A Report body part represents an MTS Report. It has a Data’component.

Report

report-body-part EXTENDED-BODY-PART:TYPE ::= {
DATA {ReportDeliveryArgument IDENTIFIED BY id-et-report} }

Th¢ Data component is the argument of the MTS Report-delivery abstract-operation (see 8.3.1.2 of ITU-T Rec.[X.411 |

ISQ/IEC 10021-4).

If returned-content is present in the MTS Report, it is a local matter whether it is copied into the report body part.

7.415

NOTE - Forwarding of-delivery reports containing returned content may present a security risk. It is desirable that UAs
generating the report body part provide an option to allow the user to choose whether to include the Returned Content.

Notification

A [Notification body’ part represents an /PN and, optionally, its delivery envelope. It has Parameters afd Data

components.

natification-body-part EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS {MessageParameters IDENTIFIED BY id-ep-notification},
DATA {IPN IDENTIFIED BY id-et-notification} }

The Parameters component is identical to that for a message body part and is defined in 7.4.7.

The Data component is the /PN.

If returned-ipm is present in an NRN, it is a local matter whether it is copied into the notification body part.

NOTE - Forwarding of notifications containing returned IPMs may present a security risk. It is desirable that UAs

generating the notification body part provide an option to allow the user to choose whether to include the Returned IPM.

7.4.16

Forwarded content

A Forwarded Content body part represents a message (not necessarily an IPM) which has been previously transferred
by the MTS. It has Parameters and Data components.

ITU-T Rec. X.420 (1996 E) 27


https://standardsiso.com/api/?name=c33ac2b49e1c2765a435c7113a3dd183

ISO/IEC 10021-7 : 1997 (E)

A family of these body parts is defined, one for each possible content-type. It is therefore possible to forward a message

of any

These

To rea
compo
Identif]
inner-¢

The Pqrameters component comprises the following parameters:

The D

When

message in precisely the form that was\transferred by the MTS.

the cor
these cf

applications their gmission would render the body part useless.

For th
each fi

type, using the appropriate forwarded content body part.

ContentBodyParts EXTENDED-BODY-PART-TYPE ::= {
content-body-part { id-mct-p2-1984 } |
content-body-part { id-mct-p2-1988 } |
content-body-part { id-mct-pedi },
-- any other body part defined by an instance of content-body-part --
we }

body parts are defined using the following template:

content-body-part {ExtendedContentType:content-type} EXTENDED-BODY-PART-TYPE ::= {

P-R\L
DX

{id-ep-content -- concatenated with content-type -- }},
DATA {Content IDENTIFIED BY {id-et-content -- concatenated with content-type -- }} §

ForwardedContentParameters ::= SET {
delivery-time [0] MessageDeliveryTime OPTIONAL,
delivery-envelope [1] OtherMessageDeliveryFields OPTIONAL,
mts-identifier [2] MessageDeliveryldentifier OPTIONAL}

inner-envelope-content-body-part EXTENDED-BODY-PART-TYPE ::=
content-body-part {id-cont-inner-envelope}

a) Delivery-time (O): The date and time the original'message was delivered.
b) MTS-identifier (O): The MTS identifier assigned to the original message.
¢) Delivery-envelope (O): The originalmessage’s other message delivery fields.

hta component is the Content of the original message.

forwarding an IPM, the Message body part (see 7.4.7) should be used unless it is necessary to represen

NOTES

1  An example of(a-case where it may be necessary to use the forwarded content body part to forward an IPM is v
tent of the original message is encrypted or secured by content-integrity-check. Use of the forwarded content body p:
hses allows the recipient to verify the security arguments.

2 While_the components of the parameters are optional (to ease implementation in simple applications), for 1

s extended body part type, extended EITs are defined for the purposes of item c) in 20.4. One EIT is define
brwarded content body part; it comprises the Object Identifier which identifies the Data component.

ize an instance of this family of body parts, the values of Object Identifiers to identify’the Parameters and IData
hents are constructed by concatenating the prefixes id-ep-content and id-et-content.respectively with the Object
er defined for the content-type of the message to be forwarded. For example; to forward a message of| the
nvelope content-type (see ITU-T Rec. X.411 | ISO/IEC 10021-4), the “parameters would be identified by
{ id-ept-content id-cont-inner-envelope } or {26 1111726331 }:

the

here
Irt in

nany

1 for

8

Interpersonal notifications

An Interpersonal Notification (IPN) is a member of a secondary class of information object conveyed between users in
Interpersonal Messaging.

28

IPN ::=SET {
-- common-fields -- COMPONENTS OF CommonFields,
choice [0] CHOICE {
non-receipt-fields [0] NonReceiptFields,
receipt-fields [1] ReceiptFields,
other-notification-type-fields [2] OtherNotificationTypeFields}}
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IPN may take any of the following forms:

a) non-receipt notification (NRN): An IPN that reports its originator’s failure to receive, to accept, or his
delay in receiving, an IPM.

NRN ::=IPN (WITH COMPONENTS {

choice (WITH COMPONENTS { non-receipt-fields PRESENT }) })

b) receipt notification (RN): An IPN that reports its originator’s receipt, or his expected and arranged
future receipt, of an IPM.

RN ::=IPN (WITH COMPONENTS {

cee g

choice (WITH-COMPONENT S receipt=fields PRESENT ) )
c) other notification (ON): An IPN that reports some other event concerning an IPM.
ON ::=IPN (WITH COMPONENTS {
.c.il;ice (WITH COMPONENTS { other-notification-type-fields PRESENT })})

There are no ONs defined in this version of the Specification. Specific uses of ON may be defined in
future versions of this Specification to support extended semantics of an IBN, such as secure notifications.

Th

IPM to which an IPN refers is called the subject IPM. Only a UA to which the subject IPM is actually delivered

sh4ll originate an IPN relating to it, and it shall originate at most one such IPN,which shall be conveyed to the subject

IP

’s originator alone.

An| actual recipient shall originate an IPN only in accordance with the Notification-requests component of the subject
redipient specifier. The subject recipient specifier is that recipient spécifier in the subject IPM’s Heading as a fesult of

which the subject IPM is delivered to that user.

Thg subject recipient specifier is determined by examining the Sequences of recipient specifiers that constjtute the
subjject IPM’s Primary, Copy, and Blind Copy Recipients heading fields. The fields are examined in the order ih which
thely are mentioned in the preceding sentence. Within each field, the specifiers are examined in the order in whjch they

ap

OR
firg
De

in

IPN

fol

Th|

ear there. The subject recipient specifier is the.first one found whose Recipient component has, as its vplue, an
-descriptor whose Formal-name component is present and has, as its value, the value of either the OR-name from the
t element of the redirection-history argument'(if present) or else the this-recipient-name argument of the Message
ivery operation.

NOTE - In the case where the subjéctIPM has been delivered as a result of DL Expansion, an IPN is not generatel. This is

rder to prevent inadvertent disclosure of the membership of the DL (which should be the subject of the DL policy). However,
(s may be generated in the case of Redirection or alias OR -names.

IPN comprises a Set of ififormation items called notification fields (or fields), each of which is of on¢ of the
owing classes:

a) common'field: A notification field applicable to both NRNs and RNs.
b) nonsreceipt field: A notification field applicable to NRNs alone.
c) ~xeceipt field: A notification field applicable to RNs alone.

d). " other notification type field: A notification field applicable to ONs alone.

e structure of an IPN is depicted in Figure 2.

The fields, in each of the above classes, that may appear in an IPN are defined and described below.

8.1 Common fields

The common fields are defined and described below:

CommonFields ::= SET {

subject-ipm SubjectIPMField,

ipn-originator [1] IPNOriginatorField OPTIONAL,
ipm-intended-recipient [2] IPMIntendedRecipientField OPTIONAL,
conversion-eits ConversionEITsField OPTIONAL,

notification-extensions [3] NotificationExtensionsField OPTIONAL}
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Common Field 1

(Aiways) '
|
(If NRN) (If RN)
R Common Fields .
Non-Receipt Field 1 N R Receipt Field 1
Non-Receipt Field n ) Receipt Field n

8.1.1

The ng)ject IPM common field (M) contains the value of-the This IPM field of the subject IPM. It comprises an IPM

identi

8.1.2
The IP

TISO7640-96/d02

Figure 2 — An Interpersonal Notification

Subject IPM

T.
SubjectIPMField ::= IPMIdentifier
IPN Originator

N Originator common field (O) identifies the IPN’s originator. It comprises an OR-descriptor.

IPNOriginatorField ::= ORDescriptor

If the PN’s originator is an intended recipient of the subject IPM, the OR-descriptor above shall be precisely that which

is the

8.1.3

The I}
subjec

alue of the Recipient'component of the subject recipient specifier.
IPM Intended‘Recipient

PM Intended Recipient common field (C) identifies the originally specified recipient which gave rise to
IPM:s delivery to the IPN’s originator. It comprises an OR-descriptor.

IPMIntendedRecipientField ::= ORDescriptor

the

The OR-descriptor above shall be precisely that which is the value of the Recipient component of the subject recipient
specifier.

This conditional field shall be present if, and only if, the OR-address of the IPN’s originator is different from that of the
subject recipient specifier, i.e. when the IPN’s originator received the message as a result of redirection, or where the
subject recipient specifier contained another, non-preferred, O/R address of the same user.

8.14

Conversion EITs

The Conversion EITs common field (C) identifies the EITs of the subject IPM upon delivery to the IPN’s originator. It
comprises an EITs descriptor.

30

ConversionEITsField ::= EncodedInformationTypes
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This conditional field shall be present if, and only if, the IPM was subjected to conversion for delivery to the IPN’s

originator.

8.1.5 Notification Extensions

The Notification Extensions common field (O) allows for future extensions to the IPN.

NotificationExtensionsField ::= SET OF IPMSExtension

Notification extensions for IPMS Security are defined in Annex B. There are no other notification extensions defined in

this version of this Specification.

jf Non-receipt fields
e non-receipt fields are defined and described below.

NonReceiptFields ::= SET {

non-receipt-reason [0] NonReceiptReasonField,

discard-reason [1] DiscardReasonField OPTIONAL,
auto-forward-comment [2] AutoForwardCommentField OPTIONAL,
returned-ipm [3] ReturnedIPMField OPTIONAL,
nrn-extensions [4] NRNExtensionsField OPTIONAL}

8.2.1 Non-receipt Reason

The Non-receipt Reason non-receipt field (M) indicates why the NRN’s(0riginator has not received the sub
(ejven though it was delivered to him).

NonReceiptReasonField ::= ENUMERATED {

ipm-discarded ),
ipm-auto-forwarded (1),
we }

This field may assume any one of the following values:
a) ipm-discarded: The IPM was discarded. This case is further illumined by the Discard Reason fiel

b) ipm-auto-forwarded: The IPM-was auto-forwarded. This case is further illumined by the Autg
Comment field.

82.2 Discard Reason

The Discard Reason non-receipt field (C) indicates why the subject IPM was discarded (subsequent to its d¢
tHe NRN’s originator and {prior to its receipt).

—

YTU-T version:

DiscardReasonField ::= ENUMERATED {

ject [IPM

d.

-forward

livery to

ipm-expired (0),
ipm-obsoleted (1),
user-subscription-terminated  (2),
not-used A3)}
| ISO/IEC version:
DiscardReasonField ::= ENUMERATED {
ipm-expired (0),
ipm-obsoleted ),

user-subscription-terminated  (2),
-- The following value may not be supported by

-~ implementations of earlier versions of this Specification
ipm-deleted A3),
)

ITU-T Rec. X.420 (1996 E)
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This field may assume any one of the following values:

a) ipm-expired: Auto-discard was in effect, expired IPMs were being discarded, and the time identified by

the subject IPM’s Expiry Time heading field had arrived.

b) ipm-obsoleted: Auto-discard was in effect, obsolete IPMs were being discarded, and the Obsoleted IPMs

heading field of another IPM, delivered to the NRN’s originator, identified the subject IPM.

¢) user-subscription-terminated: The Interpersonal Messaging subscription of the NRN’s originator was

terminated.

[ ITU-T version:

| ISO/IEC version:

]

This cqg
of this

8.23

origin
the Pri

d) not-used: Implementations shall not generate this value. However, since this value is used

by

implementations conforming to ITU-T Rec. X.400-Series | ISO/IEC 10021 to indicate ipm-deleted,

messages may be encountered that contain this value.

deletion occurred before the IPM’s status became processed.

Held the reason for discarding is not specified.

Auto-forward Comment

The 1:I|to-forward Comment non-receipt field (C) is information pre-supplied for this purpose by the NRIN’s

table String character set|]. A length of zero is discouraged.
AutoForwardCommentField ::= AutoForwardComment

AutoForwardComment ::= PrintableString (SIZE (0..ub-auto-forward-comment))

d) ipm-deleted: The subject IPM was deleted before receipt occurred. Where a message store is involyed,

nditional field shall be present only if the Non-receipt Reason field has the value ipm=discarded. In the absgnce

or. It comprises a Printable String[ of from zero to a prescribed nuniber of characters (see Annex L), chosen ffom

The vallue of this field shall be precisely the auto-forwards¢omment argument of the Change Auto-forwarding absfract

operati

This cgnditional field shall be present if, and only. if, the Non-receipt Reason field has the value ipm-auto-forwarded

the aut

8.2.4
The R¢

This ¢
compo|
NRN’S
8.2.5

The NI

pn as a result of which the subject IPM was auto-forwarded.

b-forward-comment argument above was,Supplied.

Returned IPM

turned IPM non-receipt field (C) is precisely the subject IPM.

ReturnedIPMField ::=TRM

bnditional field shall\be present if, and only if, ipm-return is among the values of the Notification-reqy
nent of the subjectyrecipient specifier and the subject IPM was not subjected to conversion for delivery to
originator.

NRN Extensions

RIN“Extensions field (O) allows for future extensions to the structure of an NRN.

and

ests
the

NKINEXxtensionskield ::= dSET OF IFM>EXtension

There are no NRN Extensions defined in this version of this Specification.

83

Receipt fields

The receipt fields are defined and described below:

32

ReceiptFields ::= SET {

receipt-time [0] ReceiptTimeField,

acknowledgment-mode [1] AcknowledgmentModeField DEFAULT manual,
suppl-receipt-info [2] SupplReceiptinfoField OPTIONAL,
rn-extensions [3] RNExtensionsField OPTIONAL}
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8.3.1 Receipt Time

The Receipt Time receipt field (M) identifies when the RN’s originator received the subject IPM. It comprises a date
and time.

ReceiptTimeField ::= Time
8.3.2 Acknowledgment Mode

The Acknowledgment Mode receipt field (D manual) identifies the manner in which the RN was originated.

AcknowledgmentModeField ::= ENUMERATED {
manual (0),

e el LI
auntomatc(1)y

This field may assume any one of the following values:

a) manual: The RN was originated by means of the Originate RN abstract operation.
b) automatic: The RN was originated as a result of auto-acknowledgment.

8.3(3 Suppl Receipt Info

The¢ Suppl Receipt Info receipt field (O) gives supplementary information about the réceipt of the subject IPM by the

RN'’s originator. It comprises a Printable String[ of from zero to a prescrbed number of charactars (see
Re¢ommendation X.411), chosen from the Printable String character set|].

SupplReceiptInfoField ::= SupplementaryInformation
8.314 RN Extensions

The RN Extensions field (O) allows for future extensions to the¢structure of an RN.
RNExtensionsField ::= SET OF IPMSExtension

There are no RN Extensions defined in this version of this Specification.

8.4 Other notification type fields

The other notification type fields relate to"an'ON. There are no ONs defined in this version of this Specification.

OtherNotificationTypeFields\::= SET OF IPMSExtension

SHECTION 3. ABSTRACT SERVICE DEFINITION

9 Overview

Th. ection define he abstry ervice tha haracterize nternersonal Me .-- and describes the en 'rnentin
which that service is supplied and consumed. It does both using the abstract service definition conventions of ITU-T

Rec. X.402 | ISO/IEC 10021-2.

This section covers the following topics:
a) Primary object types;
b) Primary port types;
c) Abstract operations;
d) Abstract errors;

€) other capabilities.
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10 Primary object types

The environment in which Interpersonal Messaging takes place can be modelled as an abstract object which is hereafter
referred to as the Interpersonal Messaging Environment (IPME).

When refined (i.e. functionally decomposed), the IPME can be seen to comprise lesser objects which interact by means
of ports.

The lesser objects are referred to as the primary objects of Interpersonal Messaging. They include a single, central

object, the Interpersonal Messaging System (IPMS), and numerous peripheral objects called Interpersonal Messaging
System users (IPMS users).

The structure of the IPME is depicted in Figure 3.

The primary object types are defined and described below. The types of ports by means of which they interact [are
discussg¢d in clause 11.

Origination
]
@ Reception Origination
O

Reception

Management

Management

TISO7590-96\d

1=}

Figure 3~ The Interpersonal Messaging Environment

10.1 Interpersonal‘Messaging System user

An Inferpersonal Méssaging System user (IPMS user) is a user that engages in Interpersonal Messaging. An IfMS
user ofiginates, receives, or both originates and receives information objects of the types defined in Section 2.

ipms-user MHS-OBJECT ::= {
L INITIATES — fipms-access-contract;
ID id-ot-ipms-user }

ipms-access-contract CONTRACT ::= {
INITIATOR CONSUMER OF {origination | reception | management} }

The IPME comprises any number of IPMS users.
NOTES

1 As its name suggests, Interpersonal Messaging is typically an activity of people. Often, therefore, this Specification
uses personal pronouns (e.g. “he”) to refer to IPMS users. This practice, however, is not intended to preclude other, atypical uses of
Interpersonal Messaging in which IPMS users are not people.

2 For brevity, the term “user” is used throughout the rest of this Specification with the meaning of “IPMS user”.
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10.2 Interpersonal Messaging System

The Interpersonal Messaging System (IPMS) is the object by means of which all users communicate with one another
in Interpersonal Messaging.

ipms MHS-OBJECT ::= {
RESPONDS {ipms-access-contract}
ID id-ot-ipms }

The IPME comprises exactly one IPMS.

11 Primary port types

Th¢ primary objects of Interpersonal Messaging are joined to and interact with one another by means of porty. These

ports, which the IPMS supplies, are referred to as the primary ports of Interpersonal Messaging. They are-of the three
typgs defined below.

NOTE —In clause 16 to follow, the IPMS is decomposed into still lesser objects, among which is the\MTS. Thjs fact is
anticipated in the present clause by the inclusion of certain MTS capabilities in the IPMS Abstract Service.

1141 Origination

An|origination port is the means by which a single user conveys to the IPMS messages containing information| objects
of fthe types defined in Section 2. Through such a port the user originates @nterpersonal messages and|receipt
nofffications. In addition, the user may originate probes through such a port.

Th¢ IPMS supplies one origination port to each user (with the exception of indirect users served by PDAUs — see] 16.5).

112 Reception

A yeception port is the means by which the IPMS conveys to &single user messages containing information objects of
the| types defined in Section 2. Through such a port the Giser receives interpersonal messages and interpersonal
noffications. In addition, the user may receive reports throtigh such a port.

The IPMS supplies one reception port to each user.

113 Management

A E:nagement port is the means by which'a single user changes information about himself on file with the IPMS. By
mepns of such a port the user enables and disables auto-discard, -acknowledgment, and -forwarding.

The IPMS supplies one management port to each user (with the exception of indirect users served by PDAUs —
sed 16.5).

12 Abstract.operations

The IPMS Abstract Service is the set of capabilities that the IPMS provides to each user by means of one origination,
ong reception, and one management port. Those capabilities are modelled as abstract operations, which may encounter
abdtract errors when invoked.

ThE abstract operations available at origination, reception, and management ports, respectively, are deﬁTed and
described below. The abstract errors they may prnvnl{P are the thjp(‘t of clause 13

NOTES

1 The IPMS Abstract Service involves neither abstract bind nor abstract unbind operations.

2 The IPMS authenticates (i.e. establishes the identity of) the typical user before offering the IPMS Abstract Service to
him. By this means it can verify, e.g. that the user is an IPMS subscriber. Authentication, where required, is implicit (rather than
explicit) in the definition of the IPMS Abstract Service.

3 The purpose of the IPMS Abstract Service definition is not to prescribe the user interfaces of implementations of
portions of the IPMS, but rather to clarify the meaning and intended use of the information objects of Section 2. A user interface need
not provide commands in one-to-one correspondence to the service’s abstract operations, nor indeed even divide the labour between
the user and the IPMS as the service does. Also, the IPMS Abstract Service definition does not model the facilities provided by a
Message Store.

4 In clause 16 to follow, the IPMS is decomposed into objects among which is the MTS. The present clause reflects this
fact by its inclusion of various MTS-defined information items in the IPMS Abstract Service.
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12.1 Origination abstract operations
The abstract operations available at an origination port are invoked by the user and performed by the IPMS.

origination PORT ::= {
CONSUMER INVOKES  { originate-probe | originate-ipm | originate-rn | originate-on }
1D id-pt-origination }

12.1.1  Originate Probe

The Originate Probe abstract operation originates a probe concerning (a class of) messages whose contents are IPMs.

originate-probe ABSTRACT-OPERATION ::= {
ARGUMENT SET {
content [1] IPM}

RESULT SET {
submission-identifier [0] ProbeSubmissionIdentifier,
submission-time [1] ProbeSubmissionTime}
ERRORS {

subscription-error |
recipient-improperly-specified} }

This alpstract operation has the following arguments:

a) Envelope (M): A probe submission envelope, whose make-up the MTS Abstract Service defines. Thel UA
supplies all but the following envelope components, which the user provides:

i)  the desired per-message options (i.e. per-message indicators ahd extensions);

il) the OR-names of the intended recipients and the per-recipient options (i.e. originator report reqpest,
explicit conversion, and extensions) desired for each.

b) Content (M): An instance of the class of IPM whose deliverability is to be probed.

This abstract operation has the following results:

a) Submission-identifier (M): The probe submission identifier the MTS assigns to the probe.
b) Submission-time (M): The date and time-thie,probe was directly submitted.

12.1.2 Originate IPM

The Ofriginate IPM abstract operation originate§ a8 message whose content is an IPM.

originate-ipm ABSTRACT-OPERATFION ::= {
ARGUMENT SET {
envelope [0] MessageSubmissionEnvelope,
content  [1] APM}

RESULT SET {
submission-identifier [0] MessageSubmissionIdentifier,
submission-time [1] MessageSubmissionTime}
ERRORS ¢{

subscription-error |
recipient-improperly-specified} }

This apstract.operation has the following arguments:

a)> Envelope (M): A message submission envelope, whose make-up the MTS Abstract Service defines.| The

A o allo 0 ope-combonen L Q er-provadecs

0 = ProvIacos

1) the desired per-message options (i.e. priority, per-message indicators, deferred delivery time, and
extensions);

il) the OR-names of the intended recipients and the per-recipient options (i.e. originator report request,
explicit conversion, and extensions) desired for each.

b) Content (M): The IPM being originated. Its Auto-forwarded heading field shall be absent or have the
value false.

This abstract operation has the following results:

a) Submission-identifier (M): The message submission identifier the MTS assigns to the submission.

b) Submission-time (M): The date and time the message was directly submitted.
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.1.3  Originate RN

The Originate RN abstract operation originates a message whose content is an RN.

The user shall not have previously originated an RN in response to the subject IPM, by means of ‘either the

ab

copy received.

Thiis abstract operation has the following arguments:

Thiis abstract operation has the following results:

12
Th

Th

originate-rn ABSTRACT-OPERATION ::= {
ARGUMENT SET {
envelope [0] MessageSubmissionEnvelope,
content  [1] RN}

RESULT SET {
submission-identifier [0] MessageSubmissionIdentifier,
submission-time [1] MessageSubmissionTime}
ERRORS {

subscription-error |
recipient-improperly-specified} }

tract operation or auto-acknowledgment.
NOTE - If more than one copy of the same subject IPM is delivered to a recipient, then an RN.1hdy be originated

UA supplies all but the following envelope components, which th€usér provides:
be that of the subject IPM.

options desired for each.
b) Content (M): The RN being originated.

b) Submission-time (M): The date and time of submission as returned by the MTA.
1.4 Originate ON

e Originate ON abstract operation originates a message whose content is an ON.

originate-on ABSTRACT-ORERATION ::= {
ARGUMENT SET{
envelope ([0 MessageSubmissionEnvelope,
content’ "\ [1] ON}

RESULT SET{
submission-identifier [0] MessageSubmissionIdentifier,
submission-time [1] MessageSubmissionTime}
ERRORS {

subscription-error |
recipient-improperly-specified} }

ere-are'no ONs defined in this Specification.

Th

1-abstract tromhas-thefotowt t
i U}JUI dAllvUll 11adS UIC 1U11UW1115 msmu\.uta.

a) Envelope (M): A message submission envelope, whose make-up the MTS Abstract Service defin
UA supplies all but the following envelope components, which the user provides:

i)  the desired per-message options (i.e. priority, per-message indicators, and extensions);

a) Submission-identifier (M): The message-submission identifier the MTS assigns to the submission.

997 (E)

RN shall be originated only by an actual recipient of the subject IPM of whom an RN is requested by meaJLs of the
Ndtification-requests component of the subject IPM’s subject recipient specifier.

present

for each

a) Envelope (M): A message submission envelope, whose make-up the MTS Abstract Service defipes. The
i)  The desired per-message options (i.e. priority, per-message, indicators, and extensions). Priotity shall

i) The OR-name of the intended recipient (the Originator from the subject IPM) and the per-fecipient

es. The

ii) the OR-name of the intended recipient (the Originator from the subject IPM) and the per-recipient

options desired for each.
b) Content (M): The ON being originated.
is abstract operation has the following results:
a) Submission-identifier (M): The message submission identifier the MTS assigns to the submission.

b) Submission-time (M): The date and time of submission as returned by the MTA.

ITU-T Rec. X.420 (1996 E)
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12.2

Reception abstract operations

The abstract operations available at a reception port are invoked by the IPMS and performed by the user.

purpose j 2 2
messageq is prov1ded mlght include a “Dlsplay IPM” command that enables the user to view the delivered (and perhaps alre

received
comman
Receive

12.2.1

The Regeive Report abstract operation receives a report.

The repprt received may concern any of the following previously originated by the Teport’s recipient:

This ab)

This ab

12.2.2

reception PORT ::= {
SUPPLIER INVOKES { receive-report | receive-ipm | receive-rn | receive-nrn |
receive-on }
ID id-pt-reception }
NOTES

1 As abstractly defined, the IPMS provides no storage for received messages because whether or not it does so for a
particular user has no impact upon that user’s ability to communicate with other users. Thus the provision of storage is a local matter.

2 Elaboratmg upon the above the Recetve IPM abstract operatlon e. g expels an IPM from the IPMS because its

IPM whose IPM identifier he specifies, and that allows him to do so any number of times by repeatedly invoking
|. The first, but not subsequent uses of the command to view a particular IPM represents the concrete realization of
PM abstract operation in such an implementation.

Receive Report

receive-report ABSTRACT-OPERATION ::= {
ARGUMENT SET {
envelope [0] ReportDeliveryEnvelope,
undelivered-object [1] InformationObject OPTIONAL} }

a) a probe concerning a message whose content was an IPM that was originated with the Originate Pr
abstract operation;

b) amessage whose content was an NRN that was originated as a result of auto-discard of auto-forward,

auto-acknowledgment;

d) amessage whose content was an ON that-was originated with the Originate ON abstract operation;

auto-forwarding.

ktract operation has the following arguments:
a) Envelope (M): A report-delivery envelope, whose make-up the MTS Abstract Service defines.
b) Undelivered-object\(C): The content of the message whose status is being reported. An IPM or IPN.

argument shall be absent. If the report was provoked by a previous Originate IPM abstract opera

the repotrt was provoked by an IPN) the argument shall be absent.

stract operation has no results.

Receive IPM

iyed
1 dy
the
the

be

c) amessage whose content was an RN that was ofiginated with the Originate RN abstract operation or| by

e) amessage whose content was an IPM that was originated with the Originate IPM abstract operation of by

If the report was,provoked by a previous Originate Probe abstract operation invocation, this conditignal

ion

invocation, the argument shall be present if, and only if, content return was requested. Otherwise (i.¢. if

The Receive IPM abstract operation receives a message whose content is an IPM.

receive-ipm ABSTRACT-OPERATION ::= {
ARGUMENT SET {
envelope [0] MessageDeliveryEnvelope,
content [1] IPM} }

This abstract operation has the following arguments:

a) Envelope (M): The message’s delivery envelope.
b) Content (M): The IPM that is the message’s content.

This abstract operation has no results.

38

ITU-T Rec. X.420 (1996 E)


https://standardsiso.com/api/?name=c33ac2b49e1c2765a435c7113a3dd183

ISO/IEC 10021-7 : 1997 (E)
12.2.3 Receive RN

The Receive RN abstract operation receives a message whose content is an RN. The RN is provoked by an IPM
originated with the Originate IPM abstract operation.

receive-rn ABSTRACT-OPERATION ::= {
ARGUMENT SET {
envelope [0] MessageDeliveryEnvelope,
content [1] RN} }

This abstract operation has the following arguments:
a) Envelope (M): The message’s delivery envelope.

b) Content (M): The RN that is the message’s content.

ThlL abstract operation has no results.
12.2.4  Receive NRN

Th¢ Receive NRN abstract operation receives a message whose content is an NRN. The NRN is,provoked by [an IPM
originated with the Originate IPM abstract operation.

receive-nrn ABSTRACT-OPERATION ::= {
ARGUMENT SET {
envelope [0] MessageDeliveryEnvelope,
content [1] NRN} }

This abstract operation has the following arguments:
a) Envelope (M): The message’s delivery envelope.

b) Content (M): The NRN that is the message’s content.

This abstract operation has no results.
12.p.5  Receive ON

The Receive ON abstract operation receives a message whose content is an ON. The ON is provoked by pn IPM
originated with the Originate IPM abstract operation.

receive-on ABSTRACT-OPERATION ::={
ARGUMENT SET {
envelope [0] MessageDeliveryEnvelope,
content [1] ON}}

This abstract operation has the following arguments:
a) Envelope (M): The message’s delivery envelope.
b) Content (M): The ON that is the message’s content.

This abstract operation has no results.

1213 Management abstract operations

The abstract operations available at a management port are invoked by the user and performed by the IPMS.

|~ management PORT ::=¢{

CONSUMER INVOKES { change-auto-discard | change-auto-acknowledgment |
change-auto-forwarding }

ID id-pt-management }

12.3.1 Change Auto-discard

The Change Auto-discard abstract operation enables or disables auto-discard, the automatic discard by the IPMS of
expired or obsolete IPMs delivered to, but not yet received by the user.

change-auto-discard ABSTRACT-OPERATION ::= {
ARGUMENT SET {
auto-discard-expired-IPMs [0] BOOLEAN,
auto-discard-obsolete-IPMs [1] BOOLEAN} }
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When it auto-discards an IPM, the IPMS originates an NRN on the user’s behalf if, and only if, one was requested of
him by means of the Notification-requests component of the subject recipient specifier.

This abstract operation has the following arguments:

a) Auto-discard-expired-IPMs (M): Whether or not expired IPMs are to be auto-discarded. A Boolean.
b) Auto-discard-obsolete-IPMs (M): Whether or not obsolete IPMs are to be auto-discarded. A Boolean.

This abstract operation has no results.
12.3.2  Change Auto-acknowledgment

The Change Auto-acknowledgment abstract operation enables or disables auto-acknowledgment, the automatic
originafion of RNs by the IPMS on the user’s behalf. Such origination occurs upon delivery of IPMs that request RNs of
the user by means of the Notification-requests components of their subject recipient specifiers.

change-auto-acknowledgment ABSTRACT-OPERATION ::= {
ARGUMENT SET {
auto-acknowledge-IPMs [0] BOOLEAN,
auto-acknowledge-suppl-receipt-info [1]
SupplementaryInformation OPTIONAL}
ERRORS {
subscription-error} }

This abstract operation has the following arguments:
a) Auto-acknowledge-IPMs (M): Whether or not IPMs are to beauto-acknowledged. A Boolean.

b) Auto-acknowledge-suppl-receipt-info (C): The Suppl Receipt Info receipt field of each RN provokefl by
auto-acknowledgment.

This conditional argument shall be present if, and only if, the Auto-acknowledge-IPMs argument haq the
value true.

This abstract operation has no results.

12.3.3] Change Auto-forwarding

The Clrlange Auto-forwarding abstract operation enables or disables auto-forwarding, the automatic forwarding of
IPMs by the IPMS to pre-specified users or DLss. Such forwarding occurs upon delivery of the IPMs.

change-auto-forwarding ABSTRACT-OPERATION ::= {

ARGUMENT SET {
auto-forward-IPMs [0] BOOLEAN,
auto-forward-recipients [1] SEQUENCE OF ORName OPTIONAL,
auto-forward-heading [2] Heading OPTIONAL,
auto-forward-comment  [3] AutoForwardComment OPTIONAL}

ERRORS {
subscription-error |
recipient-improperly-specified} }

The B

bdy-of each IPM the IPMS originates as a result of auto-forwarding comprises a single body part of type Mesdage.
The ccmmﬁmwmmmm.—ﬂ

When it auto-forwards an IPM, the IPMS originates an NRN on the user’s behalf if, and only if, one was requested of
him by means of the Notification-requests component of the subject recipient specifier.

This abstract operation has the following arguments:
a) Auto-forward-IPMs (M): Whether or not IPMs are to be auto-forwarded. A Boolean.

b) Auto-forward-recipients (C): The users or DLs to which IPMs are to be auto-forwarded. A Sequence of
OR-names.

This conditional argument shall be present if, and only if, the Auto-forward-IPMs argument has the
value true.
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c) Auto-forward-heading (C): The Heading that is to be used for each forwarding IPM. Its Auto-forwarded
heading field shall have the value true.

This conditional argument shall be present if, and only if, the Auto-forward-IPMs argument has the
value true.

d) Auto-forward-comment (C): The value that is to be supplied as the Auto-forward Comment non-receipt
field of each NRN conveyed to the originator of an auto-forwarded IPM.

This conditional argument shall be present if, and only if, the Auto-forward-IPMs argument has the
value frue.

This abstract operation has no results.

NOTE - This abstract operation is intended to define the essence of auto-forwarding, and not to preclude the provision of

more sophisticated auto-forwarding capabhilities e g_like those of an MS.

13 Abstract errors

The abstract errors that may be reported in response to the invocation of the abstract operations available at origination,
recgption, and management ports are defined and described below or as part of the MTS Abstraét Sérvice definitipon.

NOTE - The set of abstract errors represented below is intended to be illustrative, rather thatiexhaustive.

1311 Subscription Error

The Subscription Error abstract error reports that the user has not subscribed 6-one or more of the elements of service
implicit in his invocation of the abstract operation whose performance is aborfed.

subscription-error ABSTRACT-ERROR ::= {
PARAMETER SET {
problem [0] SubscriptionProblem} }

This abstract error has the following parameters:
a) Problem (M): The subscription-related problém encountered.

SubscriptionProblem ::= ENUMERATED{
ipms-eos-not-subscribed (0),
mts-eos-not-subscribed (1)}

This parameter may assume any:ene of the following values:
1)  IPMS-eos-not-subsciibed: An IPMS element of service is not subscribed.

il MTS-eos-not-subscribed: An MTS element of service is not subscribed.

1312 Recipient Improperly Specified

The Recipient Impropefly Specified abstract error reports that one or more of the OR-names supplied as arguthents of
the{abstract operation Whose performance is aborted, or as components of its arguments, are invalid.

This abstract errotds-defined by the MTS Abstract Service.

14 Other capabilities

In hddition to the capabilities embodied in the MS_Abstract-Service—defined—ak he p fransparently
extend to each user the other MS and MTS capabilities identified below. (The enumeration of these capabilities

necessarily anticipates the fact, stated in clause 16, that MSs and the MTS are among the IPMS’ component parts.)

The following additional capabilities shall be provided:

a) Submission: Capabilities of the MS’ or MTS’ submission port not embodied in the IPMS Abstract
Service, e.g. the ability to cancel delivery of a previously originated message whose content is an IPM
(but not an RN), if deferred delivery was selected.

b) Delivery: Capabilities of the MTS’ delivery port not embodied in the IPMS Abstract Service, e.g. the
ability to temporarily control the kinds of information objects the MTS conveys to the user’s UA.

¢) Administration: The capabilities of the MS’ or MTS’ administration port.
d) Retrieval: The capabilities of the MS’ retrieval port.
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In addition to the above and as a local matter, the IPMS may provide to users additional capabilities neither defined nor
limited by this Specification. Among such capabilities are those of the Directory.

NOTE - The required capabilities of this clause are excluded from the formal definition of the IPMS Abstract Service for
purely pragmatic reasons, in particular, because their inclusion would largely and needlessly reproduce the definitions of the MS and
MTS abstract operations upon which the capabilities are based.

SECTION 4 — ABSTRACT SERVICE PROVISION

15 Overview

This se¢tion specifies how the IPMS provides the IPMS Abstract Service to users.
This se¢tion covers ihe following topics:

a) Secondary object types;

b) Secondary port types;

¢) User agent operation;

d) Message store operation;

e) Message contents;

f) Port realization;

g) Conformance.

16 Secondary object types
The IPMS can be modelled as comprising lesser objects.which interact with one another by means of (additional) porfs.

These |esser objects are referred to as the secondary-objects of Interpersonal Messaging. They include a single, central
object,| the MTS, and numerous peripheral gbjects: Interpersonal Messaging System User Agents (IPMS UAs),
Interpdrsonal Messaging System Messagé_Stores (IPMS-MSs), Telematic Agents (TLMAs), Telex Access Units
(TLXAUs), and PDAUs.

The stjucture of the IPMS is depicted in Figure 4. As shown by the figure, IPMS UAs, TLMAs, TLXAUs, and PDAUY are
the insfruments by means of which-the IPMS provides the IPMS Abstract Service to users.

The sgcondary object types.are defined and described below. The types of ports by means of which they interac{ are
discusged in clause 17.

NOTES

1 The)refinement above encompasses all possible interconnections of all possible objects. It ignores the pospible

absenc¢ of objects»df a particular type (e.g. PDAU), and specific logical configurations of the /PMS-MS. The latter are identified in
ITU-T Rec, X402 | ISO/IEC 10021-2.

2 CCITT Recommendation T.330 effectively extends the abstract service of Interpersonal Messaging by its defirfition
of a miscellanea port, which 15 Ot Shown 11 FIgure 4. SE¢ e INote 2 T 16:3-

3 The MTS supplies import and export ports. However, since those ports are not formally defined (in
ITU-T Rec. X.411 | ISO/IEC 10021-4), they are not included in the formal refinement above.

16.1 Interpersonal Messaging System user agent

An Interpersonal Messaging System User Agent (IPMS UA) is a UA tailored so as to better assist a single user to

engage in Interpersonal Messaging. It helps him originate, receive, or both originate and receive messages containing
information objects of the types defined in Section 2.

The IPMS comprises any number of IPMS UAs.
NOTE - For brevity, the term “UA” is used throughout the rest of this Specification with the meaning of “IPMS UA”.
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Figure 4 ~The Interpersonal Messaging System

162 Interpersonal Messaging System message store

An(Interpersonal Messaging System Message Store (IPMS-MS) is an MS tailored so as to better assist a single UA
engage in Interpersonal Messaging. It helps it submit, take delivery of, or both submit and take delivery of mgssages
containing informatiorCebjects of the types defined in Section 2.

Th¢ IPMS comprises any number of IPMS-MSs.

Telematic agent

elematic—Age Ad—ts—amAb—tha s—a—single—indireetuser—engage ’ viessagmyg from a
Telematic terminal, along with that terminal and the network that joins the two. A TLMA helps the user originate,
receive, or both originate and receive messages containing information objects of the types defined in Section 2.

The IPMS comprises any number of TLMAs.
NOTES

1 A TLMA consumes import and export ports. However, since those ports are not formally defined (in
ITU-T Rec. X.411 | ISO/IEC 10021-4), they are not included in the formal definition of TLMA above.

2 A TLMA’s miscellanea port is defined in Recommendation T.330. It is not part of the IPMS Abstract Service in its
most general form, which is the subject of this Specification. Rather it embodies capabilities available only to a TLMA user. For this
reason, it is not considered further here and is not included in the formal refinement of the IPMS found in clause 16.
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16.4 Telex access unit

A Telex Access Unit (TLXAU) is an AU that helps any number of indirect users engage in Interpersonal Messaging
from Telex terminals. It helps them originate, receive, or both originaie and receive messages containing information
objects of the types defined in Section 2.

The IPMS comprises any number of TLXAUs.

NOTE - A TLXAU consumes import and export ports. However, since those ports are not formally defined (in
ITU-T Rec. X.411 | ISO/IEC 10021-4), they are not included in the formal definition of TLXAU above.

16.5 Physical delivery access unit

of a
n2.

heln an pumber o indire e engage in nlerpe Qn NMe ging b nean

PDS. It helps them receive (but not originate) messages containing information objects of the types defined in Sectio

The IPAMS comprises any number of PDAUs.
NOTE - A PDAU consumes import and export ports. However, since those ports are not formally defined (in

ITU-T Rec. X.411 | ISO/IEC 10021-4), they are not included in the formal definition of PDAU above.
16.6 Message transfer system

In the| present context, the MTS conveys information objects of the types defined in Section 2 between UAs, MSs,
TLMAs, and AUs.

The IPMS comprises a single MTS.

17 Secondary port types

The s¢condary objects of Interpersonal Messaging are joined to and.interact with one another by means of ports. These
ports,[which MSs and the MTS supply, are referred to as the secondary ports of Interpersonal Messaging. They are of
the types identified below.

The gapabilities embodied in one submission, one retrieval, and one administration port constitute the MS Abgtract
Servi¢e. They are defined in ITU-T Rec. X.413 | ISOAEC 10021-5.

The capabilities embodied in one submission, ©one delivery, and one administration port constitute the MTS Abjtract
Servige. They are defined in ITU-T Rec. X@11'| ISO/IEC 10021-4.

NOTE - By means of the abstract bind operation which guards its ports, an MS or the MTS typically authenticates arfother
secondary object before offering its abstract-service to that object.

17.1 Submission

In the present context, a Submission port is the means by which a UA (directly or indirectly) or an MS (directly) submits
probes concerning andumessages containing information objects of the types defined in Section 2.

An MS supplies-oné submission port to its UA.

The MTS supplies one submission port to each UA configured without an MS and to each MS.

17.2 Delivery

In the present context, a delivery port is the means by which a UA or MS takes delivery of reports concerning and
messages containing information objects of the types defined in Section 2.

The MTS supplies one delivery port to each UA configured without an MS and to each MS.

17.3 Retrieval

In the present context, a retrieval port is the means by which a UA retrieves reports concerning and messages containing
information objects of the types defined in Section 2.

An MS supplies one retrieval port to its UA.
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17.4 Administration

In the present context, an administration port is the means by which a UA changes information about itself or its user on
file with its MS, or a UA or MS changes such information on file with the MTS.

An MS supplies one administration port to its UA.

The MTS supplies one administration port to each UA configured without an MS and to each MS.

17.5 Import

In the present context, an import port is the means by which the MTS imports reports concerning and messages

Corpaining-information-objeets-of thetypesdefinedinSeetien 2———————————————————————————————————————
Th¢ MTS supplies one import port to each AU (or TLMA).

1746 Export

In the present context, an export port is the means by which the MTS exports probes ‘concerning and mjessages
containing information objects of the types defined in Section 2.

The MTS supplies one export port to each AU (or TLMA).

18 User agent operation

A VA must employ the MTS in a particular way in order to (correctly) provide the IPMS Abstract Service to its user. If
thejuser is equipped with an MS, the latter contributes to the provisien of the abstract service and, therefore, is subject to
thef same rules.

The rules that govern the operation of a UA (and MS) are‘the subject of the present clause. The operation of 4 TLMA
or AU is beyond the scope of this Specification.

NOTES

1 It is for historical reasons that the Specification that defines the IPMS Abstract Service also specifies hgw a UA
(and MS), but not a TLMA or AU, provides it.

2 The purpose of this clause is.not to dictate or constrain the implementation of a real UA unnecessarily, but rather to
clafify the meaning and intended effect of the IPMS Abstract Service.

18{1 State variables

Thg operation of a UA is-described below with the aid of state variables. A state variable is an information itemh whose
value records the results’of the UA’s past interactions with its user and influences future interactions. State variables are
common to (i.e. shared by) the UA’s origination, reception, and management ports.

The UA maintains each state variable continuously, i.e. throughout its user’s IPMS subscription. Each Boolean state
vatiable is“assigned the value false when the subscription commences. The initial values of other state variaples are
immateérial and therefore unspecified.

The UAalters 1is state variables when performing or invoking absfract operations. It consults them in determining how
to perform, or whether or how to invoke abstract operations. Their values (if any) transcend the binding and unbinding
of ports.

NOTE - State variables are pedagogic devices not intended to constrain the implementation of a real UA unnecessarily. In
particular, a UA need not maintain run-time data structures corresponding to the state variables if the behaviour required of it can be
assured in another way.

18.2 Performance of origination operations

A UA shall perform the abstract operations it makes available at its origination port as prescribed below. The UA alters
none of its state variables in the performance of these particular operations.
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In the performance of these operations, the UA invokes the following abstract operations of the MTS Abstract Service
(which, for the remainder of this clause, are unqualified as to their source):

a) Probe Submission;

b) Message Submission.

NOTE - In response to the invocation of these abstract operations, a UA reports abstract errors as appropriate.
Specification of the precise circumstances under which each abstract error should be reported is beyond the scope of this
Specification.

18.2.1  Originate Probe

A UA shall perform the Originate Probe abstract operation by invoking Probe Submission with the arguments indicated
below, and by returning to its user the results indicated below.

The arghiments of Probe Submission shall be as follows:

a) Envelope: The components of this argument that constitute per-probe fields shall be as follows; those pot
explicitly mentioned below shall be as specified by Originate Probe’s Envelope argument:

i)  Originator-name: The OR-name of the UA’s user.

ii) Content-type, Content-length and Original-encoded-information-types: Determined from Origirfate

Probe’s Content argument as specified in 20.2 to 20.4.
iii) Content-identifier and Content-correlator: Specified or omitted as a localmatter.

The components of this argument that constitute per-recipient fields skall‘be as specified by Origirjate
Probe’s Envelope argument.

The resplts of Originate Probe shall be as follows:
a) Submission-identifier: Probe Submission’s Probe-submission<identifier result.

b) Submission-time: Probe Submission’s Probe-submission-time result.
NOTES
1 The UA shall ignore all properties of Originate Probe’s, E€6ntent argument other than those mentioned above.

2 How the UA employs Probe Submission’s Content-identifier result is a local matter.
18.2.2 | Originate IPM

A UA ghall perform the Originate IPM abstract operation by invoking Message Submission with the arguments indicgted
below, fand by returning to its user the results indicated below.

The arguments of Message Submission shall be as follows:

a) Envelope: The components of this argument that constitute per-message fields shall be as follows; tHose
not explicitly mentigned’below shall be as specified by Originate IPM’s Envelope argument:

1)  Originator‘nanme: The OR-name of the UA’s user.

ii) Content-type and Original-encoded-information-types: Determined from Originate IPM’s Confent
argument as specified in 20.2 and 20.4, respectively.

iii) ‘Gantent-identifier and Content-correlator: Specified or omitted as a local matter.

The’/components of this argument that constitute per-recipient fields shall be as specified by Originate
IPM’s Envelope argument.

b) Content: Determined from Originate IPM’s Content argument (identified as an IPM) as specified in 20|

—

If the Blind Copy Recipients heading field of the IPM identifies one or more users and DLs, the UA shall
invoke Message Submission multiple times, upon each occasion varying the heading field so as to comply
with the information hiding requirements of 7.2.6.

The results of Originate IPM shall be as follows:
a) Submission-identifier: Message Submission’s Message-submission-identifier result.

b) Submission-time: Message Submission’s Message-submission-time result.
NOTES
1 How the UA employs Message Submission’s Content-identifier result is a local matter.

2 The inclusion of Message Submission’s Extensions result among Originate IPM’s results is proper and may be the
subject of future standardization.
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The arguments of Message Submission shall be as follows:

a) Envelope: The components of this argument that constitute per-message fields shall be as follows; those
not explicitly mentioned below shall be as specified by Originate RN’s Envelope argument:

1)  Originator-name: The OR-name of the UA’s user.

il) Content-type and Original-encoded-information-types: Determined from the RN as specified in 20.2
and 20.4, respectively.

i) Content-identifier and Content-correlator: Specified or omitted as a local matter.
iv) Deferred-delivery-time: Omitted.
V) Per-message-indicators: notification-type may be set to type 1.

The components of this argument that constitute per-recipient fields shall be as-§pecified by Onjiginate
RN’s Envelope argument.
b) Content: Determined from Originate RN’s Content argument (identified as an,RN) as specified in 2.1.
The|results of Originate RN shall be as follows:

a) Submission-identifier: Message Submission’s Message-submission-identifier result.

b) Submission-time: Message Submission’s Message-submission-time result.
NOTES
1 How the UA employs Message Submission’s Content-identifiér result is a local matter.

2 The inclusion of Message Submission’s Extensions result"among Originate RN’s results is proper and may be the
subject of future standardization.

18.2.4 Originate ON

A UA shall perform the Originate ON abstract operation by invoking Message Submission with the arguments indicated
beldw, and by returning to its user the results indicated below.

The|arguments of Message Submission shall'be as follows:

a) Envelope: The components of this argument that constitute per-message fields shall be as followd; those
not explicitly mentioned below shall be as specified by Originate ON’s Envelope argument:

1)  Originator<name: The OR-name of the UA’s user.

i1) Contepnt=type and Original-encoded-information-types: Determined from the ON as specified fin 20.2
and20.4, respectively.

ii1) / Content-identifier and Content-correlator: Specified or omitted as a local matter.
iv) Deferred-delivery-time: Omitted.

V) Per-message-indicators: notification-type may be set as appropriate.

The components of this argument that constitute per-recipient fields shall be as specified by Otiginate
ON’s Envelope argument.

b) Content: Determined from Originate ON’s Content argument (identified as an ON) as specified in 20.1.

The results of Originate ON shall be as follows:
a) Submission-identifier: Message Submission’s Message-submission-identifier result.

b) Submission-time: Message Submission’s Message-submission-time result.
NOTES
1 How the UA employs Message Submission’s Content-identifier result is a local matter.

2 The inclusion of Message Submission’s Extensions result among Originate ON’s results is proper and may be the
subject of future standardization.
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18.3 Performance of management operations

A UA shall perform the abstract operations it makes available at its management port as specified below. The UA alters
one or more of its state variables (see below) in the performance of each operation.

NOTE - In response to the invocation of these abstract operations, a UA reports abstract errors as appropriate.
Specification of the precise circumstances under which each abstract error should be reported is beyond the scope of this
Specification.

18.3.1 Change Auto-discard

To assist it in providing this abstract operation, a UA maintains the following state variables:

a) Auto-discard-expired-IPMs: A Boolean that indicates whether or not auto-discard is in effect for
expired IPMs: ;

b) Auto-discard-obsolete-IPMs: A Boolean that indicates whether or not auto-discard is in-¢ffecy for
obsolete IPMs.

A UA(shall perform the Change Auto-discard abstract operation by recording the values of the Auto-discard-expjred-
IPMs gnd Auto-discard-obsolete-IPMs arguments in the correspondingly named state variables.

18.3.2] Change Auto-acknowledgment

To asgfist it in providing this abstract operation, a UA maintains the following state variables:
a) Auto-acknowledge-IPMs: A Boolean that indicates whether or not auto-acknowledgment is in effect

b) Auto-acknowledge-suppl-receipt-info: The Suppl Receipt Info)field of each RN provoked by guto-
acknowledgment.

A UA shall perform the Change Auto-acknowledgment abstract operation by recording the value of the Auto-
acknojvledge-IPMs argument in the correspondingly named state Variable. If that value is #rue, it also shall record the
value pf the Auto-acknowledge-suppl-receipt-info argument in the’correspondingly named state variable.

18.3.3 Change Auto-forwarding

To asgist it in providing this abstract operation, a UA maintains the following state variables:
a) Auto-forward-IPMs: A Boolean'that indicates whether or not auto-forwarding is in effect.

b) Auto-forward-recipients: A_Sequence of OR-names that identify the users and DLs to which IPMk are
being auto-forwarded.

c) Auto-forward-heading: The Heading of each forwarding IPM provoked by auto-forwarding. Its Auto-
forwarded field has.the value frue.

d) Auto-forward=comment: The Auto-forward Comment non-receipt field of each NRN conveyed tp the
originator(ef)an auto-forwarded IPM.

A UA shall performi4he Change Auto-forwarding abstract operation by recording the value of the Auto-forward-[PMs
argument in the’correspondingly named state variable. If that value is #rue, it also shall record the values of the Auto-

forward-recipients, Auto-forward-heading, and Auto-forward-comment arguments in the correspondingly named [state
variables,

18.4 Invocation of reception operations

A UA shall invoke the abstract operations available at its reception port as specified below. The UA alters none of its
state variables in connection with its invocation of these operations.

The UA invokes these operations in response to the MTS’ invocation of the following abstract operations of the MTS
Abstract Service (which, for the remainder of this clause, are unqualified as to their source):

a) Report Delivery;
b) Message Delivery.

NOTE - The abstract operations of a reception port report no errors.
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18.4.1 Receive Report

Whenever the MTS invokes Report Delivery at a UA’s delivery port, the UA shall invoke the Receive Report abstract
operation with the following arguments:

a) Envelope: Report Delivery’s Envelope argument.
b)  Undelivered-object: Determined from Report Delivery’s Returned-content argument as specified in 20.1.
NOTE - How the UA employs the Content-identifier component of Report Delivery’s Envelope argument is a local matter.

18.4.2 Receive IPM

Whenever the MTS invokes Message Delivery at a UA’s delivery port, and its Content argument encodes an IPM as
specified in 20.1, the UA shall invoke the Receive IPM abstract operation with the following arguments, provided that
the message is subject to neither auto-forwarding nor auto-discard (see 18.5):

a) Envelope: Message Delivery’s Envelope argument.
b) Content: Determined from Message Delivery’s Content argument as specified in 20.1 (but'n¢ longer
marked as an IPM).

18{4.3 Receive RN

Whenever the MTS invokes Message Delivery at a UA’s delivery port, and its Content afgument encodes ap RN as
spgcified in 20.1, the UA shall invoke the Receive RN abstract operation with the following arguments:

a) Envelope: Message Delivery’s Envelope argument.
b) Content: Determined from Message Delivery’s Content argument as specified in 20.1 (but np longer
marked as an RN).

18.4.4 Receive NRN

Whenever the MTS invokes Message Delivery at a UA’s delivery port/ and its Content argument encodes an[NRN as
spgcified in 20.1, the UA shall invoke the Receive NRN abstract operation with the following arguments:

a) Envelope: Message Delivery’s Envelope argument.
b) Content: Determined from Message Delivery’s Content argument as specified in 20.1 (but np longer
marked as an NRN).

1§4.4.5 Receive ON

Whenever the MTS invokes Message Delivery-at a UA’s delivery port, and its Content argument encodes an ON as
specified in 20.1, the UA shall invoke the R€ceive ON abstract operation with the following arguments:

a) Envelope: Message Delivery’s Envelope argument.

b) Content: Determined from Message Delivery’s Content argument as specified in 20.1 (but npo longer
marked as an ON).

18.5 Internal procedures

A|UA shall perform; as specified below, the internal procedures of auto-discard, -acknowledgment, and -forwarding in
ultimate fulfilment.of the abstract operations available at its management port.

The procedureés involve the following abstract operations of the MTS Abstract Service (which, for the remaindgr of this
subclauséjare unqualified as to their source):

a) Message Submission;
h .
_ba_bfcssasp DCIIvVery:

As implied by the above, in the course of the procedures, the UA has occasion to invoke Message Submission. What it
does with the results of this abstract operation is a local matter.

The UA shall consider as a candidate for each procedure individually every message for which all of the following
conditions hold:

a) The MTS has conveyed the message to the UA by invoking Message Delivery at the UA’s delivery port.
b) The UA has not conveyed the message to the user by invoking Receive IPM at the user’s reception port.

¢) The message contains an IPM (rather than an IPN).

NOTE - With reference to item b) above, the message might be detained in the UA, e.g. as might be typical, because of the
user’s unavailability.
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18.5.1

Auto-discard

The UA shall subject to auto-discard each candidate message with respect to whose content either of the following
conditions holds:

a) The Auto-discard-expired-IPMs state variable has the value frue and the date and time denoted by the
IPM’s Expiry Time field have passed.

b) The Auto-discard-obsolete-IPMs state variable has the value frue and another candidate IPM identifies
the present candidate IPM by means of its Obsoleted IPMs heading field.

The UA shall auto-discard each such message as follows.

18.5.1.1 Discard of IPM

The UA|shall discard the IPM, so as to never convey it to the user.

18.5.1.2 Construction of NRN

The UA|shall construct an NRN if, and only if, one is requested by means of the Notification-requests component of the

IPM’s shibject recipient specifier.
The NRN shall have the common fields prescribed for auto-acknowledgment (see 18.5.2.1).
The NRN shall have the following non-receipt fields:

18.5.1.3 Submission of NRN

a) Non-receipt Reason: The value ipm-discarded.

b) Discard Reason: The value ipm-expired or ipm-obsoleted, whichever applies. If both apply, either vajue
may be specified.

c) Auto-forward Comment: Omitted.

d) Returned IPM: If the return of the IPM is requested by means‘of the Notification-requests componenf of
its subject recipient specifier, and the Converted-enceded-information-types component of Message
Delivery’s Envelope argument is absent, the IPM. Omitted otherwise.

The UA shall submit the NRN (if any) above by invoking Message Submission. Its Envelope argument shall be] as
prescrifed for auto-acknowledgment (see 18.5.2.2) except that notification-type may be set to type 2, its Content

argumeht determined from the NRN as specified in 2031

18.5.2

Auto-acknowledgment

The UA shall subject to auto-acknowledgment each candidate message with respect to whose content the followjing

conditi¢n holds:

The UA shall auto-acknowledge each such message as follows.

18.5.2.

The UA shall constrouct an RN.

The RN shall'ave the following common fields:

a) The Auto-acknowledgment state variable has the value #rue and the IPM requests an RN of the UA’s yser
by means of the Notification-requests component of the IPM’s subject recipient specifier.

Construction-of RN

a) Subject IPM: The IPM’s This IPM heading field.

b) IPN Originator: Specified or omitted as a local matter (but, of course, in accordance with 8.1.2).

¢) IPM Intended Recipient. The Recipient component of the IPM’s subject recipient specifier, unless its
Formal-name component is the OR-name of the UA’s user, in which case the field shall be omitted.

d) Conversion EITs: The Converted-encoded-information-types component of Message Delivery’s Envelope
argument.

The RN shall have the following receipt fields:
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a) Receipt Time: The current date and time.
b) Acknowledgment Mode: The value automatic.
c) Suppl Receipt Info: The Auto-acknowledge-suppl-receipt-info state variable.
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18.5.2.2 Submissien of RN

The UA shall submit the RN above by invoking Message Submission with the following arguments:

18.5.3  Auto-forwarding

The
has

The

18.

The
UA]
Me
bod

Thg

a) Envelope: The components of this argument shall be as prescribed for performance of the Originate RN

abstract operation with the following exceptions:

i) Priority: As specified by Message Delivery’s Envelope argument.

i) Per-message-indicators: A local matter, except that conversion-prohibited shall be among the values

specified and except that the notification-type may be set to type 1.

iii) Per-recipient-fields: A single field whose Recipient-name component shall be the Originator-name

component of Message Delivery’s Envelope argument.

b) Content: Determined from the RN as specified in 20.1.

the value frue.

UA shall auto-forward each such message as follows.

5.3.1 Prevention of loops

UA shall suppress auto-forwarding if, and only if, the IPM to be forwarded.itself contains a forwarding IPM
previously created. Auto-forwarding shall be suppressed whether the forwarding IPM appears (directl

UA shall consider itself to have created the forwarding IPM: above (whose Auto-forwarded heading field

UA shall subject to auto-forwarding every candidate message, provided that the Auto-forward-IPMs state Variable

that the
y) in a

ssage body part of the IPM to be forwarded, or (nested) in a Message, body part of the IPM that appears in such a

has the

valyie true) if, and only if, the Originator-name component of the\IPM’s Parameters component matches the OR-name of

the

18.

Thd
fory

Thg

18.

Thg

[UA’s user.

NOTE - Auto-forwarding an IPM of the kind described above would constitute an auto-forwarding “loop”.
5.3.2 Construction of IPM

UA shall construct a forwarding IPM\whose Heading is the Auto-forward-heading state variable (its
varded field having the value frue) and whese Body contains a body part of type Message.

Message body part shall have the following components:
a) Parameters: The Envelope argument and the Delivery Time argument of Message Delivery. See 7

b) Data: The IPM,to be forwarded.

5.3.3 Submission ©f,IPM

a)\Fnvelope: The components of this argument shall be as follows:

1)  Originator-name: The OR-name of the UA’s user.

UA shall submit-the IPM it constructed above by invoking Message Submission with the following arguments:

Auto-

1) Content-tyne and f)riginn/—on(‘ndpr]—infnrmnﬁnn-h/‘np(" Determined from the IPM as qppm'{-'mr]
4

in 20.2

and 20.4.
iil) Content-identifier and Content-correlator: Specified or omitted as a local matter.
iv) Priority: As specified by Message Delivery’s Envelope argument.
V) Per-message-indicators and Extensions: A local matter.
vi) Deferred-delivery-time: Omitted.

vii) Per-recipient-fields: Their Recipient-name components shall be the OR-names that make
Auto-forward-recipients state variable. Their other components are a local matter.

b) Content: Determined from the IPM as specified in 20.1.
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18.5.3.

4 Construction of NRN

The UA shall construct an NRN if, and only if, one is requested by means of the Notification-requests component of the
forwarded IPM’s subject recipient specifier.

The NRN shall have the common fields prescribed for the performance of auto-acknowledgment (see 18.5.2.1).

The NRN shall have the following non-receipt fields:

18.5.3.5 Submission of NRN

The UA shall submit the NRN (if any) above by invoking Message Submission. Message Submission’s Enve
argume

19
ITU-T

Store (MS). This is an optional component in MHS, whose purpose is tosprevide a continuously available sto
medium to take delivery of messages on the UA’s behalf and to enable theirsubsequent retrieval by the UA. In addi
the MY provides the UA with facilities for the storage of submitted messages, the classification of stored messages

a) Non-receipt Reason: The value ipm-auto-forwarded.
b) Discard Reason: Omitted.

¢) Auto-forward Comment: The Auto-forward-comment state variable.

d) Returned IPM: If the return of the IPM is requested by means of the Notification-requests component of

Delivery’s Envelope argument is absent, the IPM. Omitted otherwise.

Message Store operation

Rec. X.413 | ISO/IEC 10021-5 defines the abstract service for a general content-independent Mes

its subject recipient specifier, and the Converted-encoded-information-types component of Mesgage

ope

nt shall be as prescribed for auto-acknowledgment except that notification-type may be set.to)type 2, its Corjtent
argumgnt determined from the NRN as specified in 20.1.

bage
rage
ion,

the

correlation of reports with the messages to which they refer, the modification by the MS-user of certain attributds of

stored

auto-ag¢tions on the MS-user’s behalf.

All thq entry-classes, abstract-operations, general attribute-types and general auto-actions defined in ITU-T Rec. X4
ISO/IHC 10021-5 are available for use in Interpersonal Messaging.

An MS§

should

specifidations should be construed as mandating the specifications of an MS, if one is provided, and the relevant service compon
supporfed.

and esgential optional réquirements defined for the IPMS Message Store are the same as those defined for editions published

to 1994

19.1

messages, and the logging of submission and delivery operations. The MS can also perform certain predef

NOTES

not be construed as mandating the provision of an MS or the services it provides. Use of the word “shall” with respect t

3 Severalaiew service components have been introduced in the 1994 edition of this Specification. However, all

. Consequently; all enhanced facilities introduced in the 1994 edition are additional optional.

Binding to the IPMS-MS

The IF

QOARC 108D

2 In this Specification the description of the IPMS-MS abstract-service assumes that all defined entry-classep
availabje for use. In practice, the behaviour of a given IPMS-MS implementation will depend on its support for optional se
components (e.g. the optionalentry-classes, attribute-types, matching-rules, and auto-actions) and on subscription.

ined

13 |

must perform certain Interpersonal Messaging-specific functions to qualify as an IPMS-MS and thus distinguish
itself ffom a generic MS. These functions are the'subject of the present clause.

1 Because the MS is an optional-system component in MHS, use of the word “shall” with respect to MS specificafions
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Fvice

basic
prior

Hh

AAQ AAQ h MU DS ) IPAAQ AAQ "] b PR e B |
IVIO=IVIO=USTI UIIUS U UIT 1 1IVIO=IVIOS 4S5 UlsStlivtud 1 7.1°0U

]
q
q
B
'S
fui N
()
=

should be noted when using the MS for Interpersonal Messaging.

19.1.1

MS-Bind-argument

1 4 T £ ll .
SUICTTUUZT=o7 1T 10TIowing

The following components of the fetch-restrictions parameter defined in 7.1.1 of ITU-T Rec. X.413 | ISO/IEC 10021-5
have particular significance in this Specification:

52

a) Allowed-content-types: The names of the Object Identifiers for the IPM content types defined in
Specification are id-mct-p2-1984 and id-mct-p2-1988. See Annex C.

b) Allowed-EITs: The names of the Object Identifiers for the encoded-information-types defined in
Specification are enumerated in Annex C. See also 20.4.

NOTE — An extension to the MS-Bind abstract-operation for the IPMS-MS is defined in 19.5.1.
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The available-auto-actions parameter defined in 7.1.2 of ITU-T Rec. X.413 | ISO/IEC 10021-5 has particular signifi-
cance in this Specification. Where this indicates support for the IPM auto-forward auto-action, this shall operate as

defined in 19.8.2; where support for the IPM auto-acknowledgment auto-action is indicated, this shall operate as defined
in 19.8.3; where support for the IPM auto-correlate auto-action is indicated, this shall operate as defined in 19.8.4; where

Sy 4L TDRA o At

support for the IPM auto-discard auto-action is mmcalea this shall operate as defined in 19.8.5.

19.2 Creation of information oh
A e A WEA VAV AR UA RARAVE SAVAVIA VU

An IPMS-MS shall satisfy the following requirements related to the information objects it maintains:

a) The IPMS-MS shail maintain a separate information object for eac
that is submitied to it or delivered to it

b) The IPMS-MS shall maintain as a separate information object not only each (message contalning a)

F’“’“’Qr"‘“" IPM r“"""""nt toc item 3\1 but "‘IQO each (Auuasas\- Cuutauuué a} forwarded o UUJ\AA (i‘ecu"Si‘v'ely;,

where the forwarded object is conveyed as a Message, Forwarded Content, Notification, or Rep¢rt body
part.

c) The IPMS-MS shall maintain as a separate information object the Returned IPM(which may be piesent in
an NRN.

19{2.1 Mapping an IPMS message to an MS entry

When an IPM or IPN is stored in the IPMS-MS, a corresponding MS entry is created\in the appropriate entry-clpss. The
attfibutes of such an entry are derived from various sources:

a) some attributes, such as Sequence-number and Creation Time;-are generated by the MS for adminjistrative
purposes;

b) some attributes are derived from components of the MHS"Envelope;

d) some attributes are derived from the Heading fields of the IPM;

e) some attributes are derived from the body parts of the IPM;

f) some attributes are derived from the comiponent fields of the IPN;

g) some attributes correlate IPMs and-IPNs with other messages to which they are related;

h) some attributes are created by the IPMS-MS-user by means of the Modify abstract-operation.

Besides these direct mappings, the IPMS-MS shall also create attributes corresponding to the complete Envelope, the

copnplete Content, and the complete IPM Heading. Thus the same information may be logically present in more than one
attribute.

Figure 5 illustrates the mappir(g of an IPM to an MS entry.

MS-generated attributes
[
Enhvelope
Envelope attributes
I
Heading
B Heading attributes T
Content
\ //—- Body-part attributes T
Body
TISO7610-96/d05
Message MS entry

Figure 5—Mapping an IPM to an MS entry
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19.2.2  Mapping of forwarding messages in the IPMS-MS

The IPMS-MS shall model a forwarding IPM as a main-entry with one child-entry for each forwarded object
(i.e. Message, Forwarded Content, Notification, or Report body part) the message contains. A simple illustration of this
mapping is shown in Figure 6.

MS-generated attributes MS-generated attributes ,‘I
I
Envelope Envelope
\\ \\
l Envelope attributes | Envelope attributes '—l
L [
E— Heading attributes ——I Heading attributes
Cofptent Content
R Body-part attributes m P / —r | Body-part attributes |
) TISO7620-96{d06
Forarding MAIN-ENTRY Forwarded CHILD-ENTRY

Figure 6 — Mapping a Forwarding message to an IPMS<MS§’entry

19.2.3| Presence of General-attributes in child-entries

The fo]lowing general attribute-types shall be present in child-entries of\an IPM or NRN when stored in an entry-glass
for wilich the attribute is defined: content-length, content-type, creation-time, entry-type, parent-sequence-number,
retrieval-status, sequence-number. The absence of a delivery envelope precludes the generation of other gereral
attribufes which are mandatory in Table 2 of ITU-T Rec.X#13| ISO/IEC 10021-5 for the following typeg of
child-entry:

a) the Returned IPM optionally present in an:NRN;
b) the Message body part (i.e. the forwarded IPM) of a forwarding IPM where the Parameters component of

the body part is empty;

¢) the Notification body part of-a’forwarding IPM where the Parameters component of the body paft is
empty;

d) the Forwarded Content body part of a forwarding IPM where the Parameters component of the body [part
is empty.

In the case where a child-entryis generated from an IPM’s Message or Notification body part in which the Paramgters
compdnent is present:

a) if Delivery-time is present in Parameters, then the message-delivery-time general-attribute-type shall be
present;

b) ifDelivery-envelope is present in Parameters, then all the other mandatory general-attribute-types defined
for” a delivered-message entry shall be present except for message-delivery-envelope [and
message-delivery-identifier which shall be absent.

Wherd achild-entry is generated from an IPM’s Report body part, the general attribute-types which are mandatory Jor a
Report in Table 2 of ITU-T Rec. X.413 | ISO/IEC 10021-5 shall be present.

Where a child-entry is generated from an IPM’s Forwarded Content body part, the content general attribute-type shall be
present. Additionally, content-specific attribute-types appropriate to that child-entry’s content-type shall be present if
that content-type is supported by the MS, provided that the content is not encrypted.

In the case where a child-entry is generated from an IPM’s Forwarded Content body part in which the Parameters
component is present:

a) if Delivery-time is present in Parameters, then the message-delivery-time general-attribute-type shall
be present;

b) if MTS-identifier is present in Parameters, then the message-delivery-identifier general-attribute-type
shall be present;
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if Delivery-envelope is present in Parameters, then all the other mandatory general-attribute-types defined
for a delivered-message entry (except for message-delivery-envelope) shall be present;

if Delivery-time, MTS-identifier and Delivery-envelope are all present in Parameters, then the
message-delivery-envelope general-attribute-type shall be present.

The entry-type general-attribute of child-entries in the Delivery and Delivery-log entry-classes shall have the value
delivered-message, except those containing returned content which shall have the value returned-content. The entry-type
general-attribute of child-entries present in the Submission and Submission-log entry-classes shall have the value
submitted-message.

The example in Table 2 illustrates the use of child-entries in the Delivery entry-class. This table shows four sets of
entries corresponding, respectively, to a delivered IPM, a delivered RN, a delivered NRN, and a delivered report
concerning a previously submitted IPM.

Table 2 — Example of the use of child-entries
mber | Emotype | e | e ber | IPM entry-type Notes
100 delivered-message 101, 102 - IPM Delivered IPM containing
two message body parts
101 delivered-message - 100 IPM Message body part 1
102 delivered-message - 100 IPM Message body part 2
120 delivered-message - - RN No child-entries possible
130 delivered-message 131 - NRN Contains a returned IPM
131 delivered-message 132 130 IPM Contains one message bady part
132 delivered-message - 131 IPM Message body part
140 delivered-report 141 - - Contains at least one
non-delivery report
141 returned-content 142 140 IPM Contains one message body part
142 delivered-message - 141 IPM Message body part
19.3 Maintenancéof attributes
A1 IPMS-MS shalksatisfy the following requirements related to the MS attributes which it supports:
a) Fofeach IPM or IPN it holds, including the child-entry of a delivery report containing Returnedicontent,
the IPMS-MS shall support the attributes defined in 19.6.
b) For each body part type present in a stored IPM, the IPMS-MS shall maintain an Extended bpdy part
attribute (and, when appropriate, an attribute corresponding to the Parameters component of that body
1 i hody part hat type regardless of whether they were conveykd to the

AT ol 1 14 Onigin d 0. d
IPMS-MS as basic or Extended body parts of the IPM.
For each IPM it holds, the IPMS-MS shall give the following meanings to the defined values of the MS
retrieval-status general-attribute:

1)  mew: No attribute values have been conveyed to the UA.

i) listed: At least one attribute value has been conveyed to the UA, and at least one body part has not
been conveyed.

iil) processed: All body parts (the body parts as single attributes, or the data component only from all
body parts, or the Body attribute, or the Content general-attribute) have been conveyed to the UA.

NOTE - The IPMS-MS-user may use the Modify abstract-operation to change the value of the retrieval-status
attribute. See 11.2.68 of ITU-T Rec. X.413 | ISO/IEC 10021-5.
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d) For each IPN it holds, the IPMS-MS shall give the following meanings to the defined values of the
retrieval-status general-attribute:

i)  new: No attribute values have been conveyed to the UA.

MS

ii) listed: At least one attribute value has been conveyed to the UA, and at least one attribute other than

Returned IPM has not been conveyed.

iii) processed: All attributes, with the possible exception of Returned IPM, have been conveyed to

the UA.

e) When the MS retrieval-status general-attribute is retrieved in the result of an abstract-operation, the v
returned shall reflect the state of affairs prior to the execution of that abstract operation.

alue

f)  The performance of the IPM auto-forward auto-action may cause the MS retrieval-status general-attribute

of the auto-forwarded entry to be set to processed, see 19.8.2.

the content type of the message (see 20.2).

Rec. X.413 | ISO/IEC 10021-5. All content independent MS attributes can be used for the content defined in

Tables 2 and 3 of ITU-T Rec. X.413 | ISO/IEC 10021-5 shall be supported.

19.4
When

Abstra

Notification of Non-receipt

it deletes an IPM while performing the Delete abstract-operation or the “Auto-delete auto-action of the

g) The content-type attribute of each (message containing an) IPM or IPN that is stored in the IPMS-MS
shall have the value id-mct-p2-1984 or id-mct-p2-1988 (see Annex C), as appropriate, dependitig upon

bneral (content independent) attributes that may occur in the MS entry-classes are Ndocumented| in

this

cation. The IPMS specific attributes are defined in 19.6. All general attribute types classified as mandatory in

MS

bt Service, the IPMS-MS shall generate an NRN if, and only if, one is réquested by means of the Notificatjon-

reques{s component of the subject recipient specifier of the deleted IPM, and'the IPM’s entry-status has the value ligted.

In the

the delpte-extensions parameter of the Delete abstract-operation which.deletes the IPM (see 19.5.3).

The N

RN shall have the common fields prescribed for the performance of auto-acknowledgment (see 18.5.2.1).

base of the Delete abstract-operation, the NRN shall not be generated' if prevent-NRN-generation is specifie

d in

The NRN shall have the following non-receipt fields:
a) Non-receipt reason: The value ipm-discarded.
b) Discard reason: [Omitted|The value ipm-deleted].
¢) Auto-forward comment: Omitted.
d) Returned IPM: If the return of the IPM is requested by means of the Notification-requests componerjt of
its subject recipient specifier,~and the Converted-encoded-information-types component of the Mes$age
Delivery Envelope argument is absent, the IPM. Omitted otherwise.
The IAMS-MS shall submit the NRN-by invoking MS-message-submission. Message Submission’s Envelope argurpent
shall He as prescribed for auto-acknowledgment (see 18.5.2.2), except that notification-type may be set to type 2, its

Content argument determined from the NRN as specified in 20.1. If the IPM auto-correlate auto-action is in effect,

the IP
repres

enting the deleted IPM in the Message-log entry-class; in addition, that entry’s AC Submitted IPN Status attri

is given the value ipmédiscarded.

19.5

The MS(abstract-service defined in ITU-T Rec. X.413 | ISO/IEC 10021-5 provides a general mechanism for extenfli

extens

IPMS-MS abstract-operation extensions

MS-MS shall add the sequence-number of the submitted IPN to the AC Submitted IPNs attribute of the &

then

ntry
pbute

ions used by the IPMS-MS are defined below.

With the exception of the forwarding-request extension, each extension is defined as an instance of the
MS-EXTENSION information object class (see 6.6 of ITU-T Rec. X.413 | ISO/IEC 10021-5).

19.5.1

MS-Bind extensions

The IPMS-MS-user may make use of the bind-extensions parameter of the MS-Bind abstract-operation (see 7.1.1 of
ITU-T Rec. X.413 | ISO/IEC 10021-5) to cause the suspension of the IPM auto-acknowledgment auto-action, as defined
in 19.8.3. The suspend-auto-acknowledgment information object is defined as follows:

56

suspend-auto-acknowledgment MS-EXTENSION ::= {
NULL IDENTIFIED BY id-mst-suspend-auto-acknowledgment }
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The presence of this object in the bind-extensions parameter of the MS-Bind abstract-operation causes the suspension of
the IPM auto-acknowledgment auto-action for entries whose retrieval-status becomes processed during the abstract-
association. There are no parameters. Where an IPMS-MS does not provide the IPM auto-acknowledgment auto-action,
it shall ignore the presence of the suspend-auto-acknowledgment bind-extension.

NOTE ~ Where a UA itself generates RN, it should select suspend-auto-acknowledgment, to avoid the interference which
could arise if the user employs another UA which, by registration, has activated the IPM-auto-acknowledgment auto-action.

19.5.2 MS-message-submission extensions

The IPMS-MS provides two methods for incorporating stored IPMs in the body of a submitted IPM. If a 1988

Application Context is in use, the forwarding-request extension enables the IPMS-MS-user to nominate a delivered IPM
for forwarding (see 19.5.2.1).

If 4 T994 Application Context is in use, the IPM-submission-options enables an IPMS-MS-user to nominate any stored
IPM or IPM body part for inclusion in the Body of a submitted IPM (see 19.5.2.2).

19.5.2.1 Forwarding-request extension

If 41988 Application Context is in use (see 5.7 of ITU-T Rec. X.413 | ISO/IEC 10021-5) then andPMS-MS supports the
forpvarding-request extension as specified in 8.3.1.1 of ITU-T Rec. X.413 | ISO/IEC 10021-5-The IPMS-MS-user may
submit an IPM, including Heading and Body, using the MS-message-submission abstract-operation, and identify by
mehpns of the forwarding-request extension, a message that is already stored in the IPMS-MS which is to be cqmbined
with the submitted message Body for forwarding to the message’s recipient(s).

The¢ submitted message Body and the forwarded message are then combined by inserting the forwarded message as a

Mgssage body part into the submitted message Body. The Message body, part becomes the last body par{ of the
submitted message Body.

19.5.2.2 IPM submission options

The submission-options argument of the MS-message-submission* abstract-operation defined in 8.3.1.1 and 8.1.6 of
ITY-T Rec. X.413 | ISO/IEC 10021-5 allows for the specification of MS-submission-extensions. The IPMS-M$ makes
usq of this argument when performing the MS-messagesubmission abstract-operation, in order to support the
mcprporation of stored IPMs and stored body parts in submifted [PMs.

The IPM-submission-options information object is-défined as follows:

ipm-submission-options MS-EXTENSION ::= {
IPMSubmissionOptions IDENTIFIED BY id-mst-submission-options }

IPMSubmissionOptions ::= SET {
assembly-instructions. \\[0] BodyPartReferences }

BodyPartReferences {:=\SEQUENCE OF BodyPartReference

BodyPartReference-::= CHOICE {

stored-entry [0] SequenceNumber,
stored-content [1] SequenceNumber,
submitted-body-part [2] INTEGER (1..MAX),
stored-body-part [3] SEQUENCE {
message-entry SequenceNumber,
body-part-number INTEGER (1.MAX) } }

—  Assembly-instructions (M): This component instructs the IPMS-MS to assemble stored body parts or
stored entries with the present submitted IPM, before submitting the resulting IPM to the MTS (or storing
it as a draft-message entry). The IPMS-MS shall construct the new Body by assembling body parts in the
order specified in the argument, i.e. the sequence of body parts which forms the new Body is determined
by the sequence of body-part-references. If stored-entry is specified, it may identify an IPM, IPN, or
Report. The new body part constructed from the stored-entry will be, respectively, a Message body part, a
Notification body part, or a Report body part. If stored-content is specified, the new body part
constructed from the identified entry will be a Forwarded Content body part. If submitted-body-part is
specified, the new body part is a body part of the present submitted IPM (identified by number). If
stored-body-part is specified, the new body part is copied from the entry identified by message-entry,
with the body-part-number indicated. Body parts are numbered starting at “1°.
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In a Message body part constructed from a stored IPM which represents a delivered-message entry, the Parameters
component shall contain delivery-time and should contain delivery-envelope. In a Message body part constructed from a
stored IPM which represents a submitted-message entry or draft-message entry, the Parameters component shall not
contain delivery-time.

NOTES

1 The presence of delivery-envelope in the Parameters component of a Message body part does not imply that the body
part was derived from a delivered-message. This derivation is implied (but not verified) by the presence of delivery-time.

2 The assembly of body-parts from entries with content-type other than IPM is possible only for body parts whose
definition is compatible with IPM (as stated in the relevant content-type Specification), or for which rules of conversion into IPM
body parts are defined.

3 In the case where the MS-user wishes to submit a message comprising entirely body parts assembled by the MS, the
argument to MS-message-submission will contain a zero-length Body.

The actjons performed by an IPMS-MS when the IPM-submission-options parameter is present in an MS—messaEe-
submission argument, are defined in 19.9.2.

19.5.2.3 IPM submission errors

When an IPMS-MS performs the MS-message-submission abstract-operation of ITU-T Rec. X.413 RN ISO/IEC 10021-5,
the IPMS-specific errors defined below may be reported. These are reported as MS-extension-errors, as defined in 912
of ITU-T Rec. X.413 | ISO/IEC 10021-5.

The IPM-submission-errors information object set comprises the submission errors definedfor the IPMS-MS.

IPMSubmissionErrors MS-EXTENSION ::= {
invalid-assembly-instructions |
invalid-ipn,

... - For future extension additions -- }

IPM-submission-options is present, but the message submitted is not*an IPM, or the assembly-instructions comporent
containp a reference to an entry whose content-type is not compatible with IPM, or contains a reference to a body part
not present in the submitted or stored message. The invalid body-part-references are reported in the error.

The i‘:Ealid-assembly-instructions error shall be reported where the assembly-instructions component | of

invalid-assembly-instructions MS-EXTENSION :i=¢
BodyPartReferences IDENTIFIED BY id-mst-invalid-assembly-instructions }

The inyalid-IPN error shall be reported if the UA:submits an IPN concerning a message for which an IPN has already
been s¢nt, except that an RN may be generated for an auto-forwarded IPM where an NRN indicating IPM-afito-
forwarded has already been sent.

invalid-ipn MS-EXTENSION-::={
NULL IDENTIFIED BY" id-mst-invalid-ipn }

19.5.3 | Delete extensions

The IPMS-MS-user may~make use of the delete-extensions parameter of the Delete abstract-operation (see 8.2.4.} of
ITU-T Rec. X.413 | ISOAEC 10021-5) to prevent the generation of an NRN when an IPM is deleted, as defined in 19.4.
The pr¢vent-NRN-generation extension is defined as follows:

prevent-nrn-generation MS-EXTENSION ::= {
NULL IDENTIFIED BY id-mst-prevent-nrn-generation }

NOTE — This may be used to prevent the automatic generation of NRNs where a UA implementation itself
generates NRNs.

19.6 IPMS-MS attributes

As described in ITU-T Rec. X.413 | ISO/IEC 10021-5, an MS maintains and provides access to certain attributes of each
information object it holds. An attribute comprises a type and, depending upon the type, one or more values. Attributes
that may assume several values simultaneously (all pertaining to one object) are termed multi-valued, those that may
assume just one value, single-valued. Some attributes pertain to information objects of all kinds; others only to those of
certain kinds (e.g. those of Section 2).

This subclause defines the MS attributes specific to Interpersonal Messaging. Each IPMS-MS attribute is defined as an
instance of the ATTRIBUTE information object class (see 6.3.3.3 of ITU-T Rec. X.413 | ISO/IEC 10021-5).
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All the IPMS-MS attributes defined in this Specification, except those corresponding to Extended body part types
(which cannot be enumerated — see 19.6.3.3), are listed alphabetically, for reference, in the first column of Table 5
in 19.6.7. Table 3 indicates their presence in IPM, NRN, RN and ON entries of the Stored-message, Submission-log, and
Delivery-log entry-classes of the MS. For entries of the Submission-log and Delivery-log entry-classes, the Body
attributes (see 19.6.3) shall not be present. Table 3 also indicates whether the attribute is single-valued or multi-valued,
and whether it is available for retrieval by the List and Summarize abstract-operations. Rules for the presence and
maintenance of general-attributes in the IPMS-MS are defined in 19.2 and 19.3. No requirements are placed on the
IPMS-MS-user for the support of any of the IPMS-MS attributes.

Table 3 — Summary of IPMS-specific common attributes

. Support P

Attribute M Sm DI S IPM NRN RN ON.J " " S
A
Agknowledgment Mode S O O O - P — Y Y
Afithorizing Users M O M M C - - - Y N
Apto-forward Comment S O O O - C - - Y N
Afito-forwarded S O O O P = - - Y Y
Afito-submitted S O O O C = - - Y N
B
Bllaterally Defined Body Parts M o - - C - - - N N
Blind Copy Recipients M O O M C - - - Y N
Body S M - P - - - N N
Body Part Summary? M 0O 0, O P - - - Y N
C
Conversion EITs M 0x\0 O - C C C Y N
Copy Recipients M 0 O M C - - - Y N
D
Djscard Reason S O O O - C - - Y Y
E
Encrypted Body Parts M o - - C - - - N N
Encrypted Data M o - - C - - - N N
Encrypted Parameters M o - - C - - - N N
Expiry Time S O O O C - - - Y N
Extended Body Part Types M o - - C - - - Y Y
G
GP Facsimile Body Parts M o - - C - - - N N
GB Facsimile Data M o - - C - - - N N
GB Facsimile Parameters M o - - C - - - N N
Gg Class 1 Body Parts M o - - C - - - N N
Hi
Hgading S M - - P - - - N N
I
IAS Text Body Parts M O = - C = = = N N
IAS Text Data M o - - C - - - N N
IAS Text Parameters M o - - C - - - N N
Importance S O O O P - - Y Y
Incomplete Copy S O O O C - - - Y N
IPM Auto-discarded? S - 0 - c - - - Y N
IPM Entry Type S M M M P P P P Y Y
IPM Intended Recipient S O O O - C C C Y N
IPM Synopsis S 0O O O P - - - N N
IPN Originator S 0O O O - C C C Y N
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Support  Support level by IPMS-MS:
Sm for Stored-message entry-class
Dl for Delivery-log entry-class
Sl for Submission-log entry-class

P Presence in each IPM-entry-type
Available for List, Alert

S Available for Summarize

a) Not defined for 1988 Application Contexts

e
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Where a delivery report contains returned content, the child-entry so created shall possess the attributes indicated for an
IPM, NRN, RN or ON as appropriate. Where an NRN contains a returned IPM, the child-entry so created shall possess
the attributes indicated for an IPM. Where an IPM (whether submitted, delivered, in the returned content of a delivery
report, or present in an NRN), contains a Message body part, the child-entry so created shall possess the attributes
indicated for an IPM. Where an IPM (whether submitted, delivered, in the returned content of a delivery report, or
present in an NRN), contains a Report body part which contains returned content, the report child-entry shall itself have
a returned content child-entry which shall possess the attributes indicated for an IPM, NRN, RN or ON as appropriate.
Where an IPM (whether submitted, delivered, in the returned content of a delivery report, or present in an NRN),
contains a Notification body part, the child-entry so created shall possess the attributes indicated for an IPN; where the
IPN is an NRN which contains a returned IPM, the notification child-entry shall itself have a returned IPM child-entry
which shall possess the attributes indicated for an IPM. Where an IPM (whether submitted, delivered, in the returned
content of a delivery report, or present in an NRN), contains a Forwarded Content body part which contains an IPM
(which is not encrypted), the child-entry so created shall possess the attributes indicated for an IPM.

Taple 3 applies to all entries except those of the Auto-action-log entry-class. There are no IPMS-specific Jttributes
defined for the Auto-action-log entry-class. See 5.2 of ITU-T Rec. X.413 | ISO/IEC 10021-5 for an elaboration of the
tabjle’s legend.
Taple 4 indicates the presence of the correlation attributes (see 19.6.5) in IPM entries of the Stored-messpge and
Mgssage-log entry-classes. None of the attributes listed in Table 4 are defined for 1988 Application Context$. These
attfibutes shall not be present in entries representing IPNs.
Table 4 — Summary of IPMS-specific correlationCattributes
: D¢l Sub
Attribute \% L M PM IPN L S

AC Correlated Delivered IPNs M (6] - C - Y N

AC Correlated Delivered Replies M 0 - C - Y N

AC Delivered IPN Summary M (@] - C - Y Y

AC Delivered Replies Summary M (0] - C - Y Y

AC Forwarded IPMs M (6] C C - Y N

AC Forwarding IPMs M (6] C C - Y N

AC IPM Recipients M (0] - C - Y N

AC Obsoleted IPMs M (0] C C - Y N

AC Obsoleting IPMs M (6] C C - Y N

AC Related IPMs M (6] C C - Y N

AC Relating IPMs M o C C - Y N

AC Replied-to IPM S (0] C C - Y N

AC Replying IPMs M o C C - Y N

AC Subject IPM S (6] - - C Y N

AC Submitted IPN Status S (0] C - - Y Y

AC Submitted IPNs M (6] C - - Y N

AC Submitted Reply-Status S O C - - Y Y

Recipient Categofy S 0 C - - Y N

Revised Reply Fime S (0] C - - Y N

Y Single/multi valued

) ) Support level by IPMS-MS

DelIPM Presence in delivered IPM

Sub IPM—Presence i submitted IPM

IPN Presence in IPN

L Available for List

S Available for Summarize

19.6.1 Summary attributes

Some attributes summarize an Interpersonal Messaging information object. These attributes are defined and described
below.
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19.6.1.1 IPM Entry Type

The IPM Entry Type attribute identifies an information object’s type.

ipm-entry-type ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX IPMEntryType,
EQUALITY MATCHING-RULE integerMatch,

NUMERATION
ID

single-valued,
id-sat-ipm-entry-type }

IPMEntryType ::= ENUMERATED {

ipm 0),
rn ),
nrn Q).
on (©))

This atribute may assume any one of the following values:

a) ipm: The information object is an IPM.
b) rn: The information object is an RN.
¢) nrn: The information object is an NRN.

d) on: The information object is an ON.

An IPNMS-MS that supports this attribute shall maintain it for an information object that it holds (and the Messagetlog

entry fgr such an object) if, and only if, that object is a message whose content is an\]EM or IPN.

19.6.1.2 IPM Synopsis

The IP]M Synopsis attribute gives the structure, characteristics, size, and processing status of an IPM at the granulgrity

of indiyidual body parts.

NUMERATION
ID

ipm-synopsis ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX IPMSynopsis,

single-valued;
id-sat-ipm=synopsis }

The syhopsis of an IPM comprises a synopsis of each’of its body parts. The synopses appear in the order in which the

body phrts appear.

The symopsis of a body part takes oné:of two forms depending upon whether the body part is of type Message.

IPMSynopsis ::= SEQUENCE OF BodyPartSynopsis

[his

enables the synopsis of a forwarding JPM to encompass the body parts of each forwarded IPM (recursively), as well as
those qf the forwarding IPM itself.

message
non-message

number
synopsis

type
parameters
size
processed

—NonMessageBodyPartSynopsis—=SEQUENCEH

BodyPartSynopsis«:=/CHOICE {

[0] MessageBodyPartSynopsis,
[1] NonMessageBodyPartSynopsis}

MessageBodyPartSynopsis ::= SEQUENCE {

[0] SequenceNumber,
[1] IPMSynopsis}

[0] OBJECT IDENTIFIER,

[1] INSTANCE OF TYPE-IDENTIFIER OPTIONAL,
[2] INTEGER,

[3] BOOLEAN DEFAULT FALSE}

The synopsis of a Message body part has the following components:

a) Number (M): The sequence-number that the IPMS-MS assigns to the entry that the Message body part

represents.

b) Synopsis (M): The synopsis of the IPM that forms the content of the message that the body part

represents.
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The synopsis of a body part of type other than Message has the following components. For the purposes of this synopsis,
the body part is considered to be of type Extended, whether or not it was so conveyed to the IPMS-MS (see 7.4 for
definitions of Extended body part types equivalent to the basic body part types):

An
ents

19.

The
On

app

a)

b)

Type (M): The body part’s Extended type, i.e. the &id field of the body part’s Data component. An
Object Identifier.

Parameters (C): The body part’s format and control parameters, i.e. the body part’s Parameters
component. An instance of TYPE-IDENTIFIER. This conditional component shall be present if, and only
if, a Parameters component is defined for this type of body part.

Size (M): The size in octets of the encoding of the Encoding component of the body part’s Data
component when the Basic Encoding Rules of ITU-T Rec. X.690 | ISO/IEC 8825-1 are followed. If those
rules permit several (e.g. both primitive and constructed) encodings of the component, the size may
reflect any one of them. An Integer

d)

p.1.3 Body Parts Summary

body-parts-summary ATTRIBUTE ::= {

BodyPartDescriptor ::= SEQUENCE {

Processed (D faise): An indication of whether or not the body part (as a single attribute ©r t}lle Data
component only) has been conveyed to the UA by means of the IPMS-MS’s Fetch abstract-Operation, or
has been processed by an auto-action whose definition causes the body part to bécome prdcessed.
A Boolean.

IPMS-MS that supports this attribute shall maintain it for an information object that it holds’(and the Messhge-log
ry for such an object) if, and only if, that object is a message whose content is an IPM.

NOTE — As a consequence of its variability, the value of the Size component should be considered only an estimafe of the
bodyy part’s size.

Body Parts Summary attribute, which is multi-valued, provides a simmary of the body parts present in dn IPM.
e value of body-part-descriptor shall be present for each body part(ptesent in the IPM. Body-part-descriptors shall
ear in the same order in the attribute as body parts appear in the IPM.

WITH ATTRIBUTE-SYNTAX BodyPartDescriptor,
NUMERATION multivalued,
ID idssat-body-parts-summary }

data [0}, OBJECT IDENTIFIER,

parameters [}y OBJECT IDENTIFIER OPTIONAL,
this-child-entry [2] SequenceNumber OPTIONAL,
position [3] INTEGER,

size [4] INTEGER,

processed [S] BOOLEAN DEFAULT FALSE }

the purpose of this summary, body parts are considered to be of type Extended, whether or not they were so

corfvey€d'to the IPMS-MS. See 7.4 for definitions of the Extended body part types equivalent to the basic bady part

Fo
o

The body-part-descriptor has the following components:

a)

b)

©)

Data (M): The body part’s Extended type, i.e. the &id field of the body part’s Data component (see
19.6.3.3). This Object Identifier identifies the attribute generated for the Data component of the body part.

Parameters (C): The Extended type of the body part’s Parameters, i.e. the &id field of the body part’s
Parameters component (see 19.6.3.3). This Object Identifier identifies the attribute generated for the
Parameters component of the body part. This conditional component shall be present if, and only if, a
Parameters component is defined for this type of body part.

This-child-entry (C): Identifies the sequence-number of the child-entry that constitutes this body part.
This shall be present for body part types for which child-entries are generated (e.g. Message body parts).
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d) Position (M): Indicates the position of this body part within the sequence of values that constitutes the
Extended Body Part attributes (Data and Parameters) for this Extended body part type.

e) Size (M): The size in octets of the encoding of the Encoding component of the body part’s Data
component when the Basic Encoding Rules of ITU-T Rec. X.690 | ISO/IEC 8825-1 are followed. If those
rules permit several (e.g. both primitive and constructed) encodings of the component, the size may
reflect any one of them. An Integer.

f) Processed (D false): An indication of whether the body part (as a single attribute or the Data component
only) has been conveyed to the UA by means of the IPMS-MS’s Fetch abstract-operation, or has been
processed by an auto-action whose definition causes the body part to become processed. A Boolean.

NOTES

1 As a consequence of its variability, the value of the Size component should be considered only an estimate of the

body part’s size.

2 This attribute may be used in preference to the IPM Synopsis attribute where the IPM comprises many recufsive

levels of forwarded IPM, or where the Parameters components are large, or where a summary of only a single body part is required.

An IPMS-MS that supports this attribute shall maintain it for an information object that it holds (and the Messageflog
entry for such an object) if, and only if, that object is a message whose content is an IPM. An IPMS-MS\that supgorts
this attribute shall also support the IPM Synopsis attribute.

19.6.1{4 IPM Auto-discarded

The IFM Auto-discarded attribute may be present in entries of the Delivery-log entry-cldss;-and indicates whetheg the
corresponding entry of the Delivery entry-class was deleted as a result of the performance of the IPM auto-discard guto-

action

ipm-auto-discarded ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
NUMERATION
ID

BOOLEAN,
booleanMatch,
single-valued,
id-sat-ipm-auto-discarded }

An IPMS-MS that supports this attribute shall maintain it for an information object if, and only if, that object|is a
Delivgry-log entry corresponding to a delivered IPM which was deleted by the performance of the IPM auto-discard

auto-aktion.

19.6.2] Heading attributes

Some pttributes are derived from the Headirlg of an IPM. These attributes are defined and described below.

19.6.2l1 Heading

The Hleading attribute is the (entite))Heading of an IPM.

heading ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
NUMERATION
ID

An IPMS-MS that supports this attribute shall maintain it for an information object that it holds if, and only if,

objectlis a’message whose content is an TPM

Heading,
single-valued,
id-hat-heading }

that

19.6.2.2 Heading analyses

Some attributes have as their values OR-descriptors selected after analysis of the Heading. They identify the “primary”,
“copy”, and “blind copy” recipients of an IPM of whom an RN, NRN, or reply is requested.

rn-requestors ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
NUMERATION
ID
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nrn-requestors ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
NUMERATION
ID

reply-requestors ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
NUMERATION
ID

ISO/IEC 10021-7

ORDescriptor,
oRDescriptorMatch,
multi-valued,
id-hat-nrn-requestors }

ORDescriptor,
oRDescriptorMatch,
multi-valued,
id-hat-reply-requestors }

: 1997 (E)

An IPMS MS that supports one of these attnbutes shall mamtam it for an mformatxon object that 1t holds (and the

{ whose
lue for

evgry recipient spec1ﬁer in the IPM’s anary, Copy, or Blind Copy Rec1plems field whose Notification-tequests

Reply-

requested component signifies that a reply is requested (in the case of the third). The value shall\be the rgcipient

.2.3 Heading fields

this-ipm ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
NUMERATION
ID

originator ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
OTHER MATCHING-RULES

NUMERATION
ID

replied-to-IPM ATTRIBUTE ::={
WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
NUMERATION
ID

subject ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
SUBSTRINGS MATCHING-RULE
NUMERATION
ID

pv:\iry-ﬁmp ATTRIBUTE ::=

NOTE - These attributes exist for historical reasons, predating those defined to support IPM atitd-correlation.

me attributes bear the names of heading fields and have those fields as their values.

ThisIPMField,
iPMIdentifierMatch,
single-valued,
id-hat-this-ipm }

OriginatorField,

oRDescriptorMatch,

{oRDescriptorElementsMatch |
O6RDescriptorSubstringElementsMatch |
oRDescriptorSingleElementMatch, ...},

single-valued,

id-hat-originator }

RepliedToIPMField,
iPMIdentifierMatch,
single-valued,
id-hat-replied-to-IPM }

SubjectField,
mSStringMatch,
mSSubstringsMatch,
single-valued,
id-hat-subject }

WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
ORDERING MATCHING-RULE
NUMERATION

ID

reply-time ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
ORDERING MATCHING-RULE
NUMERATION
ID

ExpiryTimeField,
uTCTimeMatch,
uTCTimeOrderingMatch,
single-valued,
id-hat-expiry-time }

ReplyTimeField,
uTCTimeMatch,
uTCTimeOrderingMatch,
single-valued,
id-hat-reply-time }
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An IPM
Messag
contain{

19.6.2.4

Some aftributes bear the names of heading fields and have sub-fields of those fields as-their values.

importance ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
ORDERING MATCHING-RULE
NUMERATION
ID

sensitivity ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
ORDERING MATCHING-RULE
NUMERATION
ID

ImportanceField,
integerMatch,

integerOrderingMatch, -- not defined for 1988 Application Contexts

single-valued,
id-hat-importance }

SensitivityField,
integerMatch,

integerOrderingMatch, -- not defined for 1988 Application Contexts

single-valued,
id-hat-sensitivity }

auto-forwarded ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
NUMERATION
ID

Heading sub-fields

authorizing-users ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
OTHER MATCHING-RULES

NUMERATION
ID

primary-recipients ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
OTHER MATCHING-RULES

NUMERATION
ID

copy-recipients ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
EQUALITY-MATCHING-RULE
OTHERMATCHING-RULES

NUMERATION
D

blind-copy-recipients ATTRIBUTE ::= {

AutoForwardedField,
booleanMatch,
single-valued,
id-hat-auto-forwarded }

[S-MS that supports one of these attributes shall maintain it for an information object that it holds (and
b-log entry for such an object) if, and only if, that object is a message whose content is an"IPM whose Headi
i the field whose name the attribute bears.

AuthorizingUsersSubfield;

oRDescriptorMatch,

{oRDescriptorElementsMatch |
oRDescriptorSubstringElementsMatch |
oRDescriptorSingleElementMatch, ...},

multi-valued;

id-hat-authorizing-users }

PrimaryRecipientsSubfield,

recipientSpecifierMatch,

{recipientSpecifierElementsMatch |
recipientSpecifierSubstringElementsMatch |
recipientSpecifierSingleElementMatch, ...},

multi-valued,

id-hat-primary-recipients }

CopyRecipientsSubfield,

recipientSpecifierMatch,

{recipientSpecifierElementsMatch |
recipientSpecifierSubstringElementsMatch |
recipientSpecifierSingleElementMatch, ...},

multi-valued,

id-hat-copy-recipients }

the
ing

66

WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
OTHER MATCHING-RULES

NUMERATION
ID

obsoleted-IPMs ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
NUMERATION
1D

ITU-T Rec. X.420 (1996 E)

BlindCopyRecipientsSubfield,

recipientSpecifierMatch,

{recipientSpecifierElementsMatch |
recipientSpecifierSubstringElementsMatch |
recipientSpecifierSingleElementMatch, ...},

multi-valued,

id-hat-blind-copy-recipients }

ObsoletedIPMsSubfield,
iPMIdentifierMatch,
multi-valued,
id-hat-obsoleted-IPMs }
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related-IPMs ATTRIBUTE ::= {

WITH ATTRIBUTE-SYNTAX RelatedIPMsSubfield,

EQUALITY MATCHING-RULE iPMIdentifierMatch,

NUMERATION multi-valued,

ID id-hat-related-IPMs }
reply-recipients ATTRIBUTE ::= {

WITH ATTRIBUTE-SYNTAX ReplyRecipientsSubfield,

EQUALITY MATCHING-RULE oRDescriptorMatch,

OTHER MATCHING-RULES {oRDescriptorElementsMatch |

oRDescriptorSubstringElementsMatch |
oRDescriptorSingleElementMatch, ...},
NUMERATION multi-valued,
ID id-hat-reply-recipients}

An [PMS-MS that supports one of these attributes shall maintain it for an information object that it holds) (and the
Mestflage-log entry for such an object) if, and only if, that object is a message whose content is an IPM whose Heading
contpins the field whose name the attribute bears. It shall maintain one attribute value for each sub-field’

19.6/2.5 Heading extensions

Somfe attributes bear the names of heading extensions and have as their values the values of those extensions ol a part
thergof.

incomplete-copy ATTRIBUTE ::= {

WITH ATTRIBUTE-SYNTAX IncompleteCopy,

NUMERATION single-valued, -- An equality match is specified for 1988
-- Application Contexts --

ID id-hat-incomplete-copy}

languages ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX Language,
EQUALITY MATCHING-RULE mSStringMatch;

SUBSTRINGS MATCHING-RULE mSSubstringsMatch, -- Not defined for 1988 Application Contexts --

NUMERATION multi-valued,

ID id-hat-languages }
auto-submitted ATTRIBUTE ::= {

WITH ATTRIBUTE-SYNTAX AutoSubmitted,

EQUALITY MATCHING-RULE integerMatch,

NUMERATION single-valued,

ID id-hat-auto-submitted }

An [PMS-MS that supports one ©f)these attributes shall maintain it for an information object that it holds (apnd the
Me¥age—log entry for such an ebject) if, and only if, that object is a message whose content is an IPM whose Heading

confains the extension whose)name the attribute bears. In the case of the Languages attribute, the IPMS-M$ shall
maintain one attribute valuéfor each language the extension identifies.

NOTE - Eaclrvalue of Languages comprises a language code, followed optionally by a country code. The Larjguages
attriute’s substrings/matching rule may be used to select values of a given language code, regardless of the presence, or valug of the
optignal country cdde; see A.2.

19.6.3 Body attributes

Sonjecattributes are derived from the Body of an IPM. These attributes are defined and described below.

NOTE = The attributes defined 1 19.6.3.4, 19.6.3.5, and 19.6.3.6 exist for historical reasons. When using a 1994
Application Context, only the Extended body parts attributes should be used.

19.6.3.1 Body

The Body attribute is the (entire) Body of an IPM.
body ATTRIBUTE ::= {

WITH ATTRIBUTE-SYNTAX Body,
NUMERATION single-valued,
ID id-bat-body }

An IPMS-MS that supports this attribute shall maintain it for an information object that it holds if, and only if, that
object is a message whose content is an IPM.
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19.6.3.2 Extended Body Part Types

The Extended Body Part Types attribute identifies the Extended body part types represented in an IPM. For the
purposes of this attribute, all body parts of an IPM are considered to be of type Extended regardless of whether they
were so conveyed to the IPMS-MS.

An IP
object

value

extended-body-part-types ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX OBJECT IDENTIFIER,
EQUALITY MATCHING-RULE  objectIdentifierMatch,
NUMERATION multi-valued,
D id-bat-extended-body-part-types }

or every type of body part present. The value shall denote the type as specified in 7.3.2.

generated for the Data component(s) of the body part(s) of that body part type, as specified in 19.6.3.3.

19.6.3{3 Extended Body Parts

Some

of typ
ITU-T|

of typ¢ Extended regardless of whether they were so conveyed to the IPMS-MS; see 19.3, item b).

To ead

that is|the &id field of the TYPE-IDENTIFIER object that constitutes the Data component of a body part of that

The ¢

that

IDENTIFIER object that constitutes the Parameters component.ef a body part of that type. The content of this se
attribyte is the value component of the Sequence type associated with the instance-of type for that Param

comp

MS-MS that supports this attribute shall maintain it for an information object that it holds if, and only)if,
is a message whose content is an IPM whose Body contains one or more body parts. It shall maintain one’attribute

h Extended body part type there corresponds two attributes. The first\attribute is denoted by the Object Iden

ntent of this first attribute is the value component of the Sequence type associated with the instance-of typ

that

NOTE — Each value of this attribute identifies both an Extended body part type represented in the JPM and the attrjbute

httributes, unnamed, have as their values the value components of the Sequence type\associated with the instance-
e that constitutes the Data (and Parameters) components of Extended body) parts. See 7.3.2, and C.
Rec. X.681 | ISO/IEC 8824-2. For the purposes of these attributes, all body-parts of an IPM are considered o be

/' of

ifier

ype.
e for

ata component. The second attribute is denoted by the Object Identifier that is the &id field of the TYPE-

nent.

Wherg a Parameters type is defined for an Extended.body part type, the sequence of values in the attribute gene

from the Data components of body parts of that Extended body part type corresponds to the sequence of values i1

attribyte generated from the Parameters components of the same body parts. Thus, the value created for the

compgnent of a body part occupies the same position in the first attribute as the value created for the Param

comp

¢nent occupies in the second attribute.

An IPMS-MS that supports one of these body parts shall maintain the first attribute, and, if defined, the second attri

for an

contains one or more body parts of the type that corresponds to that attribute. It shall maintain one value of the
attribyte, and, if defined, the”second attribute for each such body part. The order of values shall reflect the ord
appeatance of body parts-of that type in the IPM.

The Data and Parameéters attributes of Extended body parts may be derived from the following parameterized o]
assigniments:

68

extended-body-part-data-attribute{EXTENDED-BODY-PART-TYPE:ebpt} ATTRIBUTE ::= {

tond
eters

ated
) the
Pata
eters

bute,

information object that it holds if, and only if, that object is a message whose content is an IPM whose Body

first
br of

bject

NUMERATION multi-valued,

ID ebpt.&data.&id }

extended-body-part-parameters-attribute{EXTENDED-BODY-PART-TYPE:ebpt} ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX [0] EXPLICIT ebpt.&parameters.&Type,
NUMERATION multi-valued,

ID ebpt.&parameters.&id }

NOTE 1 - In editions of this Specification published before 1994, the Parameters and Data attributes of extended body
parts were derived from Externals. When the single-ASN1-type encoding alternative of the External is used, the value of the encoding
of an External is identical with that of Type-Identifier. However, the IPMS-MS may generate Parameters and Data attributes whose
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ATTRIBUTE-SYNTAX also supports the octet-aligned encoding alternative. The following associated types indicate the

ATTRIBUTE-SYNTAX of the Parameters and Data attributes respectively, that may be generated by the IPMS-MS, and should be
anticipated by the IPMS-MS-user:

CHOICE {
single-ASN1-type  [0] EXPLICIT ebpt.&parameters.&Type,
octet-aligned [1] IMPLICIT OCTET STRING }
CHOICE {
single-ASN1-type  [0] EXPLICIT ebpt.&data.&Type,
octet-aligned [1] IMPLICIT OCTET STRING }

The constraint specified in 7.3.2 on the choice of encoding applies.

EXAMPLES

For example, the Data attribute for the IA5 Text Extended body part type may be derived as follows:

iaS-text-extended-data-attribute ATTRIBUTE ::=
extended-body-part-data-attribute {ia5-text-body-part}

This is equivalent to the following assignment:

ia5-text-extended-data-attribute ATTRIBUTE ::=
WITH ATTRIBUTE-SYNTAX [0] EXPLICIT IAS5TextData,
NUMERATION multi-valued,
ID id-et-iaS-text }

The Data attribute for the 'Simple Spreadsheet' Extended body part type used as-an_example in 7.3.1 may be defived as
follows:

simple-spreadsheet-extended-data-attribute ATTRIBUTE ::=
extended-body-part-data=attribute {simple-spreadsheet-body-part}

This is equivalent to the following assignment:

simple-spreadsheet-extended-data-attribute ATTRIBUTE.::=
WITH ATTRIBUTE-SYNTAX [0] EXPLICITZOCTET STRING,
NUMERATION multi-valued,
1D {local-object-identifier 1} }

NOTE 2 - The Extended body parts attributes ¢annot be enumerated because the Extended body part types canfiot be so
enymerated.

NOTE 3 - The Extended Body Part Types ‘attribute (see 19.6.3.2) indicates the types of the Extended body part attributes
prasent in the entry representing an IPM.

1916.3.4 Basic Body Parts

Sofme attributes bear the names ofbasic body part types and have, with one exception, such body parts as their vqlues.

NOTE - The attribute§ defined below exist for historical reasons. When using a 1994 Application Context, jonly the
(Extended) body parts attributes.of 19.6.3.3 should be used.

Any IPMS-MS holds each/forwarded IPM (i.e. each Message body part) as an information object in its own right,
separate from the forwarding IPM. That information object is a message whose content is an IPM. The Message Body
Patts attribute below has, as its values, the sequence-numbers the IPMS-MS assigns to those messages.

iaS<text-body-parts ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX IAS5TextBodyPart,
NUMERATION multi-valued,
ID id-bat-ia5-text-body-parts }

g3-facsimile-body-parts ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX  G3FacsimileBodyPart,
NUMERATION multi-valued,
ID id-bat-g3-facsimile-body-parts }

g4-classl-body-parts ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX  G4Class1BodyPart,
NUMERATION multi-valued,
ID id-bat-g4-class1-body-parts }

teletex-body-parts ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX  TeletexBodyPart,
NUMERATION multi-valued,
ID id-bat-teletex-body-parts }
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videotex-body-parts ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX VideotexBodyPart,
NUMERATION multi-valued,
1D id-bat-videotex-body-parts }

encrypted-body-parts ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX EncryptedBodyPart,
NUMERATION multi-valued,
1D id-bat-encrypted-body-parts }

message-body-parts ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX SequenceNumber,
NUMERATION multi-valued,
ID id-bat-message-body-parts }

mixed-mode-body-parts ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX MixedModeBodyPart,
NUMERATION multi-valued,
ID id-bat-mixed-mode-body-parts }

bilaterally-defined-body-parts ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX BilaterallyDefinedBodyPart,
NUMERATION multi-valued,
ID id-bat-bilaterally-defined-body-parts }

nationally-defined-body-parts ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX NationallyDefinedBodyPart,
NUMERATION multi-valued,
ID id-bat-nationally-defined-body-parts,}

An IPMS-MS that supports one of these attributes shall maintain it for an information object that it holds if, and only if,
that obfect is a message whose content is an IPM whose Body contains on¢ or more body parts of the type whose ngme
the attrjbute bears. It shall maintain one attribute value for each suchbody part. The order of values shall reflect [the
order of appearance of body parts of that type in the IPM.

19.6.3.5 Basic Body Part Parameters components

Some dttributes bear the names of basic body part types anld’have the Parameters components of such body parts as their
values.

NOTE - The attributes defined below exist for historical reasons. When using a 1994 Application Context, only|the
(Extendpd) body parts attributes of 19.6.3.3 should be used.

ia5-text-parameters ATTRIBUTE ::=.{
WITH ATTRIBUTE-SYNTAX  IASTextParameters,
NUMERATION multi-valued,
ID id-bat-ia5-text-parameters }

g3-facsimile-parameters ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX G3FacsimileParameters,
NUMERATION multi-valued,
ID id-bat-g3-facsimile-parameters }

teletex-parameters ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX  TeletexParameters,
NUMERATION multi-valued,
ID id-bat-teletex-parameters }

videotex-parameters ATTRIBUTE ::={
WITH ATTRIBUTE-SYNTAX VideotexParameters,
NUMERATION multi-valued,
ID id-bat-videotex-parameters }

encrypted-parameters ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX EncryptedParameters,
NUMERATION multi-valued,

ID id-bat-encrypted-parameters }

message-parameters ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX MessageParameters,
NUMERATION multi-valued,

1D id-bat-message-parameters }
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An IPMS-MS that supports one of these attributes shall maintain it for an information object that it holds if, and only if,
that object is a message whose content is an IPM whose Body contains one or more body parts of the type whose name
the attribute bears. It shall maintain one attribute value for each such body part. The order of values shall reflect the
order of appearance of body parts of that type in the IPM.

19.6.3.6 Basic Body Part Data components

Some attributes bear the names of basic body part types and have the Data components of such body parts as their
values.

NOTE - The attributes defined below exist for historical reasons. When using a 1994 Application Context, only the
(Extended) body parts attributes of 19.6.3.3 should be used.

tha
the
ord|

19.

Sor

19.

iaS-text-data ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX

JASTextData

NUMERATION
ID

g3-facsimile-data ATTRIBUTE ::= {

teletex-data ATTRIBUTE ::= {

videotex-data ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX

message-data ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
NUMERATION
ID

b.4  Notification atfributes

b.4.1 Common fields

multi-valued,
id-bat-iaS-text-data }

WITH ATTRIBUTE-SYNTAX  G3FacsimileData,
NUMERATION multi-valued,
ID id-bat-g3-facsimile-data }

WITH ATTRIBUTE-SYNTAX  TeletexData,
NUMERATION multi-valued,
ID id-bat-teletex-data }

VideotexData,

NUMERATION multi-valued,

ID id-bat-videotex-data }
encrypted-data ATTRIBUTE ::= {

WITH ATTRIBUTE-SYNTAX  EncryptedData

NUMERATION multi-valued,

ID id-bat-encrypted-data }

MessageData,
multi-valued,
id-bat-message-data }

IPMS-MS that supports one of these attributes shall maintain it for an information object that it holds if, and
object is a message whose content is an IPM whose Body contains one or more body parts of the type whose name
attribute bears. It shall majntain one attribute value for each such body part. The order of values shall ref
er of appearance of body parts of that type in the IPM.

he attributes are.derived from an IPN. These attributes are defined and described below.

Sorhe attfibutes bear the names of Common fields and have those fields as their values.

subject-ipm ATTRIBUTE ::= {

only if,

ect the

WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
NUMERATION

ID

ipn-originator ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
OTHER MATCHING-RULES

NUMERATION
ID

SubjectIPMField,
iPMIdentifierMatch,
single-valued,
id-nat-subject-ipm }

IPNOriginatorField,

oRDescriptorMatch,

{oRDescriptorElementsMatch |
oRDescriptorSubstringElementsMatch |
oRDescriptorSingleElementMatch, ...},

single-valued,

id-nat-ipn-originator }
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ipm-intended-recipient ATTRIBUTE ::= {

WITH ATTRIBUTE-SYNTAX IPMIntendedRecipientField,

EQUALITY MATCHING-RULE  oRDescriptorMatch,

OTHER MATCHING-RULES {oRDescriptorElementsMatch |
oRDescriptorSubstringElementsMatch |
oRDescriptorSingleElementMatch, ...},

NUMERATION single-valued,

ID id-nat-ipm-intended-recipient }

conversion-eits ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX MS-EIT,
EQUALITY MATCHING-RULE objectldentifierMatch,
NUMERATION multi-valued,
1D id-nat-conversion-eits }

notification-extensions ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX IPMSExtension,
NUMERATION multi-valued,
D id-nat-notification-extensions }

An IPMS-MS that supports one of these attributes shall maintain it for an information object that it holds (and
Messdge-log entry for such an object) if, and only if, that object is a message whose content is an.IPN that contain
field whose name the attribute bears.

19.6.4.2 Non-receipt fields
Some [attributes bear the names of Non-receipt fields and have those fields as their values.

non-receipt-reason ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX NonReceiptReasonField,
EQUALITY MATCHING-RULE integerMatch,
NUMERATION single-valued,
ID id-nat-non-receipt-reason }

discard-reason ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX DiscardReasonField,
EQUALITY MATCHING-RULE integerMatch;,
NUMERATION single-yalued,
ID id-nat-discard-reason }

auto-forward-comment ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX AutoForwardCommentField,
EQUALITY MATCHING-RULE mSStringMatch,
SUBSTRINGS MATCHING-RULE mSSubstringsMatch,
NUMERATION single-valued,
1D id-nat-auto-forward-comment }

returned-ipm ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX ReturnedIPMField,
NUMERATION single-valued,
ID id-nat-returned-ipm }

nrn-extensions ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX IPMSExtension,
NUMERATION multi-valued,
ID id-nat-nrn-extensions }

the
5 the

An IPNIS-MS that supports one of these attributes shall maintain it for an information object that it holds (and the

Message-Iog eniry for such an object) i, and only if, that object is a message whose COntent is an NKIN that contains the
field whose name the attribute bears. The Returned IPM attribute shall not be present in entries of either the submission-

log or delivery-log.
19.6.4.3 Receipt fields

Some attributes bear the names of Receipt fields and have those fields as their values.

receipt-time ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX ReceiptTimeField,
EQUALITY MATCHING-RULE  uTCTimeMatch,
ORDERING MATCHING-RULE  uTCTimeOrderingMatch,
NUMERATION single-valued,
D id-nat-receipt-time }
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An IPMS-MS that supports this attribute shall maintain it for an information object that it holds (and the Mess
entry for such an object) if, and only if, that object is a message whose ‘content is an IPN whose content is an ON
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46.4.4 Other Notification Type Fields
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acknowledgment-mode ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX AcknowledgmentModeField,
EQUALITY MATCHING-RULE integerMatch,
NUMERATION single-valued,
1D id-nat-acknowledgment-mode }

suppl-receipt-info ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX SupplReceiptInfoField,
EQUALITY MATCHING-RULE  mSStringMatch,
SUBSTRINGS MATCHING-RULE mSSubstringsMatch,
NUMERATION single-valued,
ID id-nat-suppl-receipt-info }

rn-extensions ATTRIBUTE ::= {

997 (E)

——WITHATTRIBUTE-SYNTAX—IPMSExtension;
NUMERATION multi-valued,
ID id-nat-rn-extensions }

d whose name the attribute bears.

e Other Notification Type Fields attribute contains values of the field whose name it bears.

other-notification-type-fields ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX IPMSExtension,
NUMERATION multi-valued,
ID id-nat-other-notification-type-fields }

6.5 Correlation attributes

e attributes correlate messages which are interrelated in various ways:

a) an IPM and the IPMs generated in replys

b) an IPM and the IPNs notifying rec€ipt or non-receipt;

¢) an IPM and the IPMs which subsequently forward it, or obsolete it, or are related to it.

cific to submitted-message entries, and correlate the delivered replies and IPNs received in response to a su

MS-MS-user in response to delivered message. All the Correlation attributes defined in this subclause are gg
the IPMS-MS.

e deletion of an entryreferred to by one of the correlation attributes has no effect on the value of that attribute.

6.5.1 Commen attributes

Message=log entry-class), correlate an IPM with the IPMs which indicate in their Heading fields that they
solete,\Ot are related to it, or are replies to it, or have forwarded it. A further common attribute correlates an I

An| IPMS-MS that supports one of these attributes shall maintain it for an information object that'it -holds ﬂ:nd the
Mgssage-log entry for such an object) if, and only if, that object is a message whose content is an/RN that con

ins the

age-log

e attributes are relevant to all submittéd and delivered messages which contain replies and notifications; others are

bmitted
by this
nerated

me attributes,{common to the entries of both the Submission and Delivery entry-classes (and corresponding eItries of

ender it
PN with

IPMentry to which it refers.

19.6.5.1.1 AC Forwarding IPMs

The AC Forwarding IPMs attribute, which is multi-valued, contains the sequence-numbers of the IPM entries that bear
the present IPM as a Message or Forwarded Content body-part. One value of the attribute shall be generated for each
forwarding IPM containing the message. The attribute values are stored in ascending order of the forwarding entries’
creation times.

ac-forwarding-ipms ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX SequenceNumber,
EQUALITY MATCHING-RULE integerMatch,
ORDERING MATCHING-RULE integerOrderingMatch,
NUMERATION multi-valued,
ID id-cat-forwarding-ipms }
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An IPMS-MS that supports this attribute shall maintain it for an information object that it holds (and the Message-log
entry for such an object) if, and only if, that object is a message whose content is an IPM, which has been the subject of
forwarding by, or on behalf of, this IPMS-MS-user.

19.6.5.1.2 AC Forwarded IPMs

The AC Forwarded IPMs attribute, which is multi-valued, contains the sequence-numbers of the stored IPMs that
correspond to the Message or Forwarded Content body-part that the present child-entry represents. One value of the

attribute shall be generated for each stored IPM that corresponds to the body part that the present entry represents. Each

value indicates the sequence-number of the corresponding IPM. The attribute is absent unless at least one IPM entry
exists that corresponds to the IPM body part that the present entry represents.

ac-forwarded-ipms ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX SequenceNumber,
EQUALITY MATCHING-RULE  integerMaich,
ORDERING MATCHING-RULE integerOrderingMatch,
NUMERATION multi-valued,

ID id-cat-forwarded-ipms }

An IPNIS-MS that supports this attribute shall maintain it for an information object that it holds ¥and the Messageilog

upports this attribute shall maintain 1t for an information object holds 1e Messag
entry for such an object) if, and only if, that object is a child-entry that represents a Message body part or Forwarded
Content IPM body part that corresponds to at least one IPM present in the IPMS-MS.

19.6.5.1.3 AC Obsoleting IPMs

The AC Obsoleting IPMs attribute, which is multi-valued, contains the seqience-numbers of the IPM entries fhat
indicatg, by means of their Obsoleted IPMs heading field, that they render obstlete the present IPM. The attribute values
are stofed in ascending order of the obsoleting entries’ creation times.

ac-obsoleting-ipms ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX SequenceNumber,
EQUALITY MATCHING-RULE integerMatch;
ORDERING MATCHING-RULE integerOrderingMatch,
NUMERATION multi-valued,
ID id-cat-obsoleting-ipms }

An IPMS-MS that supports this attribute shall thaintain it for an information object that it holds (and the Messagetlog
entry 1]or such an object) if, and only if, that object is a message whose content is an IPM, to which at least one |PM
refers in its Obsoleted IPMs heading field.

19.6.5]1.4 AC Obsoleted IPMs

The A[C Obsoleted IPMs attribute, which is multi-valued, contains the sequence-numbers of the IPM entries identified
by the|Obsoleted IPMs heading field of the present IPM. One value of the attribute shall be generated for each subfield
of the|Obsoleted IPMs hedding field. The value stored indicates the one or more IPM entries identified by a gjven
subfield. The value dbsent indicates that no IPM entry corresponds to a given subfield. The attribute values are storgd in
the sane order as-the corresponding values of the heading field. The attribute is absent unless at least one IPM entry
exists fhat is identified by a subfield of the Obsoleted IPMs heading field.

ac-obsoleted-ipms ATTRIBUTE ::= {
WITH ATTRIBITE-SYNTAX IPMI .

OTHER MATCHING-RULE {iPMLocationMatch, ...},
NUMERATION multi-valued,
ID id-cat-obsoleted-ipms }

IPMLocation ::= CHOICE {
stored  SET OF SequenceNumber,
absent NULL,
w}

An IPMS-MS that supports this attribute shall maintain it for an information object that it holds (and the Message-log
entry for such an object) if, and only if, that object is a message whose content is an IPM, which identifies in its
Obsoleted IPMs heading field one or more IPMs present in the IPMS-MS.
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19.6.5.1.5 AC Relating IPMs

The AC Relating IPMs attribute, which is multi-valued, contains the sequence-numbers of the IPM entries which
indicate, by means of their Related IPMs heading field, that they are related to the present IPM. The attribute values are
stored in ascending order of the relating entries’ creation times.

ac-relating-ipms ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX SequenceNumber,
EQUALITY MATCHING-RULE  integerMatch,
ORDERING MATCHING-RULE integerOrderingMatch,
NUMERATION multi-valued,
ID id-cat-relating-ipms }

DO . .II. - nd ll-l .. 0 -II IIII-.I Il' ap 1 alalle and pne vie
enty for such an object) if, and only if, that object is a message whose content is an IPM, to which at least\o:
ars in its Related IPMs heading field.

age-log
e IPM

the [Related IPMs heading field of the present IPM. One value of the attribute shall be generated)for each subfield of the
Relhted IPMs heading field. The value stored indicates the one or more IPM entries identified by a given subfield. The
le absent indicates that no IPM entry corresponds to a given subfield. The attribute'values are stored in the same
ordgr as the corresponding values of the heading field. The attribute is absent unless at\least one IPM entry existg that is
identified by a subfield of the Related IPMs heading field.

ac-related-ipms ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX IPMLocation,

OTHER MATCHING-RULE {iPMLocationMatch, £.})
NUMERATION multi-valued,
ID id-cat-related-ipms'}

An|IPMS-MS that supports this attribute shall maintain it for(an information object that it holds (and the Messpge-log
entfy for such an object) if, and only if, that object is a message whose content is an IPM, which identifies in its Related
IPNfs heading field one or more IPMs present in the IPMS=MS.

19.6.5.1.7 AC Replied-to IPM

Th¢ AC Replied-to IPM attribute contains the!sequence-number of the IPM entry to which the present IPM is a feply.

ac-replied-to-ipm ATTRIBUTE &:= {
WITH ATTRIBUTE-SYNTAX SequenceNumber,
EQUALITY MATCHING-RULE integerMatch,
ORDERING MATCHING-RULE integerOrderingMatch,
NUMERATION single-valued,
1)) id-cat-replied-to-ipm }

An|IPMS-MS that supports this attribute shall maintain it for an information object that it holds (and the Mesdage-log
entry for such an@bject) if, and only if, that object is a message whose content is an IPM, and which contains a Replied-
to ]PM heading field. Its value shall be the sequence-number of the entry identified by the Replied-to IPM heading field.

1946.5.1.8,AC Replying IPMs

Thg ‘AC Replying IPMs attribute, which is multi-valued, contains the sequence-numbers of the IPM entrie§ which
indicate, by means of their Replied-to IPM heading Tield, that they were sent in reply to the present IPM. The attribute
values are stored in ascending order of the replying entries’ creation times.

ac-replying-ipms ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX SequenceNumber,
EQUALITY MATCHING-RULE  integerMatch,
ORDERING MATCHING-RULE integerOrderingMatch,
NUMERATION multi-valued,
ID id-cat-replying-ipms }

An IPMS-MS that supports this attribute shall maintain it for an information object that it holds (and the Message-log
entry for such an object) if, and only if, that object is a message whose content is an IPM, and at least one reply to that
IPM has been submitted or delivered.
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19.6.5.1.9 AC Subject IPM

The AC Subject IPM attribute contains the sequence-number of the IPM entry to which the present IPN refers.

ac-subject-ipm ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX SequenceNumber,
EQUALITY MATCHING-RULE  integerMatch,
ORDERING MATCHING-RULE  integerOrderingMatch,
NUMERATION single-valued,
D id-cat-subject-ipm }

An IPMS-MS that supports this attribute shall maintain it for an information object that it holds (and the Message-log
entry for such an object) if, and only if, that object is a message whose content is an IPN, and whose Subject IPM
common field identifies an IPM entry. Its value shall be the sequence-number of the entry identified by the Subject IPM
commerrfreld:

19.6.5]2 Submitted message correlation

Some

delivefed in response, and provide a summary of the responses requested and those received.

will be|generated by that recipient. The UA can determine when this applies by examining the MS AC-repGrt-summary attributs
correlating the recipients identified in the MS Recipient-names and AC IPM Recipients attributes.

For any given entry, the number of values of each of the submitted message correlation attributes, defined below,
be the|same. The ordering of values in the attributes is aligned, such that all values at-a given order position withi
sequerjce of attribute-values refer to one of the intended recipients of the IPM. The AC-TPM Recipients attribute sh
suppofted if any of the other attributes defined in 19.6.5.2 are supported.

19.6.5/2.1 AC IPM Recipients

attributes correlate IPMs submitted by this IPMS-MS-user with the replies and notifications| ‘subsequg

NOTE - If a non-delivery-report is received concerning an intended recipient of a submitted message, then no reply or

ntly

IPN
and

shall

the
1 be

The A{C IPM Recipients attribute, which is multi-valued, contains one value for each distinct Primary, Copy, and Blind

Copy

Recipient of the submitted IPM. Where two or more recipient specifiers contain the same value of OR-1

ame

(i.e. tHe Formal-name component of the Recipient component of recipient specifier), a value is generated only fof the

first of these. Fields are inspected in the order Primary, Copy, and*Blind Copy Recipients.

The ofder of values in this attribute is aligned with the order'of values in the other attributes defined in 19.6.5.2.

attribufe as the position occupied by the value containing the delivered-reply-status for the same recipient in the AC Delivered R¢
Summary attribute.

NOTE - For example, the value containing the OR-descriptor for a given recipient occupies the same position ir

this
plies

The initial values of this attribute are drawn from the corresponding recipient specifiers, as determined by the procgdure

indicated above.

Anl

values shall be the recipient specifiers’ Recipient components.

ac-ipm-recipients ATTRIBUTE\::= {

WITH ATTRIBUTE-SYNTAX ORDescriptor,

EQUALITY MATCHING-RULE oRDescriptorMatch,

OTHER MATCHING-RULES {oRDescriptorElementsMatch |
oRDescriptorSubstringElementsMatch |
oRDescriptorSingleElementMatch, ...},

NUMERATION multi-valued,

1D id-cat-ipm-recipients }

S-MS that supports this attribute shall maintain it for an information object that it holds (and the submission-log
entry [for sueh'an object) if, and only if, that object is a submitted message whose content is an IPM. It shall maintaixl
attribyite Value for each distinct recipient specifier in the IPM’s Primary, Copy, and Blind Copy Recipients fields

one
The

19.6.5.2.2 AC Delivered Replies Summary

The AC Delivered Replies Summary attribute, which is multi-valued, records whether replies have been solicited from
each of the AC IPM Recipients of a submitted IPM and whether replies have been received. The initial value of the
attribute is set for each of the AC IPM Recipients according to whether a reply was requested of that recipient. The order
of values in this attribute is aligned with the order of values in the other attributes defined in 19.6.5.2.

76

ac-delivered-replies-summary ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX DeliveredReplyStatus,
EQUALITY MATCHING-RULE integerMatch,
ORDERING MATCHING-RULE integerOrderingMatch,
NUMERATION multi-valued,

1D id-cat-delivered-replies-summary }
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DeliveredReplyStatus ::= INTEGER {
no-reply-requested (0) -- reply not requested --,
reply-outstanding (1) -- reply requested --,
reply-received 2)}

For each value present in the AC IPM Recipients attribute, this attribute may assume any one of the following values:

a) no-reply-requested: No reply was requested of this recipient and none has been received. This is a
possible initial value of the attribute.

b) reply-outstanding: A reply was requested of this recipient and none has been received. This is a possible
initial value of the attribute.

c) reply-received: One or more replies originated by this recipient have been received.

far ciioh an aliast) 3£ omd ~eal +ho innt 10 o o Mmaccaca Ace rrrtent te an P T § R

iy 107 Sucii an 00ject) if, and ony if, that opjectis a submitted message whose content is an IPM. It shallnaintain one
attrjbute value for each value of the AC IPM Recipients attribute. The initial values shall reflect the\yalues of the

An[I[PMS-MS that suppons this attribute shall maintain it for an information object that it holds (and the submisiion—log

Thg AC Correlated Delivered Replies attribute, which 1s muiti-valued, identifies the. delivered IPMs which were
originated by an intended recipient of a submitted IPM, and which indicate, by means/of-their Replied-to IPM heading
ic IPM

rder of

es in the other attributes defined in 19.6.5.2.

ac-correlated-delivered-replies ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX CorrelatedDeliveredReplies,
NUMERATION multi-valued,

D id-cat-correlated-delivered-replies }

CorrelatedDeliveredReplies ::= CHOICE {
no-reply-received  [0] NULL,
received-replies [1] SEQUENCE OF SeéquenceNumber }

Th¢ components of correlated-delivered-replies have-the following meaning:

a) No-reply-received (C): No reply has been received from this intended recipient of the submittdd IPM.
This is the initial value of the attribute.

b) Received-replies (C): This-identifies the sequence-numbers of the one or more IPMs received |by this
IPMS-MS-user in reply, to a previously submitted IPM. The sequence-numbers are present in as¢ending
order of the corresponding entries’ creation times.

Eagh value of this attribute indicates that no reply has been received, or identifies each delivered-message entry which
corjtains a reply, whose subject is the originally submitted IPM, and whose originator was an intended recipient of
the|IPM.

An|IPMS-MS that supports this attribute shall maintain it for an information object that it holds (and the submisgion-log
entfy for such.anobject) if, and only if, that object is a submitted message whose content is an IPM. It shall mainfain one
attrfibute value.for each value of the AC IPM Recipients attribute. The initial values shall be no-reply-received.

19.6.5:2:4' AC Delivered IPN Summary

The AC Delivered IPN Summary attribute, which is mulfi-valued, contains a summary of the IPNs requested of, and
generated by, or on behalf of, the AC IPM Recipients of a submitted message. The initial values of AC Delivered IPN
Summary are set according to the values of the Notification-requests component of each of the IPM Recipient’s recipient
specifier, and each value is updated as each IPN is received (with the condition that the new value is greater than the
value it replaces). The order of values in this attribute is aligned with the order of values in the other attributes defined
in 19.6.5.2.

ac-delivered-ipn-summary ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX DeliveredIPNStatus,
EQUALITY MATCHING-RULE  integerMatch,
ORDERING MATCHING-RULE integerOrderingMatch,
NUMERATION multi-valued,
ID id-cat-delivered-ipn-summary }
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DeliveredIPNStatus ::= INTEGER {

no-ipn-requested 0),
nrn-requested ®),
rn-requested 10),
ipm-auto-forwarded (15),
ipm-discarded (20),
rn-received 25)}

For each value present in the AC IPM Recipients attribute, this attribute may assume any one of the following values:

a)

b)

no-ipn-requested: No notification-requests were made of this recipient. This is a possible initial value of

the attribute.

nrn-requested: Non-receipt-notification was requested of this recipient and no such notification has been

©)

d)

€)

f

An IPMS-MS that supports this attribute shall maintain it for an information object that it holds (and the submission
entry for such an object) if, and only if, that object is a submitted message whose content is an IPM. It shall maintain

NOTE - A future version of this Specification may specify additional values of A€ Deglivered IPN Summary for ONs.

teceived. This s a possibie initiat vatue of theattribute:

rn-requested: Receipt notification was requested of this recipient and no such notification Has been

received. This is a possible initial value of the attribute.

ipm-auto-forwarded: A non-receipt-notification generated by, or on behalf of, this recipient has been

received which indicates that the IPM was auto-forwarded; see 8.2.1.

ipm-discarded: A non-receipt-notification generated by, or on behalf of, this recipient has been received

which indicates that the IPM was discarded; see 8.2.1.

rn-received: An IPN generated by, or on behalf of, this recipient has been'received which confirms|the

receipt of the submitted IPM.

Hog
one

attribufe value for each value of the AC IPM Recipients attribute. The) initial values shall reflect the values of]the

recipiept specifiers’ Notification-requests components.

19.6.5.2.5 AC Correlated Delivered IPNs

The Correlated Delivered IPNs attribute, which is miulti-valued, identifies the delivered IPNs that have Been
correlated with each of the AC IPM Recipients of a submifted IPM. The initial value of the attribute is set for each of the
AC IPM Recipients and indicates that no IPNs have been received. The order of values in this attribute is aligned ith

the order of values in the other attributes defined in 19:6.5.2.

The cqmponents of correlated-delivered-IPNs have the following meaning:

a)

b)

ac-correlated-delivered-ipns ATTRIBUTE ::= {

CorrelatedDeliveredIPNs\:.:= CHOICE {

WITH ATTRIBUTE-SYNTAX CorrelatedDeliveredIPNs,
NUMERATION multi-valued,
1D id-cat-correlated-delivered-ipns }

no-ipn-received [0] NULL,
ipns-received [1] SEQUENCE OF SequenceNumber }

No-IPN-received (C): No IPN has been received from this intended recipient or from an actual reci
acting on his behalf. This is the initial value of the attribute.

ient

IPNs-received (C): This identifies the sequence-numbers of the IPN entries received from this intended

recipient or the actual recipient acting on his behalf. The sequence-numbers are present in ascending a

rder

of the corresponding entries treationm tes:

Each value of this attribute indicates that no IPN has been received, or identifies each delivered-message entry which
contains an IPN, whose subject is the originally submitted IPM, and whose originator received the IPM as, or on behalf
of, an intended recipient.

An IPMS-MS that supports this attribute shall maintain it for an information object that it holds (and the submission-log
entry for such an object) if, and only if, that object is a submitted message whose content is an IPM. It shall maintain one
attribute value for each value of the AC IPM Recipients attribute. The initial values shall be no-IPN-received.

19.6.5.3 Delivered message correlation

Some attributes correlate IPMs delivered to this IPMS-MS-user with the replying IPMs and IPNs subsequently
submitted by the IPMS-MS-user, and provide a summary of the responses requested and those generated.
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The AC Submitted Reply Status attribute indicates whether a reply to a delivered IPM was requested and whether one

has been sent.

ac-submitted-reply-status ATTRIBUTE ::= {

WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
ORDERING MATCHING-RULE
NUMERATION

ID

SubmittedReplyStatus ::= INTEGER {

no-reply-intended

no-reply-requested

SubmittedReplyStatus,
integerMatch,
integerOrderingMatch,
single-valued,
id-cat-submitted-reply-status }

),
(1),

reply-pending
reply-sent

@),
3}

Thiis attribute may assume any one of the following values:

a)

b)

©)

d)

no-reply-requested: The delivered IPM does not contain a request for this recipiert fo generate|a reply.
This is a possible initial value of the attribute. If the subject recipient specifier |of the delivefed IPM
cannot be identified, this value is assumed.

no-reply-intended. This recipient has determined not to generate a reply to the delivered IPM (rdgardless

of whether one was requested).

reply-pending: The delivered message contains a request for this(recipient to generate a reply}, or this
recipient has declared an intention to generate a reply. The actionis still outstanding. This is a [possible

initial value of the attribute.

reply-sent: A reply to the delivered IPM has been generated.

A1 IPMS-MS that supports this attribute shall maintain it for an information object that it holds (and the delivery-log
enjry for such an object) if, and only if, that object is a delivered message whose content is an IPM. The initial[value of
the attribute is set in accordance with the reply-requested component of the subject recipient specifier. The atfribute is

supject to modification by means of the Modify abstract-operation and the Auto-modify auto-action.

1916.5.3.2 AC Submitted IPN Status

THe AC Submitted IPN Status attribute indicates whether an interpersonal notification for a delivered mes§age was
requested and whether one has been sent.

WITH ATTRIBUTE-SYNTAX
EQUALITY MATCHING-RULE
ORDERING MATCHING-RULE

ac-submitted-ipn-status ATTRIBUTE ::= {

SubmittedIPNStatus,
integerMatch,
integerOrderingMatch,

NUMERATION single-valued,
ID id-cat-submitted-ipn-status }
SubmittedIPNStatus ::= INTEGER{
no-ipnrequested (0),
nrn<requested ),
nrn-with-ipm-return-requested 10),
ra-requested 15),
rn-with-ipm-return-requested (20),
ipm-auto-forwarded (25),
ipm-discarded 30),
rn-sent 35)}

This attribute may assume any one of the following values:

a)

b)

©)

d)

no-ipn-requested: The delivered message contains no notification-requests for this IPMS-MS-user. This
is a possible initial value of the attribute. If the subject recipient specifier of the delivered IPM cannot be

identified, this value is assumed.

nran-requested: The delivered message contains a non-receipt notification request for this IPMS-MS-user.
This is a possible initial value of the attribute.

nrn-with-ipm-return-requested: The delivered message contains a request for non-receipt notification
with return of IPM for this IPMS-MS-user. This is a possible initial value of the attribute.

rn-requested: The delivered message contains a receipt notification request for this IPMS-MS-user. This
is a possible initial value of the attribute.
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19.6.5.

€) rn-with-ipm-return-requested: The delivered message contains a request for receipt notification with
return of IPM in the event of non-receipt by this IPMS-MS-user. This is a possible initial value of the

attribute.

f)  ipm-auto-forwarded: A non-receipt-notification which indicates that the IPM was auto-forwarded
been sent; see 8.2.1.

has

g) ipm-discarded: A non-receipt-notification which indicates that the IPM was discarded has been sent;

see 8.2.1.

h) rn-sent: A receipt notification has been sent.

NOTE - The specification of additional values of AC Submitted IPN Status for ONs may be the subject of future
standardization.

bute is set in accordance with Notlﬁcatxon -requests component of the subject recipient spemﬁer

3.3 AC Submitted IPNs

The A€ Submitted IPNs attribute, which is multi-valued, identifies the IPNs submitted in response fo a delivered I

The IP
by the

the IPMS-MS. The attribute values are stored in ascending order of the IPN entries’ creation times.

An PN

ac-submitted-ipns ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX SequenceNumber,
EQUALITY MATCHING-RULE integerMatch,
ORDERING MATCHING-RULE  integerOrderingMatch,
NUMERATION multi-valued,
ID id-cat-submitted-ipns }

entry for such an object) if, and only if, that object is a delivered message whose content is an IPM.

19.6.5.
The Rq

3.4 Recipient Category

this IPMS-MS-user was placed by the originator of a delivered IPM. If this recipient is represented in more than
category, the attribute assumes the lowest applicable‘value.

An IP]

entry

recipient-category ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX RecipientCategory,
EQUALITY MATCHING-RULE integerMatch,
ORDERING MATCHING-RULE integerOrderingMatch,
NUMERATION single-valued,
ID id-cat-recipient-category }

RecipientCategory {:=INTEGER {
primary-reCipient  (0),
copy-recipient 1),
blind-copy-recipient (2),
category-unknown (3)}

r such an object) if, and only if, that object is a delivered message whose content is an IPM.

M.

MS-MS shall record, by means of this attribute, any IPN submitted by the IPMS-MS-userand any NRN caysed
nvocation of the Delete abstract-operation (see 19.4), or caused as a consequence of auto-actions performed by

1S-MS that supports this attribute shall maintain it for an information object that it holds (and the deliveryilog

rcipient Category attribute indicates the category:of recipient (primary, copy, or blind copy), if known, in which

one

MS-MS that supports this attribute shall maintain it for an information object that it holds (and the deliverytlog

19.6.5.3.5 Revised Reply Time

The Revised Reply Time attribute enables the IPMS-MS-user to maintain a modified version of the Reply Time
attribute. The IPMS-MS-user may generate this attribute using the Modify abstract-operation.

revised-reply-time ATTRIBUTE ::= {
WITH ATTRIBUTE-SYNTAX ReplyTimeField,
EQUALITY MATCHING-RULE  uTCTimeMatch,
ORDERING MATCHING-RULE  uTCTimeOrderingMatch,
NUMERATION single-valued,

ID id-cat-revised-reply-time }

An IPMS-MS that supports this attribute shall maintain it for an information object that it holds (and the Delivery-log
entry for such an object) if, and only if, that object is a delivered message whose content is an IPM.
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19.6.6  The IPMS-attribute-table infoermation object class

For the IPMS-MS, the members of the IPMS-attribute-table information object set are regarded as objects populating
s

the Content-specific-attributes information object set defined in 11.3 of ITU-T Rec. X.413 | ISO/IEC 10021-5. It is

defined as follows:

TIPMSAttributeTable ATTRIBUTE ::= {
acknowledgment-mode | authorizing-users | auto-forward-comment | auto-forwarded | auto-submitted |
bilaterally-defined-body-parts | blind-copy-recipients | body | conversion-eits | copy-recipients | discard-reason |
encrypted-body-parts | encrypted-data | encrypted-parameters | expiry-time | extended-body-part-types |
g3-facsimile-body-parts | g3-facsimile-data | g3-facsimile-parameters | g4-class1-body-parts | heading |
iaS-text-body-parts | ia5-text-data | iaS-text-parameters | importance | incomplete-copy | ipm-entry-type |
ipm-iniended-recipient | ipm-synopsis | ipn-originaior | languages | message-body-paris | message-daia |
message-parameters | mixed-mode-body-parts | nationally-defined-body-parts | non-receipt-reason |
nrn-requestors | obsoleted-IPMs | originator | primary-recipients | receipt-time | related-IPMs | I}v

|

replied-to-IPM | reply-recipients | reply-requestors | reply-time | returned-ipm | rn-requestors | sensitivity |
subject | subject-ipm | suppl-receipt-info | teletex-body-parts | teletex-data | teletex-parameters |, this-ip

videotex-body-parts | videotex-data | videotex-parameters,
.. -- 1994 extension additions -- ,
ac-correlated-delivered-ipns | ac-correlated-delivered-replies | ac-delivered-ipn-summafry |
ac-delivered-replies-summary | ac-forwarded-ipms | ac-forwarding-ipms | ac-ipm-recipients |
ac-obsoleted-ipms | ac-obsoleting-ipms | ac-related-ipms | ac-relating-ipms | ac-replied=to-ipm |
ac-replying-ipms | ac-sub]ect-lpm | ac-submitted-ipn-status | ac-submitted-ipns(| ac-submitted-reply-status |
body-parts-summary | ipm-auto-discarded | notification-extensions | nrn-extersions |
other-notification-type-fields | recipient-category | revised-reply-time | ra-extensions }
19.6.7 Generation of the IPMS-specific attributes
Table 5 summarizes the rules governing the generation of the IPMS-specific attributes. See 5.4 for a description of the
clagsifications used. The definitive rules for the generation of attributes s given in 19.6 and 19.9.
Table 5 — Generation of the IPEMS attribute-types
Attribute-type name Single/multi Source Generation rules
valued
AL Correlated M MS Alvalue is generated for each delivered IPN which has been correfated
Delivered IPNs with an intended recipient of the submitted IPM.
AL Correlated M MS A value is generated for each delivered reply which has been
Delivered Replies correlated with an intended recipient of the submitted IPM.
AIC Delivered IPN M MS Summarizes the notification requests in a submitted IPM, correlated
Stmmary with the IPNs received. One value is generated for each of the IPM
recipients.
AlC Delivered Replies M MS Summarizes the reply requests in a submitted IPM, correlated with the
Stmmary replies received. One value is generated for each of the IPM recipjents.
AIC Forwarded IPMs M MS The attribute-values are the sequence-numbers of the stored IPMg| that
correspond to the body-part that the present child-entry represents.
AIC Forwarding IPMs M MS The attribute-values are the sequence-numbers of the IPMs which| bear
the present IPM as a Message body part.
AIC IPM Recipients M MS A value is generated for each recipient of the submitted IPM.
AIC Obsoleted IPMs M MS A value is generated for each IPM referred to in the Obsoleted IPMs
Heading field of the present IPM.
AC Obsoleting IPMs M MS A value is generated for each IPM which refers to the present IPM in
its Obsoleted IPMs Heading field.
AC Related IPMs M MS A value is generated for each IPM referred to in the Related IPMs
Heading field of the present IPM.
AC Relating IPMs M MS A value is generated for each IPM which refers to the present IPM in
its Related IPMs Heading field.
AC Replied-to IPM S MS The attribute-value is the sequence-number of the IPM to which the
present IPM refers in its Replied-to IPM Heading field.
AC Replying IPMs M MS The attribute-values are the sequence-numbers of IPMs which refer to
the present IPM in their Replied-to IPM Heading fields.
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Table 5 (continued) — Generation of the IPMS attribute-types

Attribute-type name Single/multi Source Generation rules

valued

AC Subject IPM S MS The attribute-value is the sequence-numbers of IPM to which the
present IPM refers in its Subject IPM common field.

AC Submitted IPN S MS The attribute-value is initially set to the value of notification-requests

Status pertaining to this IPMS-MS-user. Assigned by auto-correlation.

AC Submitted IPNs M MS The attribute-values are the sequence-numbers of IPNs whose subject
IPM is this entry. Assigned by auto-correlation.

AC Submitted Reply S MS, Mod | The attribute-value is initially set to the value of reply-requested

Statu pertaining to this IPMS-MS-user. The IPMS-MS updates this value
if the IPMS-MS-user generates a reply.

Acknowledgment Mode S RN The attribute-value is the value of the Receipt field of thé same name{

Authprizing Users M IPM The attribute-values are the values of the sub-fields of the Heading
field of the same name. One value is generated fof each sub-field
present.

Autotforward Comment S NRN The attribute-value is the value of the Non¢receipt field of the same
name.

Autofforwarded S IPM The attribute-valiue is the vaiue of tii€\Feading fieid of the same namg.

Autofsubmitted name IPM The attribute-value is the value of’the Heading Extension of the samg
name.

Bilatgrally Defined M IPM The attribute-values are the values of the Bilaterally Defined basic

Body Parts body parts present in the)IPM. One value is generated for each such
body part.

Bling Copy Recipients M IPM The atiribute-yalues are the values of the sub-fields of the Heading
field of the same name. One value is generated for each sub-field
present.

Body S IPM The attribute-value is generated from the Body of the IPM.

Body Part Summary M MS Thewvalue is generated for each body part present in the IPM.

Conyersion EITs M RN, ON, The attribute-values are derived from the values of the Notification

NRN common field of the same name.

Copy Recipients M IPM The attribute-values are the values of the sub-fields of the Heading
field of the same name. One value is generated for each sub-field
present.

Discprd Reason S NRN The attribute-value is the value of the Non-receipt field of the same
name.

Encqypted Body Parts M IPM The attribute-values are the values of the Encrypted basic body parts|
present in the IPM. One value is generated for each such body part.

Encypted Data M IPM The attribute-values are the values of the Data components of the
Encrypted basic body parts present in the IPM. One value is generat¢d
for each such body part.

Enctypted Paramheters M IPM The attribute-values are the values of the Parameters components of
the Encrypted basic body parts present in the IPM. One value is
generated for each such body part.

Expjry_ Fime S IPM The attribute-value is the value of the Heading field of the same nanfe.

Extended Body Part M IPM The attribute-values identify the Extended body part types represented

Types in the IPM. (All body part types are considered to be of type Extended,
regardless of whether they were so conveyed to the IPMS-MS.).

One value is generated for each such type present.

G3 Facsimile Body M IPM The attribute-values are the values of the G3 Facsimile basic body

Parts parts present in the IPM. One value is generated for each such body
part.

G3 Facsimile Data M IPM The attribute-values are the values of the Data components of the G3
Facsimile basic body parts present in the IPM. One value is generated
for each such body part.
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Table 5 (continued) — Generation of the IPMS attribute-types

Single/multi

Attribute- i

ute-type name valued Source Generation rules

G3 Facsimile M IPM The attribute-values are the values of the Parameters components of

Parameters the G3 Facsimile basic body parts present in the IPM. One value is
generated for each such body part.

G4 Class 1 Body Parts M IPM The attribute-values are the values of the G4 Class 1 basic body parts
present in the IPM. One value is generated for each such body part.

Heading S IPM The attribute-value is the value of the Heading of the IPM.

IAS Text Body Parts M IPM The attribute-values are the values of the IA5 Text basic body,p:
present in the IPM. One value is generated for each such body p

IAS Text Data M IPM The attribute-values are the values of the Data components’of thq IAS
Text basic body parts present in the IPM. One value is generated|for
each such body part.

IAS Text Parameters M IPM The attribute-values are the values of the Parameters componentg of
the IA5 Text basic body parts present in the JPM. One value is
generated for each such body part.

Importance IPM The attribute-value is the value of the Heading field of the same pame.

Incomplete Copy IPM The attribute-value is the value of the'Heading Extension of the Jame
name.

IPM Auto-discarded S MS Set false when the entry is created; set #rue if the IPM is subsequently
auto-discarded.

IPM Entry-type S IPM, RN, | The attribute-value-is@enerated according to the abstract-operatipn

NRN, ON | which caused the-entry to be created (see 12.1 and 12.2).

IPM Intended S RN, ON, The attribute~value is the value of the Notification common field|of the

Hecipient NRN same name:

IPM Synopsis S MS The valt©/is generated from an analysis of the structure and typep of
the body parts present in the IPM.

IPN Originator S RN, ON, The attribute-value is the value of the Notification common field] of the

NRN same name.

Ilanguages M IPM The attribute-values are the values of the Heading Extension of the
same name.

Message Body Parts M IPM The attribute-values are the sequence-numbers of the child-entrigs
containing Message Body Parts. One such value is generated for|each
such body part in the IPM.

Message Data M IPM The attribute-values are the values of the Data components of th¢
Message basic body parts present in the IPM. One value is genetated
for each such body part.

Message Parameters M IPM The attribute-values are the values of the Parameters component§ of
the Message basic body parts present in the IPM. One value is
generated for each such body part.

Mixed-mode Body M IPM The attribute-values are the values of the Mixed-mode basic bodly parts

Parts present in the IPM. One value is generated for each such body part.

Nationally Defined M IPM The attribute-values are the values of the Nationally Defined basic

Body Pasts body parts present in the IPM. One value is generated for each spich
body part.

Non<receipt Reason S NRN The attribute-value is the value of the Non-receipt field of the same
name.

Notification Extensions M RN, ON, The attribute-values are the values of the Notification common field of

NRN the same name.

NRN Extensions M NRN The attribute-values are the values of the Non-receipt field of the same
name.

NRN Requestors M MS The attribute-values are generated from Heading analysis.

Obsoleted IPMs M IPM The attribute-values are the values of the sub-fields of the Heading

field of the same name. One value is generated for each sub-field
present.
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Table 5 (concluded) — Generation of the IPMS attribute-types

Attribute-type name Single/multi Source Generation rules

valued

Originator S IPM The attribute-value is the value of the Heading field of the same name.

Other Notification M ON The attribute-values are the values of the Notification common field of

Type Fields the same name.

Primary Recipients M IPM The attribute-values are the values of the sub-fields of the Heading
field of the same name. One value is generated for each sub-field
present.

Receipt Time S RN The attribute-value is the value of the Receipt field of the same name.

Recipient Category S IPM The attribute-value is generated from an analysis of the Primary, Copy,

mgfretds:

Relatpd IPMs M IPM The attribute-values are the values of the sub-fields of the Heading
field of the same name. One value is generated for each sub-field
present.

Repligd-to IPM S IPM The attribute-value is the value of the Heading field of the same namg.

Reply Recipients M IPM The attribute-values are the values of the sub-fields of the Heading
field of the same name. One value is generated for'each sub-field
present.

Reply Requestors M MS The attribute-values are generated from Heading analysis.

Reply Time S IPM The attribute-value is the value of the Heading field of the same namg.

Retugned IPM S NRN The attribute-value is the value of the-Non-receipt field of the same
name.

Reviged Reply Time S Mod The IPMS-MS-user may create, and subsequently modify the contents
of this attribute.

RN Hxtensions M RN The attribute-values-are.the values of the Receipt field of the same
name.

RN Requestors M MS The attribute-values are generated from Heading analysis.

Sensftivity S IPM The attribute<value is the value of the Heading field of the same namg.

Subject S IPM The attribute-value is the value of the Heading field of the same namg.

Subje¢ct IPM S RN, ON, Thelattribute-value is the value of the Notification common field of the

NRN same name.

Suppl Receipt Info S RN The attribute-value is the value of the Receipt field of the same namg.

Teletex Body Parts M IPM The attribute-values are the values of the Teletex basic body parts
present in the IPM. One value is generated for each such body part.

Teletex Data M PM The attribute-values are the values of the Data components of the
Teletex basic body parts present in the IPM. One value is generated for
each such body part.

Telefex Parameters M IPM The attribute-values are the values of the Parameters components of
the Teletex basic body parts present in the IPM. One value is generafed
for each such body part.

This[I[PM S IPM The attribute-value is the value of the Heading field of the same namie.

Videptex Body Parts M IPM The attribute-values are the values of the Videotex basic body parts
present in the IPM. One value is generated for each such body part.

Videotex Data M IPM The attribute-values are the values of the Data components of the
Videotex basic body parts present in the IPM. One value is generate(
for each such body part.

VidegoteX)Parameters M IPM The attribute-values are the values of the Parameters components of
The Videotex basic body parts present in the 1P M. One value 1S
generated for each such body part.

19.6.8  Attributes subject to modification

Of the IPMS-specific attribute-types, only those listed below are subject to modification by the Modify
abstract-operation and Auto-modify auto-action. Where an IPMS-MS supports one of these attributes, it shall support its
modification by the Modify abstract-operation:

a) AC Submitted Reply Status;
b) Revised Reply Time.
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19.7 IPMS-MS matching rules

A matching-rule allows entries to be selected by making an assertion about their attribute-values. Each attribute
definition indicates which matching-rules (if any) can be used to make assertions about values of that attribute-type. A
number of matching rules used in this Specification are defined in ITU-T Rec. X.413| ISO/IEC 10021-5,
ITU-T Rec. X.501 | ISO/IEC 9594-2, and ITU-T Rec. X.520 | ISO/IEC 9594-6. In addition to these general matching-
rules which may apply to attributes of any content-type, some matching-rules are defined for use with the IPMS-specific
attributes. These are defined as instances of the MATCHING-RULE information object class; see 6.3.9.3 of
ITU-T Rec. X.413 | ISO/IEC 10021-5. For the IPMS-MS, the elements of the IPM-matching-rule-table information
object set are regarded as objects populating the Content-specific-matching-rules information object set defined in 12.6
of ITU-T Rec. X.413 | ISO/IEC 10021-5. It is defined as follows:

IPMMatchingRuleTable MATCHING-RULE ::= {
iPMIdentifierMatch | oRDescriptorMatch | recipientSpecifierMatch,

... == 1994 extension additions --,

iPMLocationMatch | oRDescriptorElementsMatch | oRDescriptorSingleElementMatch |
oRDescriptorSubstringElementsMatch | recipientSpecifierElementsMatch |
recipientSpecifierSingleElementMatch | recipientSpecifierSubstringElementsMatch }

19|7.1 IPM-identifier-match

The IPM-identifier-match compares for equality a presented value with attribute-valués’of type IPM-identifier.

iPMIdentifierMatch MATCHING-RULE ::= {
SYNTAX IPMlIdentifier
ID id-mr-ipm-identifier }

The rule returns true if, and only if, the user component of IPM identifier is present in both or absent in both values, and
cofresponding components match. The user component matches.according to the OR-name-match rule, and the user-
relative-identifier matches according to the MS-string-match rule.

197.2 IPM-location-match

THe IPM-location-match compares for equality. \a presented value with an element of the stored alternative of
attribute-values of type IPM Location.

iPMLecationMatch MATCHING-RULE ::= {
SYNTAX SequenceNumbeér,

ID id-mr-ipm-location }

THe rule returns #rue, if and only-if, the presented value matches an element of the stored alternative of at least ope value
of|the attribute according to-the-Integer Match rule.

19.7.3 OR-descriptor-match

The OR-descriptor-match compares for equality a presented value with attribute-values of type OR-descriptor.

oRDescriptorMatch MATCHING-RULE ::= {
SYNTAX ORDescriptor
ID id-mr-or-descriptor }

The rule returns frue if, and only if, one of the following conditions is fulfilled for the presented value and at least one
value of the attribute:

a) the formal-name component of OR-descriptor is present in both values, and matches according to the OR-
name-match rule;

b) formal-name component of OR-descriptor is absent in either (or both) values, but free-form-name is
present in both, and matches according to the MS-string-match rule.

¢) the formal name component of OR-descriptor is absent in either (or both) values, but telephone-number is
present in both and matches according to the MS-string-match rule.

Otherwise, the rule returns false.
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19.7.4 OR-descriptor-elements-match

The OR-descriptor-elements-match determines whether a presented value is a subset of the elements present in some
value of an attribute of type OR-descriptor.

oRDescriptorElementsMatch MATCHING-RULE ::= {
SYNTAX  ORDescriptor
ID id-mr-or-descriptor-elements }

The rule is identical to the OR-descriptor-match rule except that the formal-name component of OR-descriptor matches
using the OR-name-elements-match rule rather than the OR-name-match rule.

19.7.5 OR-descriptor-substring-elements-match

The Olll—descriptor-substring—elements-match rule determines whether a presented value is a subset of the elém¢nts
present|in some value of an attribute of type OR-descriptor, where each presented string value is a substring-of|the
corresppnding stored value.

oRDescriptorSubstringElementsMatch MATCHING-RULE ::= {
SYNTAX ORDescriptor
ID id-mr-or-descriptor-substring-elements }

This rule is identical to the OR-descriptor-elements-match rule except that:
—  the formal-name component matches using the OR-name-substring-elements-match rule;
—  the free-form-name component matches using the MS-single-substring-match rule;

—  the telephone-number matches according to the MS-single-substring-match rule.

19.7.6 | OR-descriptor-single-element-match

The OR-descriptor-single-element-match rule determines whether‘a-presented string and some element present in| the
formaliname, free-form-name, or telephone-number component-0f‘a value of an attribute of type OR-descriptor match
for equality.

oRDescriptorSingleElementMatch MATCHING-RULE ::= {
SYNTAX MSString {ub-msstring-match}
1D id-mr-or-descriptor-single-element }

The rule returns true if, and only if, the stored*OR-descriptor contains at least one element that matches the presented
value gccording to the MS-string-match rule. The terminal-type and extended form of network address elements are{ not
consid¢red when evaluating the OR-descriptor-single-element-match rule.

19.7.7| Recipient-specifier-match

The Recipient-specifier-match compares for equality a presented value with the OR-descriptor components of
attribufe-values of type recipient specifier.

recipientSpecifierMatch MATCHING-RULE ::= {
SYNTAX RecipientSpecifier
ID id-mr-recipient-specifier }

The
values

bred

(is 1dentical to the OR-descriptor-match rule as applied to the recipient component of the presented and st

19.7.8  Recipient-specifier-elements-match

The Recipient-specifier-elements-match determines whether a presented value is a subset of the elements present in
some value of an attribute of type recipient specifier.

recipientSpecifierElementsMatch MATCHING-RULE ::= {
SYNTAX RecipientSpecifier
ID id-mr-recipient-specifier-elements }

The rule is identical to the OR-descriptor-elements-match rule as applied to the recipient component of the presented and
stored values of recipient specifier. The other components of recipient specifier are not considered.
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19.7.9  Recipient-specifier-substring-elements-match

The Recipient-specifier-substring-elements-match determines whether a presented value is a subset of the elements

present in some value of an attribute of type recipient specifier, where each presented string value is a substring of the
corresponding stored value.

recipientSpecifierSubstringElementsMatch MATCHING-RULE ::= {
SYNTAX RecipientSpecifier
ID id-mr-recipient-specifier-substring-elements }

The rule is identical to the OR-descriptor-substring-elements-match rule as applied to the recipient component of the
presented and stored values of recipient specifier. The other components of recipient specifier are not considered.

19.7.10 Recipient-specifier-single-element-match

The Recipient-specifier-single-element-match rule determines whether a presented string and some element'pfesent in
th¢ recipient component of some value of an attribute of type recipient specifier match for equality.

recipientSpecifierSingleElementMatch MATCHING-RULE ::= {
SYNTAX MSString {ub-msstring-match}
ID id-mr-recipient-specifier-single-element }

THe rule is identical to the OR-descriptor-single-element-match rule as applied to the recipient component of an [attribute
offtype recipient specifier.

19.8 IPMS-MS auto-actions

THe IPMS-MS shall perform the general-auto-actions as specified in clause 13 of ITU-T Rec. X.413 | ISO/IEC }0021-5.
Infaddition, this Specification defines four auto-actions that are specific-tolthe IPMS-MS:

a) IPM auto-forward;
b) IPM auto-acknowledgement;
c¢) IPM auto-correlate;

d) IPM auto-discard.

Egch IPMS-MS auto-action is defined as an instance of the AUTO-ACTION information object class (see|6.5.1 of
IT[U-T Rec. X.413 | ISO/IEC 10021-5). For thelJPMS-MS, the elements of the IPM-auto-actions information dbject set
arg regarded as objects populating the Content-specific-auto-actions information object set defined in clayse 13 of
IT[U-T Rec. X.413 | ISO/IEC 10021-5. Itisidefined as follows:

IPMAutoActions AUTO-ACTION ::={
ipm-auto-forward,
... -- 1994 extension additions -- ,
ipm-auto-acknowledgement |
ipm-auto-Correlate |
ipm-auto-discard }

Ejch auto-action-error that may be generated by the IPM auto-actions is defined as an instance of the AUTO-ACTION-
ERROR information object class. For the IPMS-MS, the elements of the IPM-auto-action-error-table infprmation
object set are-regarded as objects populating the Content-specific-auto-action-errors information object set defined in
clhuse 13,0f ITU-T Rec. X.413 | ISO/IEC 10021-5. It is defined as follows:

IPMAutoActionErrorTable AUTO-ACTION-ERROR ::= {
... - 1994 extension additions -- ,
submission-control-violated |
element-of-service-not-subscribed |
originator-invalid |
recipient-improperly-specified |
inconsistent-request |
security-error |
unsupported-critical-function |
remote-bind-error |
auto-forwarding-loop |
duplicate-ipn |
ipm-auto-discard-error }
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The IPMS-MS-user may register and deregister auto-actions by subscription, or, in certain cases, by means of the
Register-MS abstract-operation as described in 8.2.5 of ITU-T Rec. X.413| ISO/IEC 10021-5. An auto-action-
registration-parameter is associated with the registration of an auto-action and contains the parameters required by the
IPMS-MS to perform the registered auto-action.

The operation of IPM auto-actions may be affected by the implementation of a security policy.

19.8.1

Auto-action performance

Table 6 shows the various events which may cause the creation of an entry in the IPMS-MS, and indicates which general
and IPM-specific auto-actions are performed consequently for each type of event, and their order of execution (reading

left to right).
Table 6 — Order of auto-action execution
Auto-action
Event Autzggz:late auto-IcPol:/Irelate Auto-modify autofg\rqward autoI-lc)ili\;Icard Auto-alert
IPM delivery - Y Y Y Y Y
IPN delivery - Y Y Y - Y
Report delivery Y - Y Y - Y
Other|delivery - - Y Y - Y
Submijt IPM Y Y Y - - -
Submjt IPN Y Y Y - - -
Submijt probe Y - Y - - -
Creatg¢ draft - - Y - - -
Y auto-action performed
- Not performed
NOTES

1
by th
actior]
2
auto-

3
the e

4
consg
Howg

event).

The Submit IPN event arises both from the submission of an IPN by the IPMS-MS-user and from the submission of an [N
e IPMS-MS as a secondary consequence of the performance of an abstract-operation (Fetch, Modify, Delete) or an autp-
(IPM auto-forward, IPM auto-acknowledgement, IPM auto-discard, Auto-delete).

The Submit IPM event arises both from the submission of an IPM by the IPMS-MS-user and from the submission of hn
orwarding IPM by the IPMS=MS.

The IPM auto-discard auto-action is present in this table only in regard to its effect when an obsoleting IPM is delivered;
fect of the autosaction on expired IPMs is not directly reflected in this table (except that it may result in a Submit I§N

The IPM.auto-acknowledgement, IPM auto-discard (of expired IPMs), and Auto-delete auto-actions are not performed a§ a
quence_of the events recorded in this table, and are not part of the sequence of auto-action executions shown in the table.
veralldnay give rise to a Submit IPN event.

5

The) Other delivery table row indicates the performance of the IPM auto-forward auto-action when a Message whoke

content-type is not IPM is delivered to the IPMS-MS.

19.8.2

The IP

IPM auto-forward

M auto-forward auto-action enables the IPMS-MS-user to instruct the IPMS-MS to forward, automatically, any

subsequently delivered information object (i.e. message or report) to another recipient or recipients. The auto-action is
performed when an information object is delivered to the IPMS-MS.

88
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One or more IPM-auto-forward-registration-parameters may be registered with the IPMS-MS, each identified by its
registration-identifier. The IPM-auto-forward-registration-parameter specifies criteria, by means of its filter component,
that determine whether this registration applies to a particular delivered object. If so, the object is auto-forwarded using
the MS-message-submission abstract-operation (see 8.3.1 of ITU-T Rec. X.413 | ISO/IEC 10021-5). If the delivered

object matches the criteria of more than one IPM auto-forward registration, it is auto-forwarded for each such
registration.

Each IPM-auto-forward-registration-parameter contains a Message Submission Envelope argument, an IPM Heading,

and, optionally, an IPM body part. These components are combined with components of the delivered object to construct
the forwarding IPM.

Each IPM-auto-forward-registration-parameter specifies whether the delivered object shall be deleted after auto-
forwarding. If any of the registered parameters acted upon indicates no deletion, or if any one of the submissions fails,
theprtheentry shait ot bedeteted:

If the delivered object is an IPM whose originator requested notification of non-receipt, the IPMS-MS shall’submit an
NRN, unless the MS retrieval-status attribute retains the value new after the IPM is auto-forwarded.

en a 1994 Application Context is in use, auto-action registration is performed using the\IPM-auto-fprward-
regfistration-parameter defined below. When a 1988 Application Context is in use, auto-action fegistration is pefformed
usihg the auto-forward-registration-parameter-88 defined in Annex J.

ipm-auto-forward AUTO-ACTION ::= {
REGISTRATION PARAMETER IS CHOICE {
ipm-auto-forward-registration-parameter
IPMAutoForwardRegistrationParameter
-- used,in 1994 Application Contexts onl)| —
auto-forward-registration-parameter-88
AutoForwardRegistrationParameter88

-- used in 1988 Application Contexts onl)| —
}
ERRORS { auto-forwarding-loop | element-of-service-not-subscribed
I
inconsistent-request | ms-extension-error |
originator-invalid | recipient-improperly-specified |
remote-bind-error | security-error | service-error |
submission-control-violated |
unsupported-critical-function,

e}
IDENTIFIED BY id-act-ipm-auto-forward }

IPMAutoForwardRegistrationParameter ::= SEQUENCE {

filter [0] Filter OPTIONAL,

forwarding-envelope [1] MessageSubmissionEnvelope,
forwarding-heading [2] Heading,

forwarding-cover-note [3] BodyPart OPTIONAL,
submission-options [4] MSSubmissionOptions OPTIONAL,
nrn-comment [S] AutoForwardComment OPTIONAL,
ipm-auto-forward-options [6] IPMAutoForwardOptions DEFAULT {}}

Thg eomponents of the IPM-auto-forward-registration-parameter have the following meaning:

a) Filter (O): This specifies a set of criteria that a newly delivered object shall satisfy before the IPMS-MS
will auto-forward it using this registration.

If this component is absent, then all newly delivered objects are auto-forwarded by this registration.

b) Forwarding-envelope (M): This component specifies a Message Submission Envelope for the forward-
ing IPM; see Figure 2 (Part 11) of ITU-T Rec. X.411 | ISO/IEC 10021-4. Before the forwarding IPM is
submitted, the Envelope may be modified according to the values of the delivered object’s Message
Delivery (or Report Delivery) arguments. The following Message Submission arguments shall be absent
from forwarding-envelope: deferred-delivery-time, latest-delivery-time, forwarding-request, and those
security arguments whose values are derived from message Content. The original-encoded-information-
types argument shall identify the encoded-information-types represented in the forwarding-cover-note
component (if present).
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<)

d)

g)

Forwarding-heading (M): This component specifies a Heading for the forwarding IPM. If the delivered
object is an IPM, the Heading may be modified according to the values of the delivered Heading. The
following fields shall be absent from forwarding-heading, and, except for the Auto-submitted field, will
assume the values of the corresponding fields (if present) in the delivered Heading: Replied-to IPM,
Obsoleted IPMs, Related IPMs, Expiry Time, Reply Time, Auto-submitted, Incomplete Copy, and
Languages.

Forwarding-cover-note (O): The forwarding-cover-note, if present, shall form the forwarding IPM’s
first body part.

Submission-options (O): This component contains submission-options that shall apply to the forwarding
IPM and to the submitted NRN (if one is requested). Submission-options are specific to MS operation
(see 8.1.6 of ITU- T Rec. X.413 | ISO/IEC 10021-5). The value draft i is not permmed for the object—entry-

the MS submlssmn extensxons component If subm13510n-opt10ns is omitted, it assumes the value of
submission-defaults, as registered by means of Register-MS; see 8.2.5.1 of ITU-T Reg;X)413 |
ISO/IEC 10021-5.

NRN-comment (O): This component contains the Auto-forward Comment field of the NRN that may|be
returned to the object’s originator, if the delivered object is an IPM. An NRN is generated if the deliveted
object is auto-forwarded successfully, an NRN was requested by the delivered object’s-originator, and the
performance of the IPM-auto-forward auto-action causes the deletion of the delivered IPM or a changg in
the value of its retrieval-status attribute from new to processed.

IPM-auto-forward-options (O): This component specifies IPM-auto-forward-options affecting the
performance of the IPM auto-forward auto-action.

IPMAutoForwardOptions ::= BIT STRING {

forward-all-object-types 0), -- forward-all-objectctypes 'one’, forward IPMs only "zero' -
include-returned-content ), -- include-returned-content 'one’, exclude 'zero' --
include-returned-ipm ), -- include-returnéd-ipm 'one’, exclude 'zero’ --
forwarded-content-prohibited (3), --forwarded-content-prohibited 'one’, allowed zero' --
preserve-retrieval-status (4), -- preserye:retrieval-status 'one’, change 'zero' --
delete-delivered-object (5) -- delete-delivered-object 'one’, no deletion 'zero’ -- }

If forward-all-object-types is set, there is notestriction on the types of delivered object that will be ayto-
forwarded by this registration. If not set, then only IPMs will be auto-forwarded.

If include-returned-content is set, andithe delivered object is a Report containing returned-content, this
registration requests inclusion of therreturned-content in the Report body part of the forwarding IPM|. If
not set, returned-content shall not.be included.

If include-returned-IPM is ‘set and the delivered object is an NRN containing returned-IPM, this
registration requests incliision of the returned-IPM in the Notification body part of the forwarding IPM. If
not set, returned-IPM-shall not be included.

If forwarded-content-prohibited is set, then the IPMS-MS shall not use the forwarded-content body part
type to auto-forward a delivered message. This may be set where the recipient of the auto-forwarding
message is kriown not to be capable of handling this body part type.

If presérvelretrieval-status is set, this registration requests that the retrieval-status of the message is [left
unchanged. If not set, and retrieval-status is new (i.e. has not been altered by a previous auto-action), then
thisregistration requests that retrieval-status is set to processed.

If delete-delivered-object is set, this registration requests deletion of the delivered object after succesgful
auto-forwarding. If not set, the delivered object shall not be deleted after auto-forwarding. If Hoth

preserve-retrieval-status and delete-delivered-object are set, then the IFMS-MS shall Tiot accept the
registration and returns a Register-MS-error.

NOTE 1 - The IPMS-MS may check the consistency of the IPM-auto-forward-registration-parameter, and may reject an
inconsistent registration. For example, the IPMS-MS may verify that the recipients specified in the forwarding-envelope correspond to
those specified in the forwarding-heading, and it may verify that the originator specified in the forwarding-envelope (and forwarding-
heading) corresponds to an OR-name of the IPMS-MS-user. (This latter check may not be possible at registration time unless the
IPMS-MS and MTA are co-located.)

The procedure for the performance this auto-action is defined in 19.9.1.2.

The performance of the IPM auto-forward auto-action may cause the creation of one or more entries in the Auto-action-
log entry-class (subject to subscription to the Auto-action-log entry-class). The auto-action-errors associated with the
IPM auto-forward auto-action correspond to the abstract-errors of the MS-message-submission abstract-operation;
see 8.3.1 of ITU-T Rec. X.413 | ISO/IEC 10021-5.
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NOTE 2 - The entry-class-error and message-group-error abstract-errors of the MS-message-submission abstract-operation
are not defined as auto-action-errors of the IPM auto-forward auto-action, since both errors are detected at registration time rather than
execution time of the auto-action.

In addition, the following auto-action-error is generated if an auto-forwarding loop is detected (see 18.5.3.1):

auto-forwarding-loop AUTO-ACTION-ERROR ::= {
CODE  global:id-aae-auto-forwarding-loop }

Support of the IPM auto-forward auto-action by an IPMS-MS or an IPMS-MS-user requires that it supports the
registration of the IPM-auto-forward-registration-parameter by means of the Register-MS abstract-operation.

19.8.3 IPM auto-acknowledgement

The IPM auto-acknowledgement auto-action enables the IPMS-MS-user to instruct the IPMS-MS to automatically
originate RNs on the user’s behalf. The auto-action is performed on the first occasion on which the retrieval-statys of an
IPM entry in the Delivery entry-class changes to processed (the same change may occur on subsequent occasiorfs if the
IPMS-MS-user uses the Modify abstract-operation to change retrieval-status back to listed; the auto-action| is not
performed in these cases. The RN is originated only if RN was requested of this user for this IPM'by meany of the
Notfication-requests component of the subject recipient specifier. The RN shall not be generated if suspenid-auto-
ackpowledgement was specified in the bind-extensions parameter of the MS-bind abstract-operation which established
the [present abstract-association (see 19.5.1). The RN shall have the common fields and receipt fields as prescrjibed in
18.5.2.1 and shall be submitted as prescribed in 18.5.2.2.
NOTES

1 No RN should be generated for an IPM which has been the subject of DL-expansion.

2 An RN is not originated for an entry whose retrieval-status changes to processed as a consequence of IPM auto-
forwarding.

3 An abstract-association might terminate abnormally after an RN has béen submitted by the IPMS-MS, but bgfore the
fetch-result that caused the IPM auto-acknowledgement has been received by the\IPMS-MS-user. The IPMS-MS has no detgction or
recqvery mechanisms for this case.

Thg IPM-auto-acknowledgement-registration-parameter may specify the Suppl Receipt Info field of each RN generated
by |IPM auto-acknowledgement, and the submission-options ‘that shall apply (see 8.1.6 of ITU-T Rec.[X.413|
ISQ/IEC 10021-5). In submission-options, the value draft is hot permitted for the object-entry-class component; the MS-
submission-extensions component shall be absent. If thessubmission-options parameter is omitted, it assumes the value
of |submission-defaults, as registered by means.(0f Register-MS; see 8.2.5.1 itemh) of ITU-T Rec.[X.413]
ISQ/IEC 10021-5.

ipm-auto-acknowledgement AUTO-ACTION ::= {

REGISTRATION PARAMETER IS IPMAutoAcknowledgementRegistrationParameter

ERRORS {recipient-improperly-specified | inconsistent-request |
element-of-service-not-subscribed | originator-invalid |
unsupported-critical-function | remote-bind-error |
submission-control-violated | security-error |
duplicate-ipn}

IDENTIFIED BY id-aa-ipm-auto-acknowledgement }

IPMAutoAcknowledgementRegistrationParameter ::= SET {
autoacknowledge-suppl-receipt-info [0] SupplReceiptInfoField OPTIONAL,
submission-options [1] MSSubmissionOptions OPTIONAL }

Th¢ performance of the IPM auto-acknowledgement auto-action may cause the creation of an entry in the Autotaction-
log{entfy-class, subject to subscription to the Auto-action-log entry-class. Where an IPN has already been generatgd for a
deljvered IPM, (except for an auto-forwarded IPM where an NRN indicating IPM-auto-forwarded has already been
sent), IPM auto-acknowledgement fails and generates the following error:

duplicate-ipn AUTO-ACTION-ERROR ::= {
CODE global:id-aae-duplicate-ipn }

Support of the IPM auto-acknowledgement auto-action by an IPMS-MS, or an IPMS-MS-user, requires that it supports a
single registration of the IPM-auto-acknowledgement-registration-parameter by means of the Register-MS abstract-
operation. The registration-identifier component of auto-action-registration shall be absent when registration is
requested. The IPM auto-acknowledgement auto-action shall not be subscribed to unless the AC Submitted-IPN-Status
attribute is also subscribed to.

An JPMS-MS which supports the IPM auto-acknowledgement auto-action shall support the suspend-auto-
acknowledgement extension defined in 19.5.1.
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19.8.4 IPM auto-correlate

The IPM

auto-correlate auto-action correlates IPMs and IPNs related in the following ways:

a) an IPM and the IPMs generated in reply;

b) an IPM and the IPNs notifying receipt or non-receipt;

The auto-

c) anIPM and the IPMs which subsequently forward it, or obsolete it, or are related to it.

action also correlates response requests made of the IPMS-MS-user with any corresponding replies or IPNs

subsequently generated by this user, or by the IPMS-MS in the performance of some other auto-action. The auto-action
is performed whenever an IPM or IPN is submitted or delivered. The IPM auto-correlate auto-action is provided by

subscripti

on only, and not by registration using the Register-MS abstract-operation of ITU-T Rec. X.413 |

ISO/IEC 10021-5.

ipm-auto-correlate AUTO-ACTION ::= {
IDENTIFIED BY  id-aa-ipm-auto-correlate }

The IFMS-specific attributes which support IPM auto-correlate are defined in 19.6.5, and the additional procedures

necess
action l::l);ll not cause the creation of an entry in the Auto-action-log entry-class.

19.8.5

for the support of this auto-action are defined in 19.9.1.1. The performance of the IPM auto-correlate guto-

IPM auto-discard

The IPM auto-discard auto-action enables the IPMS-MS-user to instruct the IPMS-MS-to automatically delgte a

delivered
has passe

IPM entry (and any child-entries associated with it) when the date and time_denoted by its Expiry Time field
d or when a subsequently delivered IPM renders it obsolete. IPM auto-dis¢ard-shall not be performed while an

abstragt-association exists between the IPMS-MS and the IPMS-MS-user. When,it\auto-discards an IPM, the IPMSfMS
originates an NRN on the user’s behalf if, and only if, an NRN is requested of this user by means of the Notification-
requests component of the subject recipient specifier and the retrieval-status does not have the value processed.|The
NRN shall have the common fields and non-receipt fields as prescribed in\18.5.1.2 and shall be submitted as prescribed

in 18.§.1.

The copmponents of IPM-atito-discard-registration-parameter have the following meaning;:

3.

ipm-auto-discard AUTO-ACTION ::= {
REGISTRATION PARAMETER IS IPMAutoDiscardRegistrationParameter
ERRORS {submission-control-violated | inconsistent-request |
originator-invalid | recipient-improperly-specified |
unsupported-critical-function | security-error |
element-of-service-not-subscribed |
remote-bind-error | ipm-auto-discard-error}

IDENTIFIED BY id-aa-ipm-auto-discard }
IPMAutoDiscardRegistrationParameter ::= SET {
filter [0] Filter OPTIONAL,
submission-options [1] MSSubmissionOptions OPTIONAL,
auto-discard-expired-ipms [2] BOOLEAN,
auto-discard-obsoleted-ipms [3] BOOLEAN,
restrict-obsoleting<to-originator [4] BOOLEAN }

a) Filter (O): This specifies a filter which an expired or obsoleted message shall satisfy before IPM 3uto-
discard is performed; if omitted, all expired and obsoleted IPMs are auto-discarded [subject to items ¢), d)
and'e)].

NOTE - The IPMS-MS-user may prevent IPM auto-discard from acting on entries with MS retrieval-status ney, by
constructing a Filter which excludes such entries.

92

b)  Submission-opfions (O): This specifies submission requests for the submitted NRN (see 8.1.6 of
ITU-T Rec. X.413 | ISO/IEC 10021-5). The value draft is not permitted for the object-entry-class
component; the MS-submission-extensions component shall be absent. If the submission-options is
omitted, it assumes the value of general-submission-defaults, as registered by means of Register-MS; see
8.2.5.1 of ITU-T Rec. X.413 | ISO/IEC 10021-5.

¢) Auto-discard-expired-IPMs (M): If true, and if the filter is satisfied, then expired IPMs shall be auto-
discarded.

d) Auto-discard-obsoleted-IPMs (M): If #rue, and if the filter is satisfied, then obsoleted IPMs shall be
auto-discarded.

€) Restrict-obsoleting-to-originator (M): If #rue, then an IPM shall be deemed to be obsolete only if the
obsoleted IPM and the IPM carrying the obsoleting-indication were originated by the same user.
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The performance of the IPM auto-discard auto-action may cause the creation of an entry in the Auto-action-log entry-
class, subject to subscription to the Auto-action-log entry-class. Where an IPM is not auto-discarded because the restrict-
obsoleting-to-originator component is #rue, the IPMS-MS shall assign an IPM-auto-discard-error with the value
not-obsoleted-by-originator to the auto-action-error attribute in the corresponding Auto-action-log entry:

ipm-auto-discard-error AUTO-ACTION-ERROR ::= {
PARAMETER SET {
problem [0] AutoDiscardProblem }
CODE global:id-aae-auto-discard-error }

AutoDiscardProblem ::= INTEGER {
not-obsoleted-by-originator 0}

'll aWa

If: S—adto-4 caraea—and
added to the Message-log entry an

ibute is

d assigned the value #rue.

Support for the IPM auto-discard auto-action by an IPMS-MS, or an IPMS-MS-user, requires that /it Supports the
regfstration of the IPM-auto-discard-registration-parameter by means of the Register-M$ abstract-operation.

199 Procedures for the IPMS-MS

Th¢ procedures for a general (content-independent) MS are described in clauses 15 and 16 of ITU-T Rec.[X.413 |
ISQ/IEC 10021-5. Additional procedures required to support the operation of an IPMS-MS are defined here.

19.p.1  Additional procedures for Message-delivery and Report-delivery

Th¢ performance of the Message-delivery and Report-delivery abstract-opérations is described in 15.1.1 and|15.1.2,
respectively, of ITU-T Rec. X.413 | ISO/IEC 10021-5. Additions to-ittmc) in 15.1.1 of that Recommendation |
Int¢rnational Standard, required for the support of Message-deliveryin Interpersonal Messaging, are desciibed in
19.p.1.1 and 19.9.1.3 below. Additions to item c) in 15.1.2 of ITU-T Rec. X.413 | ISO/IEC 10021-5, required| for the
support of Report-delivery in Interpersonal Messaging, are described in 19.9.1.2 below.

19.p.1.1 Additional procedures for IPM auto-correlate

If the IPM auto-correlate auto-action is subscribed to, the IPMS-MS performs the following actions:

a) If the delivered message contains an IPM whose Replied-to IPM heading field is present, the IPMS-MS
shall attempt to locate the entry identified by the Replied-to IPM field by searching main-entries of all the
entry-classes except the Draft and Auto-action-log entry-classes. If this entry is found (the replied-to
entry), its sequence-numbgr is recorded in the AC Replied-to IPM attribute of the present entry. Similarly,
the replied-to entry has its AC Replying IPM:s attribute updated to reference the present entry.

If the replied-to entry described above is located in the Submission or Submission-log entry-cljss, the
following additional actions are taken. The Originator of the present IPM is matched against th¢ list of
recipients held, in the replied-to entry’s AC IPM Recipients attribute. If a match is found, then the
IPMS-MS(shall update the value corresponding to that recipient in the replied-to entry’s AC Cofrelated
Deliveréd,Replies attribute to cause it to reference the present IPM. In addition, the value corresgjonding
to thé\same recipient in the replied-to entry’s AC Delivered Replies Summary attribute shall be updated to
record that a reply was received from that recipient.
NOTE 1 - If no match is found for the Originator, the IPMS-MS may attempt to match one of the OR-names$ in DL-

expansion-history, if present in the delivered IPM, against the list of recipients held in the replied-to entry’s AC IPM
Recipients attribute.

b) If the delivere i ipi i t in its
Primary, Copy, and Blind Copy Recipients fields is matched against the originally-intended-recipient-
name argument, or if that argument is not present, the this-recipient-name argument. If any recipient
specifier matches the intended recipient, then the following actions are taken. If the recipient specifier’s
reply-requested component indicates that a reply is requested, then the IPMS-MS shall create an AC
Submitted Reply Status attribute containing the value reply-pending; otherwise the value no-reply-
requested is assigned. If the recipient specifier’s Notification-requests component indicates that an IPN is
requested, and the message contains no DL-expansion-history, then the IPMS-MS shall create an AC
Submitted IPN Status attribute containing the value nrn-requested, nrn-with-ipm-return-requested, rn-
requested, or rn-with-ipm-return-requested as appropriate; otherwise the value no-ipn-requested is
assigned. The IPMS-MS shall create a Recipient Category attribute set according to whether a recipient
specifier was found which matches the intended recipient, and if so, the category of recipient field in
which the recipient specifier was found.
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19.9.1
If the

94

NOTE 2 — This procedure attempts to identify which recipient specifier caused the delivery of this copy of the
message by comparing the recipient specifiers against information taken from the message-delivery-envelope. At the
time of submission, the OR-names of the recipients in the message submission envelope will comprise all of the
OR-names from the recipient specifiers in the IPM heading. At the time of delivery, the this-recipient-name
component of the message delivery envelope contains the OR-name which caused delivery of this copy of the
message. If the message has not been subject to DL-expansion or Redirection, the value of this-recipient-name will be
one of the values from the original message-submission-envelope, and can be expected to match one of the recipient
specifiers in the heading. If DL-expansion or Redirection has occurred, this-recipient-name will not contain a value
supplied by the originator, but in this case the originally-intended-recipient-name will be present in the envelope,
containing the value supplied by the originator which was replaced by the first Redirection or DL-expansion. Hence

the procedure will identify the relevant recipient specifier regardless of DL-expansion or Redirection. Th

is is

desirable behaviour in the case of the Recipient Category and AC Submitted Reply Status attributes, but the

DL-expansion service requires that receipt notifications are not generated in response to messages received as ar
of DL-expansion (in order that the membership of the DL may be kept confidential) and hence the AC Submitted

esult
IPN

addition, for each child-entry of the delivered message which contains a (forwarded IPM,

entries.

message entry. In addition, the AC Related IPMs attribute of the delivered message entry is update
record the sequence-numbers of the related IPMs.

found, each has its AC Obsoleting IPMs attribute“updated to record the sequence-number of the deliv

record the sequence-numbers of the obsoleted IPMs.

IPM entry is found, the IPMS;MS shall perform the following actions. The sequence-number of]
subject IPM entry is recorded in the AC Subject IPM attribute of the present entry. The IPN’s

Intended Recipient fieldy(or, if this field is absent, the IPN’s IPN Originator field) is compared agains
list of recipients recorded in the subject IPM’s AC IPM Recipients attribute. If a match is found, then

Delivered IPNs ‘attribute to cause it to reference the present entry. In addition, the corresponding valu
the subject-IPM’s AC Delivered IPN Summary attribute is updated to indicate that an IPN has 1
received/from that recipient (or from the IPN originator to whom delivery of the subject IPM occurrg
a consequence of its being addressed to that recipient).

2 Additional procedures for IPM auto-forward

PMauito-forward auto-action is subscribed to the IPMS-MS performs the following actions:

¢) If the delivered message contains one or more forwarded IPMs, either as Message or Forwarded €onent
body parts, the IPMS-MS attempts to locate any corresponding stored IPM entries by ‘searching
main-entries of all the entry-classes, except the Draft and Auto-action-log entry-classes, and matching on
IPM identifier. For each forwarded IPM, all matching stored IPM entries found® have their
AC Forwarding IPMs attribute updated to record the sequence-number of the delivered message entry|. In

the

AC Forwarded IPMs attribute is updated to record the sequence-numbers of the\matching stored IPM

d) If the delivered message contains an IPM whose Related IPMs heading.field is present, the [IPMS-MS
shall attempt to locate all the entries identified by each subfield of the Related IPMs field by searching
entries of all the entry-classes except the Draft and Auto-action-log enfry-classes. If any such entries|are
found, each has its AC Relating IPMs attribute updated to record the sequence-number of the delivgred

1 to

e) If the delivered message contains an IPM whose Obsoleted IPMs heading field is present, the IPMS{MS
shall attempt to locate all the entries identified by each subfield of the Obsoleted IPMs field by searching
entries of all the entry-classes except the Draft and“Auto-action-log entry-classes. If any such entrieg are

ered

message entry. In addition, the AC Obsoleted IPMs attribute of the delivered message entry is updated to

f) If the delivered message contains an IPN, the IPMS-MS shall attempt to locate an entry corresponding to
the IPN’s subject IPM by searching the Submission (and Submission-log) entry-classes. If the subject

the
PM
the
the

IPMS-MS shall update the value corresponding to that recipient in the subject IPM’s AC Correlated

e in
peen
d as

[he delivered obie 1 matched gain he = necified in each PM- Q-10IA d-reci

followed.

: d ob S ma aga 2 2 gistration-
parameter, in turn. For each registration in which the delivered object satisfies the filter, steps b) to h) are

b) If the forward-all-object-types option is registered, or if the delivered object is an IPM, the object is
subject to auto-forwarding. Otherwise, the object will not be auto-forwarded and the IPMS-MS resumes

processing the next registered IPM-auto-forward auto-action.

NOTE 1 - This option ensures that, by default, only IPMs will be auto-forwarded. The same condition could be set
using filter, which enables the specification of general selection criteria, but the option provides a simple mechanism

for this common requirement.

¢) Anentry is created in the Auto-action-log entry-class. If an error in processing this registered auto-ac

tion

occurs, the error is recorded by attaching an auto-action-error attribute to the auto-action-event entry

(see 6.5.3 of ITU-T Rec. X.413 | ISO/IEC 10021-5).
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d) If the delivered object is an IPM and an auto-forwarding loop is detected (see 18.5.3.1), the auto-
forwarding-loop auto-action-error is recorded. The procedure then terminates, and no further IPM auto-
forward registrations are processed.

e) The forwarding IPM is constructed as follows:

1) The Body is constructed from the registered forwarding-cover-note (if present), and the delivered
object. The registered forwarding-cover-note, if present, forms the first body part. The second body
part (or, if the forwarding-cover-note is absent, the only body part) is one of the following,
depending on the type of the delivered object:

1)  if the delivered object is an IPN, then a Notification body part (if the include-returned-IPM
option is registered, and a returned-IPM is present in the IPN it shall also be present in the body
part); or

1) 11 the delivered object 1s a Report, then a Report body part (1f the include-returned-content
option is registered, and a returned-content is present in the Report it shall also be present in the
body part); or

iii) if the delivered object is an IPM and the message-origin-authentication-check, [content-
confidentiality-algorithm-identifier, content-integrity-check and message-token argumients are
absent from the message envelope, or any of the arguments is present, but the forwarded-
content-prohibited option is registered, then a Message body part; or

iv) if the forwarded-content-prohibited option is registered, then the message does not salisfy the
criteria of this registered auto-action and the IPMS-MS considers the next register¢d auto-
action;

v) aForwarded Content body part otherwise.

2) The Heading is constructed from the registered forwarding-heading and the delivered Heading
(present if the delivered object is an IPM):

1)  If the Subject field is absent from the forwarding-heading it assumes the value (if any} present
in the delivered Heading.

i) The Importance field and Sensitivity'field each assume the higher of the values (if any) present
in the forwarding-heading and delivered Heading.

iii) The following fields of the forwarding IPM’s Heading assume the values, if present, of the
corresponding fields of the delivered Heading, and are absent otherwise: Replied-to IPM,
Obsoleted IPMs, Related IPMs, Expiry Time, Reply Time, Incomplete Copy, and Langyages.

iv) The Reply Recipients field assumes the value, if present, of the corresponding fielfl of the
forwarding-heading, and is absent otherwise.

v) If the delivered object is an IPM, the User-relative-identifier component of its This IPM field is
appended\to the corresponding component of the forwarding-heading’s This IPM field.
Otherwise, a value generated by the IPMS-MS is appended.

NOTE'2 - The IPMS-MS may make other modifications to the User-relative-identifier, if necdssary, to
ensure that the This IPM field uniquely and unambiguously identifies the forwarding IPM (see 7]1.1), and
satisfies any size constraints.

vi) The IPMS-MS shall create an Auto-forwarded Heading field with the value true.

3) ~ The Envelope is constructed from the registered forwarding-envelope and the delivered Hnvelope

(present if the delivered object is a Message):

)

The priority argument assumes the value present in forwarding-envelope, or the delivered
Envelope, whichever has the higher priority.

it)

iii)

If the value conversion-with-loss-prohibited is specified for the conversion-with-loss-prohibited
argument either in forwarding-envelope, or in the delivered Envelope, then that value is
assumed. If the value implicit-conversion-prohibited is specified for the implicit-conversion-
prohibited argument either in forwarding-envelope, or in the delivered Envelope, then that value
is assumed.

The original-encoded-information-types argument shall be the union of those values specified in
the same argument of forwarding-envelope, and those specified in the delivered Envelope (from
the converted-encoded-information-types argument, if present, or original-encoded-
information-types otherwise).

NOTE 3 - If the delivered object is a Report, the Envelope is specified solely by the registered
forwarding-envelope.
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19.9.1.

If the |

auto-discard of obsoleted IPMs, the IPMS-MS pérforms the following actions:

f) The IPMS-MS combines the Body, Heading, and Envelope to form the forwarding IPM. The IPMS-MS

then stages a performance of the MS-message-submission abstract operation with the forwarding IPM and
the registered submission-options as its arguments, and the procedure defined in 19.9.2 is followed.

If the submission fails, the error is recorded by attaching an auto-action-error attribute to the auto-action-
event entry.

g)

h) If an entry for the forwarding IPM was created in the Submission (or Submission-log) entry-class, then
the MS general-attribute MS-originated is created and assigned the value frue. The IPMS-MS then

resumes processing the next registered IPM-auto-forward auto-action.

Once all registered IPM auto-forward-registration-parameters have been processed, the procedure
continues as follows.

If the delivered object was auto-forwarded, and none of the registered IPM auto-forward-registrat
parameters whose criteria were satisfied by the delivered IPM requested retain-retrieval-status,(and
entry’s MS retrieval-status attribute is set to new, it is changed to processed. This change in tetrie
status does not cause the performance of the IPM auto-acknowledgement auto-action.

on-
the
val-

If retrieval-status is not changed, the procedure resumes at the next step. However,_if |retrieval-status is
changed, and the delivered object is an IPM whose originator requested an NRN’ by means of|the
Notification-requests component of the subject recipient specifier, then the IPMS-MS shall submif an
NRN. The IPMS-MS draws the NRN’s Auto-forward Comment field from the.régistered NRN-commnt,
if present. Other fields of the NRN are constructed as specified in 18.5.3.4. At most, a single NRN shall
be submitted for any delivered IPM.

The IPMS-MS stages a performance of the MS-message-submission abstract operation with the NRN
the registered submission-options as its arguments, and the procedure defined in 19.9.2 is followed.

and

NOTE 4 — Where the delivered IPM satisfies the criteria of more-than one IPM auto-forward-registration-param
the first registration supplies the NRN-comment and submission-options.

bter,
j) If at least one of the IPM-auto-forward auto-actions is performed successfully, and all the IPM-a

forward-registration-parameters whose criteria wére satisfied by the delivered IPM requested del
delivered-object, then the IPMS-MS shall delete'the delivered object.

hto-
cte-

3 Additional procedures for IPM auto-discard

PM auto-discard auto-action is subscribed to,-and the IPMS-MS-user has registered at least one which requests

a) If the delivered message contains an IPM whose Obsoleted IPMs heading field is present, the IPMS:
shall attempt to identify.an‘entry corresponding to each Obsoleted IPM by searching entries of the Sto
message entry-class. [f any such entries are found, only those which satisfy the IPM auto-discard F

shall be considered ‘further.

MS
red-
lter

If restrict-obsOleting-to-originator has been set to true, then the originator-name attribute of each 5
entry shall be,compared for equality with the originator-name attribute of the delivered message and
those entries which match shall be considered further. For each occasion on which matching fails,)
IPMS-MS shall generate an Auto-action-log entry and assign an IPM-auto-discard-error with the v
nat-gbsoleted-by-originator to its auto-action-error attribute.

uch
nly
the
hlue

b) (»For each entry selected in step a) that has a retrieval-status of new or listed then the IPMS-MS ghall

96

construct an NRN as specified in 18.5.1.2 if, and only if, one is requested by
e ’ hiect recipient specifier. The

means of the Notificatjon-
quests—compone 0 > s sub . Sp 1s—submitted & 1ng
MS-message-submission, using the submission-options parameter registered for the IPM auto-discard
auto-action, and the procedures defined in 19.9.2 are followed.

Each of the entries selected in step a) shall be deleted by the IPMS-MS. If the Message-log entry-class is
subscribed to, then an IPM-auto-discarded attribute is added to the corresponding Message-log entry and
assigned the value true.

NOTE - If the IPMS-MS is able to determine that the delivery of an IPM, now auto-discarded, caused an alert
condition that is still outstanding, and would not be in effect but for that delivered IPM, it may set the alert-indication
to false; see 7.1.2 of ITU-T Rec. X.413 | ISO/IEC 10021-5.

d) Auto-discard auto-action processing continues until all the obsoleted IPMs have been deleted, or all the

registrations which contain a request to auto-discard obsoleted IPMs have been processed.
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Additional procedures for MS-message-submission

Procedures for the invocation of the Message-submission abstract-operation and for the performance of the MS-
message-submission abstract-operation are defined in 15.2.1 and 16.2.1, respectively, of ITU-T Rec.X.413 |
ISO/IEC 10021-5.

The following two items are additions to 16.2.1 a) and b) of ITU-T Rec. X.413 | ISO/IEC 10021-5, and apply where the
IPMS-MS-user invokes MS-message-submission:

a)

If a 1994 Application Context is in use and the submitted message contains an IPM, and the submission-
options parameter of the MS-message-submission argument contains an assembly-instructions parameter,
then the IPMS-MS shall verify that each stored-IPM specified in the assembly-instructions parameter
refers to an IPM entry, and that each body-part-number specified is present either in the associated stored-
entry or in the submitted IPM._as indicated The f'nrwarrling IPM’s Rnrly is constructed as indicated in

b)

19.5.2.2.

If a 1988 Application Context is in use, and the submitted message contains an IPM;, the IPMS-MS
examines the MS-message-submission argument for the presence of a forwarding-request paratpeter. If
present, the IPMS-MS verifies that the entry to be forwarded is a delivered IPM and constrjicts the
forwarding IPM’s Body as indicated in 19.5.2.1.

the IPM auto-correlate auto-action is subscribed to, then the following additions are.required to 16.2|1 f) of
U-T Rec. X.413 | ISO/IEC 10021-5, and apply both in the case where the IPMS-MS-user invokes MS-njessage-
mission, and where the IPMS-MS invokes Message-submission as a consequencg.0f auto-action processipg. It is

asjumed that the creation of an entry in the Submission-log (and possibly the Subinission) entry-class for the sybmitted

If

IT}

sug

m
©)
d)

ssage was requested.

If the submitted message contains an IPN, the IPMS-MS shall attempt to locate the entry identified by the
Subject IPM field by searching entries of the Delivery and{Delivery-log entry-classes. If such an|entry is
found, the sequence-number of the submitted IPN ig)added to the subject IPM’s AC Submitted IPNs
attribute. Conversely, the sequence-number of thé\subject IPM is recorded in the AC Subject IPM
attribute of the present entry. In addition, the subject IPM’s AC Submitted IPN Status attribute [is given
the value ipm-discarded, ipm-auto-forwarded ©v rn-sent as appropriate. If the IPN was submitted as the
result of an IPMS-MS auto-action, an MS-originated general-attribute is attached to the enptry and
assigned the value true.

If the submitted message contains an IPM, the IPMS-MS shall attach the following attributes to the
entries created in the Submissionand Submission-log entry-classes:

1) AC IPM Recipients shall contain one value for each distinct recipient specified in the Primary, Copy,
and Blind Copy Recipignts fields;

2) AC Correlated Delivered Replies shall contain the same number of values, each of which shall
indicate thatmo)reply has been received from the corresponding member of AC IPM Recipients;

3) AC Delivered Replies Summary shall contain the same number of values, each of whikh shall
indicate-whether a reply was requested of the corresponding member of AC IPM Recipients;

4) _AC.Correlated Delivered IPNs shall contain the same number of values, each of which shall|indicate
that no IPN has been received from the corresponding member of AC IPM Recipients;

$) AC Delivered IPN Summary shall contain the same number of values, each of which shall|indicate
whether an RN, or NRN, or no notification was requested of the corresponding member of AC IPM
Recipients.

: ¢ e Replie : ese MS-MS
shall attempt to locate the entry 1dent1ﬁed by the Rephed -to IPM ﬁeld by searchmg main-entries of the
Delivery and Delivery-log entry-classes. If this entry is found (the replied-to entry), its sequence-number
is recorded in the AC Replied-to IPM attribute of the present entry. Similarly, the replied-to entry has its
AC Replying IPMs attribute updated to reference the present entry. In addition, that entry’s AC Submitted
Reply Status attribute is given the value reply-sent.

If the submission-options parameter inspected in item a) above identifies one or more IPMs to be
forwarded by the submitted message, then for each distinct IPM entry indicated (as a stored-entry or
stored-content) the IPMS-MS shall add the sequence-number of the submitted (forwarding) entry to those
entries’ AC Forwarding IPMs attribute. In addition, the AC Forwarded IPMs attribute of each of the
submitted message’s child-entries, corresponding to one or more stored IPM entries, is updated to record
the sequence-numbers of these forwarded IPMs.

ITU-T Rec. X.420 (1996 E) 97


https://standardsiso.com/api/?name=c33ac2b49e1c2765a435c7113a3dd183

ISO/IEC 10021-7 : 1997 (E)

19.9.3

If the IJ
parame
perforny

g)

h)

a)

b)

Additional procedures for Fetch

If the submitted message contains one or more forwarded IPMs, either as Message or Forwarded Content
body parts, not identified in submission-options, the IPMS-MS attempts to locate the stored IPM entries
by searching main-entries of all the entry-classes, except the Draft and Auto-action-log entry-classes, and
matching on IPM identifier. For each forwarded IPM, all matching stored IPM entries found have their
AC Forwarding IPMs attribute updated to record the sequence-number of the submitted message entry. In
addition, the AC Forwarded IPMs attribute of the child-entry of the submitted message that corresponds
to the matching stored IPM entries is updated to record the sequence-number of each stored IPM entry.

If the submitted message contains an IPM whose Related IPMs heading field is present, the IPMS-MS
shall attempt to locate all the entries identified by each subfield of the Related IPMs field by searching
main-entries of all the entry-classes except the Draft and Auto-action-log entry-classes. If any such entries
are found, each has its AC Relating IPMs attribute updated to record the sequence-number of the

iti AC Related IPMs attribute of the submitted message entry is

updated to record the sequence-numbers of the related IPMs.

If the submitted message contains an IPM whose Obsoleted IPMs heading field is present, the TPMS-MS
shall attempt to locate all the entries identified by each subfield of the Obsoleted IPMs field by searching
main-entries of the Stored-message and Message-log entry-classes. If any such entries are found, each has
its AC Obsoleting IPMs attribute updated to record the sequence-number of the submitted message enly
In addition, the AC Obsoleted IPMs attribute of the submitted message entry is\updated to record the
sequence-numbers of the obsoleted IPMs.

PM auto-acknowledgement auto-action is subscribed to and the suspend-auto-acknowledgement bind-extensipns
er was not present in the MS-Bind-argument which established the present abstract-association, the IPMS-MS
s the following action:

On the first occasion when the performance of Fetch causes the retrieval-status of an IPM to changg to
processed, the IPMS shall construct an RN if, and only if, one is requested by means of the Notificatipn-
requests component of the IPM’s subject recipient specifier. (If Modify is supported to set retrieval-stdtus
back to listed, then a subsequent Fetch may, Gause the IPM to become processed for a second time; no RN
is generated in this case). The IPMS-MS draws the Suppl Receipt Info field from the auto-acknowledge-
suppl-receipt-info field of IPM-auto-acknowledgement-registration-parameter if present, and constrycts
other RN fields as specified in 18.5:2:1.

NOTE — The AC Submitted IPN Status attribute, if supported, may be used to ensure that only a single notificatidn is
ever sent.

MS-message-submission is invoked using the submission-options parameter registered for the IPM agpito-
acknowledgement Auto-action, and the procedures defined in 19.9.2 are followed.

The performance of the IPM auto-acknowledgement auto-action shall cause the creation of an entry in[the
Auto-action-log entry-class, if subscribed to. If the performance causes an auto-action-error, |the
IPMSZMS shall attach an auto-action-error attribute indicating the nature of the error to the Auto-actjon-
log-éntry, and shall set the auto-action-error-indication, which is reported to the IPMS-MS-user when| the
next abstract-association is established.

19.9.4

Additional procedures for Delete and Auto-delete

When performing the Delete abstract-operation or the Auto-delete auto-action, the IPMS-MS shall generate an NRN if
the entry contains a delivered IPM whose retrieval-status is listed, and an NRN was requested of this user by means of
the Notification-requests component of the subject recipient specifier, as specified in 19.4. In the case of the delete
abstract-operation, an NRN is not generated if prevent-nrn-generation is specified in the delete-extensions parameter of
the Delete abstract-operation which deletes the IPM (see 19.5.3).

MS-message-submission is invoked with the submission-options parameter drawn from general submission-defaults (as
registered by means of Register-MS), and the procedures defined in 19.9.2 are followed.
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Auto-discard of expired IPMs

If the IPM auto-discard auto-action is subscribed to and the user has registered at least one IPM auto-discard auto-action
whose registration-parameter contains an auto-discard-expired-IPMs value of true, the IPMS-MS performs the following

actions:

a) The IPMS-MS shall identify each entry in the Delivered-message entry-class with an expiry-time attribute
containing a date and time which has passed. If any such entries are found, only those which satisfy the
IPM auto-discard Filter shall be considered further.

b) If any entries selected in step a) have a retrieval-status of new or listed, then the IPMS-MS shall construct
an NRN as specified in 18.5.1.2 if, and only if, one is requested by means of the Notification-requests
component of the IPM’s subject recipient specifier.

¢) MS-message-submission is invoked using the submission-options parameter registered for the IPM auto-

20

discard auto-action, and the procedures defined in 19.9.2 are followed.

d) Each of the entries selected in step a) shall be deleted by the IPMS-MS. If the Delivery-log entry{class is
subscribed to, then an IPM-auto-discarded attribute is added to the corresponding Delivery=log entry and
assigned the value frue.

NOTE - If the IPMS-MS is able to determine that the delivery of an IPM, now auto-distarded, caused [an alert

condition that is still outstanding, and would not be in effect but for that delivered IPM, it.may set the alert-indication
to false; see 7.1.2 of ITU-T Rec. X.413 | ISO/IEC 10021-5.

e) The performance of the IPM auto-discard auto-action shall cause the creation of an entry in th¢ Auto-
action-log entry-class, if subscribed to. If the performance causes an aute=action-error, the IPMS-MS shall
attach an auto-action-error attribute indicating the nature of the erfor to the Auto-action-log enfry, and
shall set the auto-action-error-indication, which is reported to.the IPMS-MS-user when an abstract-
association is next established.

Message contents

As |has already been seen, various secondary objects (e.g. UAs) have occasion to convey the information objects of
Sedtion 2 as the contents of messages, as well as to conyey.probes concerning such messages. This clause specifies

prefisely how they shall do this.

Th¢ rules governing the transmittal of such messages\and probes, and the semantics and abstract and transfer synjaxes of

thelr contents, are called the Interpersonal Messaging Protocol (P2).

2041

NOTE - The name, "P2", reflects the historical fact that this was the second Message Handling protocol to be deve]oped.

Content

A decondary object that submits @ message containing an IPM or IPN shall supply as the octets of the Octet Strjng that
corfstitutes the content of the message, the result of encoding the InformationObject of Section 2 in accordance ith the

Bagic Encoding Rules of ITUST Rec. X.690 | ISO/IEC 8825-1.

20{2

A decondary object that submits a message containing an IPM or IPN shall select its Content type as follows.

If the IPM-or:IPN satisfies all of the following constraints, the Integer 2 shall be specified:

Content type

1) The Heading and the recipient specifier (of an IPM), or the common fields, non-receipt fields, receipt
fields, and the other notification type fields (of an IPN), lack extension fields.

il) The Body (of an IPM) lacks Extended body parts.
ili) The Parameters element of any Videotex body part (of an IPM) lacks the Syntax member.

iv) Every component of the IPM or IPN that is a value of a data type defined as part of the MTS Abstract
Service meets the constraints of Recommendation X.411 (1984).

The types in question are those listed in the IMPORTS clause of the ASN.1 module defined in Annex D.
The constraints in question are detailed in an annex of ITU-T Rec. X.419 | ISO/IEC 10021-6.

v) The Parameters and Data elements of any Message body part (of an IPM) satisfy these same constraints
(recursively).

Otherwise, the Integer 22 shall be specified.
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NOTES

1 The message content protocol (here) denoted by the Integer 2 is identical to that specified by Recommendation X.420
(1984) (as clarified by Version 6 of the 1984 X.400-Series Implementor’s Guide), except that the Simple Formattable Document body
part type, defined in the latter, is omitted from the former.

2 The Integer 2 is favoured, above, over the Integer 22 to foster interworking between systems conforming to this
Specification and systems conforming (only) to Recommendation X.420 (1984).

3 If conversion is performed on a message of content type 2 which results in a message containing an Extended body
part, the content type will change to 22.

20.3 Content length

A secondary object that submits a probe concerning a message containing an IPM or IPN shall specify as the length of
the m hresize - " s . . et onObi £ Seetinn 2
(a chofce of an IPM or an IPN) when the Basic Encoding Rules of ITU-T Rec. X.690 | ISO/IEC 8825-1 are followetd. If
those fules permit several (e.g. both primitive and constructed) encodings of that InformationObject, the confent’lepgth
may rdflect any one of them.

204 Encoded information types

A secondary object that submits a message containing an IPM or IPN shall specify the Encoded information types
(EITs), see 8.5.6 of ITU-T Rec. X.411 | ISO/IEC 10021-4, and Non-Basic Parameters (NBPs)-of the message as follpws.

In the case of an IPN, the EITs shall be unspecified.

In the [case of an IPM, the EITs and NBPs shall be specified in accordance with the following rules:

a)  Multiple body parts: The EITs (if any) and NBPs (if any) of the message shall comprise the logical union
of the EITs and NBPs of the IPM’s individual body parts, réspectively.

b) (Forwarded) Message body part: The EITs (if any) and. NBPs (if any) of a Message body part shall be
those of the forwarded message.

¢) Standard body part: The EITs (if any) and NBPs (if any) of an individual Standard body part shall
depend upon that body part type as specified\in Table 7. A body part type for which the table indigates
that the EITs are unspecified contributes nd/EITs to the IPM.

d) Application-specific body part: If the definition of an application-specific body part specifies one or fnore
extended EITs, then those appropriate to this instance of the application-specific body part shall be
specified. Otherwise, the undefined EIT shall be indicated. In either case, no NBPs shall be specified.

e) Encrypted body part: The effect of an Encrypted body part upon the EITs and NBPs to be specified{may
be the subject of future.standardization.

Table 7 — Interpersonal Messaging EITs and NBPs

Standasd Body Part Type Basic EIT NBPs
1AS Text TAS Text -
G3Facsimile G3 Facsimile G3 Facsimile
G4 Class 1 G4 Class 1 G4 Class 1/Mixed-mode
Teletex Teletex Teletex
Videotex Videotex -
Encrypted Unspecified -
Message See 20.4 b) See 20.4 b)
Mixed-mode Mixed-mode G4 Class 1/Mixed-mode
Bilaterally Defined Undefined -
Nationally Defined Undefined -
General Text See 7.4.11 -
File Transfer See 7.4.12.8 -
Voice See 7.4.13 -
Report Unspecified -
Notification Unspecified -
Forwarded Content See 7.4.16 -
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21 Port realization

How an MS or the MTS concretely realizes the secondary ports it supplies is specified in ITU-T Rec. X.419 |
ISO/IEC 10021-6.

How a UA, TLMA, or AU concretely realizes the primary ports it supplies is beyond the scope of this Specification.
NOTES

1 A UA’s user interface is a local matter. A wide variety of interfaces involving, e.g. a wide variety of input/output
devices are possible.

2 A TLMA'’s realization of its primary ports is specified in part by Recommendation T.330.

3 An AU provides its primary ports by means of the particular communication system to which that AU provides
access.

22 Conformance

The requirements a secondary object (excluding the MTS) and its implementor shall meet when, the‘latter cldims the
former’s conformance to this Specification are identified below. A number of the conformance réquirements disfinguish
between support upon origination and support upon reception.

2211 Origination versus Reception

A UA, TLMA, or AU shall be said to support upon origination a particular heading field, heading extension, basic
bodly part type, or extended body part type if, and only if, it accepts, presetves, and emits, in full accord with this
Specification, that particular heading field or extension, or body parts of thatparticular basic or extended type, whenever
a user calls upon it to convey an IPM containing them to the MTS or the dser’s MS (the latter only in the case of h UA).

A UA, TLMA, or AU shall be said to support upon reception a patticular heading field, heading extension, basic body
patt type, or extended body part type if, and only if, it accepts, preserves, and emits, in full accord with this
Spgcification, that particular heading field or extension, or body ‘parts of that particular basic or extended type, whenever
thd MTS or a user’s MS (the latter only in the case of a UA)calls upon it to convey to the user an IPM containing them.

NOTE - In point of fact, a PDAU supports nothing upon origination because it is not a supplier of the origination gort.

2212 Statement requirements

The implementor of an IPMS UA, IPMS-MS; TLMA, or AU shall state the following. For each item below peparate
stafements shall be made concerning conformance upon origination and conformance upon reception:

a) the heading fields and\heading extensions for which conformance is claimed;
b) the standard and dpplication-specific body part types for which conformance is claimed;

c) in the case of an IPMS-MS, or an IPMS UA accessing an IPMS-MS, the Interpersonal Mes$saging-
specific MS-attribute-types for which conformance is claimed;

d) in the-case of an IPMS-MS, or an IPMS UA accessing an IPMS-MS, those IPMS-specific auto-actions
and matching-rules for which conformance is claimed.

In pddition, thejimplementor of a TLMA or AU shall state whether conformance is claimed for import or export ¢r both.

2213 Static requirements

An IPMS UA, IPMS-MS, TLMA, or AU shall satisfy the following static requirements:

a) an IPMS UA, IPMS-MS, TLMA, or AU shall implement the heading fields and heading extensions, and
the standard and application-specific body part types for which conformance is claimed;

b) an IPMS-MS, or an IPMS UA accessing an IPMS-MS, shall support the Interpersonal Messaging-specific
MS attribute-types for which conformance is claimed, but including as a minimum those designated
mandatory in Table 3;

c) an IPMS UA, IPMS-MS, TLMA, or AU shall concretely realize its abstract ports as specified in
clause 21;

d) an IPMS UA or IPMS-MS shall be able to both submit and accept delivery of messages of both of the
content types of 20.2;
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e) an IPMS-MS, or an IPMS UA accessing an IPMS-MS, shall conform to at least one of the MS Access
Protocols specified in ITU-T Rec. X.419 | ISO/IEC 10021-6;

f) an IPMS UA, IPMS-MS, TLMA, or AU which claims support upon reception for any Standard body part
type for which both basic and extended representations are defined shall support the reception of both the
basic and the extended representation of that body part type;

g) an IPMS UA, IPMS-MS, TLMA, or AU which claims support upon reception for an Application-specific
body part type consisting of octet-aligned data, or which claims support upon reception for the File
Transfer body part’s application-reference encoded as an Object Identifier, shall support both the
reception of that application-specific octet-aligned data encoded in the Application-specific body part and
the reception of it encoded in the File Transfer body part;

h) a TLMA or AU shall be able to import and/or export such messages, according to the conformance
claimed.

224 Dynamic requirements

An IPMES UA, IPMS-MS, TLMA, or AU shall satisfy the following dynamic requirements:
a) an IPMS UA or IPMS-MS shall follow the rules of operation specified in clause 18 pr\19; respectively;

b) an IPMS UA, IPMS-MS, TLMA, or AU shall submit and accept delivery of messages whose contents pre
as specified in clause 20;

¢) an IPMS UA, IPMS-MS, TLMA, or AU shall register with the MTSits\ability to accept delivery| of
messages of both of the content types of 20.2.
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Annex A

Heading extensions
(This annex forms an integral part of this Recommendation | International Standard)

This annex defines all (presently defined) heading extensions.

A

If this extension is absent from the Extensions heading field, all body parts shall be considered present.

The Languages heading extension identifies the languages used in the ¢omposition of the IPM’s Subject head

= O

C

(e.

as

If
co

Al

THe Auto-submitted heading extension indicates whether the IPM was submitted without human intervention,
whether the message was-auto-generated, or auto-replied.

If

J— Incomplete Copy

The Incomplete Copy heading extension, by its presence, indicates that one or more body parts or heading fi
abdent from the Body of (the present instance of) the IPM. The extension comprises a Null.

2 Languages

incomplete-copy IPMS-EXTENSION ::= {VALUE IncompleteCopy,
IDENTIFIED BY id-hex-incomplete-copy}

IncompleteCopy ::= NULL

i Body. The extension comprises a Set of zero or more Printable’Strings, each one of the two-character ]
les identified by ISO 639. The two-character language code .may optionally be followed by a space and
iracter ISO 3166 country code (see ISO 639, 4.4) if it is necessary to identify a specific national usage of the
p. "en" identifies the English language, "en GB" identifies English as used in the UK, and "en US" identifies
used in the USA).

languages IPMS-EXTENSION ::= {VALUE SET'OF Language, IDENTIFIED BY id-hex-languages}
Language ::= PrintableString (SIZE (2..5))

this extension is absent from the Extensions heading field or no languages are indicated, the languages
hsidered unspecified.

3 Auto-submitted

auto>submitted IPMS-EXTENSION ::= {VALUE AutoSubmitted, IDENTIFIED BY id-hex-auto-submitted

AutoSubmitted ::= ENUMERATED {
not-auto-submitted (0),

elds are

ng field
guage

a two-
guage
English

shall be

ind 1f so

this heading extension has the value not-auto-submitted, the message-submission is under direct or indirect control of
a uman.

auto-generated (1)
auto-replied (2)}

The auto-forwarded heading field may also indicate that the message has been submitted without human intervention.
The absence of both this heading extension and the auto-forwarded heading field indicates that no information is
available as to whether the message-submission involved human control.
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Annex B

IPMS security extensions
(This annex forms an integral part of this Recommendation | International Standard)

This annex defines security extensions for Interpersonal Messaging. It specifies an optional request which may be
included in an IPM, the response which may be included in the resulting IPN, and additional procedures for generating

this response. It uses the IPMS Extension of 7.2.17.

B.1 Recipient Security Request

The Recipient Security Request is an IPMS extension which may be present in the recipient-extensions field\qf a
recipiert specifier. The Recipient Security Request indicates which security function is requested to be applied t9)an IPN
(RN or [NRN) from this recipient (whether proof or non-repudiation), and which security function is to be applied to the

IPM by|this recipient (whether proof or non-repudiation) on receipt of the IPM.

recipient-security-request IPMS-EXTENSION ::= {

VALUE RecipientSecurityRe

IDENTIFIED BY id-sec-ipm-security-request}

RecipientSecurityRequest ::= BIT STRING {
content-non-repudiation (0)
content-proof (1),
ipn-non-repudiation (2),
ipn-proof (3)}

The Refipient Security Request shall be present only if the notification:requests in the recipient specifier has the valug m
or nrn (see 7.1.2), and thus requires that the recipient specifier contaths-a formal-name (see 7.1.3).

The Recipient Security Request may have the following values:

a) content-non-repudiation: An IPN generated’in the circumstances prescribed in clause 8 is requested to

contain verified security elements possessing non-repudiation properties from the message whose confent
is the subject IPM.

The security elements to be verifiéd by the recipient shall depend on the security arguments present in{the
envelope of this message and onythe security policy in force.

If the recipient is unable_to. verify the security arguments, the IPN may contain either the content of|the
message or an appropriate security diagnostic code.

b) content-proof: An IPN generated in the circumstances prescribed in clause 8 is requested to confain
verified security-elements from the message whose content is the subject IPM.

The security-elements to be verified by the recipient shall depend on the security arguments present in| the
envelope.of this message and on the security policy in force.

Ifdhe'recipient is unable to verify the security arguments, the IPN may contain either the content of] the
message or an appropriate security diagnostic code.

C)\ ' ipn-non-repudiation: An IPN generated in the circumstances prescribed in clause 8 is requested tq be
signed with non-repudiation properties on submission of the PN to the MTS

d) ipn-proof: An IPN generated in the circumstances prescribed in clause 8 is requested to be signed on
submission of the IPN to the MTS.

At most one of content-non-repudiation and content-proof shall be requested. At most one of the ipn-non-repudiation
and ipn-proof shall be requested.

The absence of the Recipient Security Request implies that no IPM recipient security request is made.

Support of the Recipient Security Request does not imply support of IPN Security Response (see B.2). If the recipient
UA does not support the IPN Security Response, then it ignores the Recipient Security Request. If the recipient UA

supports the IPN Security Response but is unable to generate the required response, then it shall generate an appropriate
Security Diagnostic Code (see B.3).
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The Recipient Security Request does not in itself require any security arguments to be present in the subject message on
submission. However, the requested notification may contain the original-content of the subject message unless one of
the following security elements is generated on message submission:

—  Content-integrity-check;
—  Message-token (including at least one content-integrity-check);

—  Message-origin-authentication-check.

These security arguments are defined in 8.2.1.1.1.28, 8.2.1.1.1.29 and 8.2.1.1.1.26 of ITU-T Rec. X.411 |
ISO/IEC 10021-4 respectively.

NOTE - When requesting content-non-repudiation, it is recommended that the security arguments applied to the message
on submission have non-repudiation properties.

B.2 IPN Security Response

Th IPN Security Response is an IPMS extension which may be present in the notification extensions field offan IPN.
It $hall be present only if the subject recipient specifier contains a Recipient Security Request: The IPN Becurity

Re‘ﬁponse may contain the subject message content, or security elements of the subject messagé, or a security diaignostic
codle.

The subject message contains the subject IPM; it is the MessageDeliveryEnvelope” and Content as defined in
ITU-T Rec. X.411 | ISO/IEC 10021-4.

ipn-security-response IPMS-EXTENSION ::= {
VALUE IpnSecurityResponse,
IDENTIFIED BY id-sec-security-common-fields}

IpnSecurityResponse ::= SET {
content-or-arguments CHOICE {
original-content OriginalContent,
original-security-arguments SET {
original-content-integritycheck
[0] OriginalContentIntegrityCheck OPTIONAL,
original-message-origin-authentication-check
[1] OriginalMessageOriginAuthenticationCheck OPTIONAL,
original-message-token [2] OriginalMessageToken OPTIONAL}},
security-diagnostic-code.SecurityDiagnosticCode OPTIONAL }

OriginalContent ::= Content
OriginalContentIntegrityCheck ::= ContentIntegrityCheck
OriginalMessageOriginAuthenticationCheck ::= MessageOriginAuthenticationCheck

OriginalMessageToken ::= MessageToken

THe setting of these fields and their use will be subject to the originator’s request in the Recipient Security Reqpest, the
segurity elemients present in the subject message and the security policy in force (in the circumstances prescribed|in B.3).

THe IPN Security Response may have one or more of the following values:

AY L 1 fa'ni) 4+ R S I las v
a) originai=toniernt. TIICT LUV UT TS UUJCU TS Sagt .

b) original-content-integrity-check: The content-integrity-check of the subject message.

¢) original-message-origin-authentication-check: The message-origin-authentication-check of the subject
message.

d) original-message-token: The message-token of the subject message.

NOTE - Items b), c¢) and d) above are available only if the subject message contains the relevant security arguments
in its delivery envelope.

e) security-diagnostic-code: The security diagnostic code (see B.3).

Support of the IPN Security Response requires support for reception of the Recipient Security Request.
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Unless the IPN Security Response is a security-diagnostic-code, at least one of the following security elements shall be
generated on message submission of the IPN in reply to the subject message:

—  Content-integrity-check;

—  Message-token (including at least one content-integrity-check);

—  Message-origin-authentication-check.

These security arguments are defined in 8.2.1.1.1.28, 8.2.1.1.1.29 and 8.2.1.1.1.26 of ITU-T Rec. X.411 |
ISO/IEC 10021-4 respectively.

B.3 Security Diagnostic Code

rity Diagnosti £ N3 e generated i ecipie rity
failure |s detected.

SecurityDiagnosticCode ::= INTEGER {
integrity-failure-on-subject-message (0),
integrity-failure-on-forwarded-message (1),
moac-failure-on-subject-message (2),
unsupported-security-policy (3),
unsupported-algorithm-identifier (4),
decryption-failed (5),
token-error (6),
unable-to-sign-notification (7),
unable-to-sign-message-receipt (8),
authentication-failure-on-subject-message (9),
security-context-failure-message (10),
message-sequence-failure (11),
message-security-labelling-failure (12),
repudiation-failure-of-message (13),
failure-of-proof-of-message (14),
signature-key-unobtainable (15),
decryption-key-unobtainable (16),
key-failure (17),
unsupported-request-for-security-service(18),
inconsistent-request-for-security-service (19),
ipn-non-repudiation-provided-instead-of-content-proof (20) }

The Sdcurity Diagnostic Code may have one of the following values:

a) integrity-failure-on-subject-message: Validation of the content-integrity-check argument of the subject
message failed, the contents of the message received could not be validated.

b) integrity-failure-on¢forwarded-message: Validation of the content-integrity-check argument of a subject
message which has been forwarded has failed, the contents of the message-body part received could not
be validated.

¢) moac-failure’on-subject-message: Validation of the message-origin-authentication-check argument of the
subjectmessage failed, the original contents of the subject message received could not be validated.

d) unsupported-security-policy: The recipient does not support the required security policy, as identifigd in
the'message-security-label argument of the subject message.

&), \ unsupported-algorithm-identifier: The recipient does not support the algorithm identifiers used in| the
security argument of the subject message.

f) decryption-failed: The recipient could not decrypt the message token or the message contents.

g) token-error: An error has been detected with the message-token argument of the subject message.
h) unable-to-sign-notification: The recipient is unable to sign IPNs.

1)  unable-to-sign-message-receipt: The recipient is unable to validate the contents or sign IPNs.

J)  authentication-failure-on-subject-message: Validation of the content-integrity-check, message-origin-
authentication-check, or message-token (i.e. token signature, or any other token data) argument of the
subject message failed, the contents of the message received could not be authenticated or validated.

k) security-context-failure-message: The message-security-label failed the security-context.

1) message-sequence-failure: Failure of the message-sequence-number.
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m) message-security-labelling-failure: A fault was detected in the message-security-label in the envelope or

in the message-token.

n) repudiation-failure-of-message: A fault was detected in the repudiation security arguments in the subject
message, or the subject message content could not be validated.

0) failure-of-proof-of-message: A fault was detected in the proof-of security arguments in the subject
message.

p) signature-key-unobtainable: The recipient could not obtain the required signature keys for one or more of
the pieces of signed information in the subject message.

q) decryption-key-unobtainable: The recipient could not obtain the required decryption keys for the message
token encrypted data or for content confidentiality.

r) key-failure: The recipient could not obtain the required keys

S)  unsupported-request-for-security-service: The recipient could not support the requested security Iservices
in the Recipient Security Request.

t) inconsistent-request-for-security-service: The recipient could not support the requestéd, security [services
in the Recipient Security Request because the requests were not consistent.

u) ipn-non-repudiation-provided-instead-of-content-proof: The recipient has supported ipn-non-repudiation
but not content-proof.

B.4.1 Originate IPM

]:I Additional UA procedures
s

subclause defines additional procedures for user agent operation to suppott’ Recipient Security Request ind IPN
Sefurity Response.

If the UA supports the Recipient Security Request, the UA shall perform the Originate IPM abstract operption by

inyoking Message Submission with the arguments indicated in 18.2.2 and the following additional arguments.

The arguments of Message Submission shall be as follows;

a)

b)

BJ.2 Originate IPN

Envelope: When the Recipient Security Request is requested, and the security policy specifies thq support
of one or more of Non-Repudiation of\Origin or Content Integrity or Message Origin Authentication, the
following shall apply.

The UA shall sign the IPM by generating one or more of:
i)  content-integrity-chéck>Defined in 8.2.1.1.1.28 of ITU-T Rec. X.411 | ISO/IEC 10021-4.

il) content-integrity~check: Defined in 8.2.1.1.1.28 of ITU-T Rec. X.411 | ISO/IEC 10021-4 indluded in
the message,token defined in 8.2.1.1.1.26 of ITU-T Rec. X.411 | ISO/IEC 10021-4.

iii) message-origin-authentication-check: Defined in 8.2.1.1.1.29 of ITU-T Rec. X411 |
ISO/IEC)10021-4.

Content-The Recipient Security Request shall be absent (or all bits within it shall be zero) umless the
Notification-requests contains the value m or nr.

If|the UA ‘supports the IPN Security Response, the UA shall perform the Originate RN abstract operation by jnvoking
Mrssage Submission with the arguments indicated in 18.2.3 extended to support security as defined below| and by
T

efurning to its user the results indicated in 18.2.3.

B.4.2.1 Message Submission

The arguments of Message Submission shall be as follows:

a)

Envelope: The UA shall generate and submit security arguments defined in 8.2.1.1.1 of
ITU-T Rec. X.411 | ISO/IEC 10021-4 as required by the IPN Security Response procedures defined
inB.4.2.2.

When the security policy specifies the support of one or more of the following Elements of Service, Non-
Repudiation of Origin, Content Integrity or Message Origin Authentication, the following shall apply.
The UA shall sign the IPN by generating one or more:

i)  content-integrity-check: Defined in 8.2.1.1.1.28 of ITU-T Rec. X.411 | ISO/IEC 10021-4.
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ii) content-integrity-check: Defined in 8.2.1.1.1.28 of ITU-T Rec. X.411 | ISO/IEC 10021-4 included in

the message-token defined in 8.2.1.1.1.26 of ITU-T Rec. X.411 | ISO/IEC 10021-4.

iil) message-origin-authentication-check: Defined in 8.2.1.1.1.29 of ITU-T Rec. X.4ll
ISO/IEC 10021-4.

Subject to the security policy in force, the UA may generate and submit other security arguments as

defined in 8.2.1.1.1 of ITU-T Rec. X.411 | ISO/IEC 10021-4.

b) Content: The components of the IPN Security Response shall be as required by the IPN Securify

Response procedures defined below.

B.4.2.2 IPN Security Response procedures

Unless the security policy of the receiving UA requires the UA to honour the Recipient Security Request, a UA can

ignore the Recipient Security Request on reception. Also, a UA is able to support the Recipient Security Request on
receptign without supporting the IPN Security Response. Alternatively, a security policy may dictate that the UAVis gble
to suppprt the Recipient Security Request on reception only when the UA supports the IPN Security Response, in which
case thg UA shall obey all the IPN Security Request procedures defined below.

NOTE - The security context established for the UA may be used to ensure that delivery can only be tgya WA that is able to
support pither or both the Recipient Security Request and the IPN Security Response.
B.4.2.2{1 Precedence of requests
If one pr more Recipient Security Request is present and the UA supports more than on€ of the requests, then (the
following shall apply:

a) The content-non-repudiation procedures (see B.4.2.2.2) shall be the“only procedures invoked when |the

request is present and supported, otherwise the following procedures shall apply:

i) The content-proof procedures (see B.4.2.2.3) shall Be the only procedures invoked when Both
content-proof and ipn-proof are requested and supported.

il) ipn-non-repudiation procedures (see B.4.2.2.4) shall be the only procedures invoked when both {pn-
non-repudiation and ipn-proof are requested and supported. When both these requests are receiyed,
the UA shall also generate a Security Diagnoestic Code with a value ipn-non-repudiation-provided-
instead-of-content-proof.

b) Any other request combination shall® generate a Security Diagnostic Code with a value
inconsistent-request-for-security-service!
B.4.2.2.2 Content-non-repudiation requested
If, in the subject IPM, the Recipient Security Request is set to content-non-repudiation then:
a) The UA shall validate(security arguments present in the subject message as required by the security policy
in force. The UA shall copy only validated arguments from the subject message to the IPN Security

Response as defined in Table B.1.

If the UA~cannot validate any of the security arguments in the subject message, then the [UA

shall gen€raté an IPN Security Response with an appropriate Security Diagnostic Code (such| as:

repudiation-failure-of-message, unsupported-algorithm-identifier, authentication-failure-on-the-subject),
see-B(3:

b) _TIf'the UA supports Non-Repudiation of Origin, then the UA shall submit the IPN with one or more of the
following (depending on the security policy in force):

l) the cppnh‘ty elemen onte 1
repudiation properties; or

il) the security element message-origin-authentication-check which possesses non-repudiation
properties.

If the UA does not support Non-Repudiation of Origin, the UA shall generate an IPN Security
Response with a Security Diagnostic Code of unsupported-request-for-security-service.
c) If the UA supports Non-Repudiation of Origin but the subject message has not included any of the
following security arguments:
1) message-token;
i1) content-integrity-check; or
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iii) message-origin-authentication-check,

then the content of the subject message shall be copied into the original-content of the IPN Security
Response or the UA shall generate an IPN Security Response with an appropriate Security Diagnostic
Code (such as: authentication-failure-on-subject-message, repudiation-failure-of-message), see B.3.

NOTE - The choice of returning the content or Security Diagnostic Code is a local issue and can be a matter for
the User or the implementation to decide.

Then the UA shall submit the IPN with one or more of the following (depending on the security policy in
force):

i) the security element content-integrity-check, possibly in the message-token, which possesses non-
repudiation properties; or

ii) the security element message-origin-authentication-check which possesses non-repudiation

properties.
Table B.1 — Security argument mapping
FROM: TO:

Subject message security arguments IPN Security Response arguments
message-token original-message-token
content-integrity-check original-content-integrity-check
message-origin-authentication-check original-message-origin-authentication-check

a)

b)

d)

.2.2.3 Content-proof requested

in the subject IPM, the Recipient Security Request is setto.content-proof then:

The UA shall validate security arguments present in the subject message as required by the security policy
in force. The UA shall copy only validated arguments from the subject message to the IPN Becurity
Response as defined in Table B.1. 1f the UA cannot validate any of the security arguments in thg subject
message, the UA shall generate an-IPN Security Response with an appropriate Security Diagnostjc Code,
see B.3.

If the UA supports ContentIntegrity or Message Origin Authentication, then the UA shall submit|the IPN
with one or more of the following (depending on the security policy in force):

i)  the security-¢lement content-integrity-check, possibly in the message-token; or
if) the security element message-origin-authentication-check.

If the UA.d@es not support Content Integrity or Message Origin Authentication, the UA shall generate an
IPN Security Response with a Security Diagnostic Code of unsupported-request-for-security-service.

If the UA supports Content Integrity, or Message Origin Authentication but the subject message| has not
included any of the following security arguments:

1) message-token;

il) content-integrity-check; or

ili) message-origin-authentication-check,

then the content of the subject message shall be copied into the original-content of the IPN Security
Response or the UA shall generate an IPN Security Response with an appropriate Security Diagnostic
Code.

NOTE - The choice of returning the content or Security Diagnostic Code is a local issue and can be a matter for
the User or the implementation to decide.

Then the UA shall submit the IPN with one or more of the following (depending on the security policy in
force):

i)  the security element content-integrity-check, possibly in the message-token; or

ii) the security element message-origin-authentication-check.
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B.4.2.2.4 Ipn-non-repudiation requested

If, in the Subject IPM, Recipient Security Request is set to ipn-non-repudiation, then:

B.4.2.2{5 Ipn-proof requested

If, in the Subject IPM, Recipient Security Request is set to ipn-proof, then:

B.5
If the

security policy in force. No additional procedures for the message store.are defined in this Specification.

110

a) If the UA supports Non-Repudiation of Origin, then the UA shall submit the IPN with one or more of the

following (depending on the security policy in force):

i) the security element content-integrity-check, possibly in the message-token, which possesses non-

repudiation properties; or

ii) the security element message-origin-authentication-check which possesses non-repudiation

properties.

b) If the UA does not support Non-Repudiation of Origin, the UA shall generate an IPN Security Response

with an appropriate Security Diagnostic Code.

the IPN with one or more of the following (depending on the security policy in force);
i) the security element content-integrity-check, possibly in the message-token; or

ii) the security element message-origin-authentication-check.
generate an IPN Security Response with an appropriate Security Diagnestic Code.

Additional MS procedures

Recipient Security Request is present in a subject message, then the’ Message Store actions are subject to

a) If the UA supports Content Integrity, or Message Origin Authentication, then the UA ‘shall submit

b) If the UA does not support the Content Integrity, or Message Origin \Atuthentication, the UA shall

the
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Annex C

Reference definition of Object Identifiers

(This annex forms an integral part of this Recommendation | International Standard)

This annex defines for reference purposes various Object Identifiers cited in the ASN.1 modules of subsequent annexes.
It uses ASN.1.

All Object Identifiers this Specification assigns are assigned in this annex. The annex is definitive for all but those for
ASN.1 modules and the IPMS application itself. The definitive assignments for the former occur in the modules
themselves; other references to them appear in IMPORT clauses. The latter is fixed.

IPIMSObjectIdentifiers { joint-iso-itu-t mhs(6) ipms(1) modules(0) object-identifiers(0)
version-1994(0) }

Dﬂ‘F;INITIONS IMPLICIT TAGS ::=

BHGIN

-- Prologue

-- Exports everything.

IMPORTS -- nothing -- ;

ID|::= OBJECT IDENTIFIER

-- Interpersonal Messaging (not definitive)

id-fjpms ID ::= {joint-iso-itu-t mhs(6) ipms(1)} -- not definitive

- .
-- L ategories

ID ::= {id-ipms 0} -- modules; not definitive

ID ::= {id-ipms 1} -- object types

ID ::= {id-ipms 2} -- port types

ID ::= {id-ipms 4} -- extended body part types
ID ::= {id-ipms 5} -- heading extensions

ID ::= {id-ipms 6} -- summary attributes

ID ::= {id-ipms 7} -- heading attributes

ID ::= {id-ipms 8} -- body attribites

ID ::= {id-ipms 9} -- notification attributes

ID ::= {id-ipms 10} -- message content types

ID ::= {id-ipms 11} -{extended body part parameters
ID ::= {id-ipms 12}~-.encoded information types
ID ::= {id-ipms(3} -- correlation attributes

ID ::= {id-ipms 14} -- matching-rules

ID ::= {id-ipms 15} -- auto-actions

ID ::={id-ipms 16} -- auto-action errors
IDG:5id-ipms 17} -- message store types

ID::= {id-ipms 18} -- ipm security extensions

odules
id-mod-object-identifiers ID ::= {id-mod 0} -~ not definitive
id-mod-functional-objects ID ::= {id-mod 1} -- not definitive
id-mod-information-objects ID ::= {id-mod 2} -- not definitive
id-mod-abstract-service ID ::= {id-mod 3} -- not definitive
id-mod-heading-extensions ID ::= {id-mod 6} -- not definitive
id-mod-extended-body-part-types ID ::= {id-mod 7} -- not definitive
id-mod-message-store-attributes ID ::= {id-mod 8} -- not definitive
id-mod-file-transfer-body-part-type ID ::= {id-mod 9} -- not definitive
id-mod-upper-bounds ID ::= {id-mod 10} -- not definitive

id-mod-extended-voice-body-part-type ID ::= {id-mod 11} -- not definitive
id-mod-forwarded-report-body-part-type ID ::= {id-mod 12} -- not definitive
id-mod-auto-actions ID ::= {id-mod 13} -- not definitive
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id-mod-ipm-security-extensions ID ::= {id-mod 14} -- not definitive
id-mod-forwarded-content-body-part-type ID ::= {id-mod 15} -- not definitive
-- Object types

id-ot-ipms-user ID ::= {id-ot 1}
id-ot-ipms ID ::= {id-ot 2}

-- Port types

id-pt-origination ID ::= {id-pt 0}
id-pt-reception ID ::= {id-pt 1}
id-pt-management ID ::= {id-pt 2}

-- Extended body part types

id-et-ia$-text ID ::= {id-et 0}
id-et-g3facsimile ID ::= {id-et 2}
id-et-gdt-class1 ID ::= {id-et 3}
id-et-teletex ID ::= {id-et 4}
id-et-vidleotex ID ::= {id-et 5}
rypted ID ::= {id-et 6}
id-et-mgssage ID ::= {id-et 7}
id-et-mjxed-mode ID ::= {id-et 8}
id-et-bilaterally-defined ID ::= {id-et 9}
id-et-ndqtionally-defined ID ::= {id-et 10}
id-et-general-text ID ::= {id-et 11}
id-et-file-transfer ID ::= {id-et 12}
{id-et 13} is no longer defined

id-et-report ID ::= {id-et 14}
id-et-nqtification ID ::= {id-et 15}
id-et-vdice ID ::= {id-et 16}
id-et-cantent ID ::= {id-et 17} -- This value is not used directly, only as a prefix

-- Headling extensions

id-hex-incomplete-copy ID ::= {id-hex 0}
id-hex-Janguages ID ::= {id-hex 1}
id-hex-puto-submitted ID ::= {id-hex 2}

-- Suminary attributes

id-sat-ipm-entry-type ID ::= {id-sat 0}
id-sat-ipm-synopsis ID ::= {id-sat 1}
ID ::= {id-sat 2}
ID ::= {id-sat 3}

ID(:= {id-hat 0}
ID::= {id-hat 1}
ID ::= {id-hat 2}
ID ::= {id-hat 3}
ID ::= {id-hat 4}
ID ::= {id-hat 5}
ID ::= {id-hat 6}
ID ::= {id-hat 7}
ID ::= {id-hat 8}
ID ::= {id-hat 9}

id-hat-authorizing-users ID ::= {id-hat 10}
id-hat-primary-recipients  ID ::= {id-hat 11}

id-hat-copy-recipients ID ::= {id-hat 12}
id-hat-blind-copy-recipients ID ::= {id-hat 13}
id-hat-obsoleted-IPMs ID ::= {id-hat 14}
id-hat-related-IPMs ID ::= {id-hat 15}
id-hat-reply-recipients ID ::= {id-hat 16}
id-hat-incomplete-copy ID ::= {id-hat 17}
id-hat-languages ID ::= {id-hat 18}
id-hat-rn-requestors ID ::= {id-hat 19}
id-hat-nrn-requestors ID ::= {id-hat 20}
id-hat-reply-requestors ID ::= {id-hat 21}
id-hat-auto-submitted ID ::= {id-hat 22}
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-- Body attributes

id-bat-body
id-bat-ia5-text-body-parts
id-bat-g3-facsimile-body-parts
id-bat-g4-class1-body-parts
id-bat-teletex-body-parts
id-bat-videotex-body-parts
id-bat-encrypted-body-parts
id-bat-message-body-parts
id-bat-mixed-mode-body-parts
id-bat-bilaterally-defined-body-parts
id-bat-nationally-defined-body-parts
id-bat-extended-body-part-types

ID
1D
ID
ID
ID
ID
ID
ID
ID
1D
ID
ID

::= {id-bat 0}
::= {id-bat 1}
::= {id-bat 3}
::= {id-bat 4}
::= {id-bat 5}
::= {id-bat 6}
::= {id-bat 7}
::= {id-bat 8}
::= {id-bat 9}
::= {id-bat 10}
::= {id-bat 11}
::= {id-bat 12}

ISO/IEC 10021-7 : 1997 (E)

id-bpt-iaS-text-parameters

at-subject-ipm
at-ipn-originator
at-ipm-intended-recipient
at-conversion-eits
at-non-receipt-reason
at-discard-reason
at-auto-forward-comment
at-returned-ipm
at-receipt-time
at-acknowledgment-mode
at-suppl-receipt-info
at-notification-extensions
at-nrn-extensions
at-rn-extensions
at-other-notification-type-fields

dat-obsoleting-ipms
id-dat-related-ipms

1D
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID

ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID
ID

1D
1D
ID
ID
ID
ID
1D
ID
1D
ID

7= {id-bat I3}
::= {id-bat 15}
::= {id-bat 16}
::= {id-bat 17}
::= {id-bat 18}
::= {id-bat 19}
::= {id-bat 20}
::= {id-bat 22}
::= {id-bat 23}
::= {id-bat 24}
::= {id-bat 25}
::= {id-bat 26}

::= {id-nat 0}
::= {id-nat 1}
::= {id-nat 2}
::= {id-nat 3}
1= {id-nat 4}
::= {id-nat 5}
::= {id-nat 6}
::= {id-nat 7}
::= {id-nat 8}
::= {id-nat -9}
::= {id-nat\10}
::= {id=nat 11}
.= {id-nat 12}
::={id-nat 13}
:i= {id-nat 14}

1= {id-cat 0}
::= {id-cat 1}
::= {id-cat 2}
::= {id-cat 3}
::= {id-cat 4}
::= {id-cat 5}
::= {id-cat 6}
::= {id-cat 7}
::= {id-cat 8}
::= {id-cat 9}

id-cat-relating-ipms
id-cat-replied-to-ipm
id-cat-replying-ipms
id-cat-revised-reply-time
id-cat-submitted-ipn-status
id-cat-submitted-ipns
id-cat-submitted-reply-status
id-cat-subject-ipm
id-cat-recipient-category

-- Message content types (for use by MS, Directory and Forwarded Content body part)

ID
ID
ID
ID
ID
1D
1D
ID
ID

::= {id-cat 10}
::= {id-cat 11}
::= {id-cat 12}
::= {id-cat 13}
::= {id-cat 14}
::= {id-cat 15}
::= {id-cat 16}
::= {id-cat 17}
::= {id-cat 18}

id-mct-p2-1984 1D ::= {id-mct 0} -- P2 1984
id-mct-p2-1988 ID ::= {id-mct 1} -- P2 1988
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-- Extended body part parameters

id-ep-iaS-text ID ::= {id-ep 0}
id-ep-g3-facsimile ID ::= {id-ep 2}
id-ep-teletex ID ::= {id-ep 4}
id-ep-videotex ID ::= {id-ep 5}
id-ep-encrypted ID ::= {id-ep 6}
id-ep-message ID ::= {id-ep 7}

id-ep-general-text ID ::= {id-ep 11}
id-ep-file-transfer ID ::= {id-ep 12}
-- Value {id-ep 13} is no longer defined
id-ep-notification ID ::= {id-ep 15}

id-ep-voice ID ::= {id-ep 16}
id—ep—mmn—fbf.——'{idmﬂﬂhirmmwd ohr coit’y, uru'y asapr c_ﬁ.)\

-- Encpded Information Types

id-eit-fiile-transfer ID ::= {id-eit 0}
id-eit-yoice ID ::= {id-eit 1}

-- Voige Encoded Information Types

id-voije-llkhz-sample ID ::= {id-eit-voice 0}

id-veide-22khz-sample ID ::= {id-eit-voice 1}
id-voide-cd-quality ID ::= {id-eit-voice 2}
id-voide-g711-mu-law ID ::= {id-eit-voice 3}

id-voide-g726-32k-adpcm ID ::= {id-eit-voice 4}
id-voide-g728-16k-1d-celp ID ::= {id-eit-voice 5}

-- Maiching-rules

id-mr{ipm-identifier ID ::= {id-mr 0}
id-mr]‘or-descriptor ID ::= {id-mr 1}
id-mr-or-descriptor-elements ID ::= {id-mr 2}
id-mr{or-descriptor-substring-elements ID ::= {id-mr 3}
id-mr4recipient-specifier ID ::= {id-mr 4}
id-mr{recipient-specifier-elements ID ::= {id-mr 5}
id-mr{recipient-specifier-substring-elements ID ::= {id-mr 6}
id-mri{ipm-location ID ::= {id-mr 7}
id-mrior-descriptor-single-element ID ::= {id-mr 8}
id-mrirecipient-specifier-single-element ID.::= {id-mr 9}

-- Autp-actions

id-aa-jpm-auto-acknowledgement ID ::= {id-aa 0}
id-aa-jpm-auto-correlate ID ::= {id-aa 1}
id-aa-jpm-auto-discard ID ::= {id-aa 2}

-- Auto-action-errors

id-aag-auto-discard-error, ID ::= {id-aae 0}
id-aad-auto-forwarding-loop ID ::= {id-aae 1}
id-aad-duplicate<ipn ID ::= {id-aae 2}
-- Mepsage Store types

id-ms}-invalid-assembly-instructions ID ::= {id-mst 0}
id-mst-invalid-ipn ID ::= {id-mst 1}
id-mst-submission-options ID ::= {id-mst 2}
id-mst-suspend-auto-acknowledgement ID ::= {id-mst 3}
id-mst-prevent-nrn-generation ID ::= {id-mst 4}

-- Security extensions

id-sec-ipm-security-request ID ::= {id-sec 0}
id-sec-security-common-fields ID ::= {id-sec 1}

END -- of IPMSObjectldentifiers
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IPMSObjectIdentifiers2 { iso standard mhs(10021) ipms(7) modules(0) object-identifiers(0) }
DEFINITIONS IMPLICIT TAGS ::=
BEGIN

-- Prologue

-- Exports everything.

IMPORTS -- nothing -- ;

ID ::= OBJECT IDENTIFIER

-- Interpersonal Messaging (ISO/IEC extensions)
id-iso-ipms ID ::= {iso standard mhs(10021) ipms(7)}

ISO/IEC 10021-7 : 1997 (E)

-- Qategories

id-'Io-mod ID ::= {id-iso-ipms 0} -- modules, not definitive

id-iso-cs  ID ::= {id-iso-ipms 1} -- character sets
-- Modules
id-mod-object-identifiers-2 ID ::= {id-iso-mod 0} -- not definitive

id-mod-extended-body-part-types-2 1D ::= {id-iso-mod 1} -- not definitive
-- Registration Authority for General Text Character Set EITs
id-¢s-eit-authority ID ::= {id-iso-cs 0}

END -- of IPMSObjectldentifiers2
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Annex D

(This annex forms an integral part of this Recommendation | International Standard)

This annex, a supplement to Section 2, defines for reference purposes the abstract information objects of Interpersonal
Messaging.

IPMSInformationObjects { joint-iso-itu-t mhs(6) ipms(1) modules(0) information-objects(2)
—version-1994(0) }
DEFINITIONS IMPLICIT TAGS ::=
BEGIN

-- Prolpgue
-- Expqrts everything.

IMPORTS

AiVax \sa

-- IPMS Extended Body Parts

bilaterally-defined-body-part, encrypted-body-part, g3-facsimile-body-part,

gd-class1-body-part, iaS-text-body-part, message-body-part, mixed-mode-body-part,

nationally-defined-body-part, teletex-body-part, videotex-body-part

FROM IPMSExtendedBodyPartTypes { joint-iso-itu-t mhs(6) ipms(1) modules(0)
extended-body-part-types(7) version-1994(0) }

general-text-body-part

FROM IPMSExtendedBodyPartTypes2 { iso standdrd mhs(10021) ipms(7) modules(0)
extended-body-part-types-2(1) }

file-transfer-body-part

FROM IPMSFileTransferBodyPartType { joint-iso-itu-t mhs(6) ipms(1) modules(0)
file-transfer-body-part-type(9) }

voice-body-part

FROM IPMSExtendedVoiceBodyPartType { joint-iso-itu-t mhs(6) ipms(1) modules(0)
extended-voice-body-part-type(11) }

notification-body-part,.report-body-part

FROM IPMSForwardedReportBodyPartType { joint-iso-itu-t mhs(6) ipms(1) modules(0)
forwdrded-report-body-part-type(12) }

ContentBodyParts

FROM IPMSForwardedContentBodyPartType { joint-iso-itu-t mhs(6) ipms(1) modules(0)
forwarded-content-body-part-type(15) }

-- IPMS Upper bounds

ub-auto-forward-comment, ub-free-form-name, ub-local-ipm-identifier, ub-subject-field,
ub-telephone-number

FROM IPMSUpperBounds { joint-iso-itu-t mhs(6) ipms(1) modules(0) upper-bounds(10) }
-- ODIF

Interchange-Data-Element

FROM Interchange-Data-Elements {28155}
-- MTS Abstract Service
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EncodedInformationTypes, G3FacsimileNonBasicParameters, MessageDeliveryTime, ORName,
OtherMessageDeliveryFields, SupplementaryInformation, TeletexNonBasicParameters

FROM MTSAbstractService { joint-iso-itu-t mhs(6) mts(3) modules(0)
mts-abstract-service(1) version-1994(0) }

-- MS Abstract Service

MS-EXTENSION, SequenceNumber

FROM MSAbstractService { joint-iso-itu-t mhs(6) ms(4) modules(0) abstract-service(1)
version-1994(0) }

-- IPMS Object Identifiers

id-mst-invalid-assembly-instructions, id-mst-invalid-ipn, id-mst-submission-options,
id-mst-suspend-auto-acknowledgement, id-mst-prevent-nrn-generation

FROM IPMSObjectIdentifiers { joint-iso-itu-t mhs(6) ipms(1) modules(0)
object-identifiers(0) version-1994(0) };

Timg ::= UTCTime
-- Information object

InformationObject ::= CHOICE {
ipm [0] IPM,
ipn [1] IPN}

-- 1AM

IPM|::= SEQUENCE {
heading Heading,
body Body}

-- IRMS Extensions

IPMBExtension ::= SEQUENCE {
type IPMS-EXTENSION.&id,
value IPMS-EXTENSION.&Type DEFAULT NULL:NULL }

IPMB-EXTENSION ::= CLASS {
&id OBJECT IDENTIFIER UNIQUE;

&Type DEFAULT NULL }
WITH SYNTAX { [VALUE &Type’, | IDENTIFIED BY &id }

-- Heading

Heading ::=SET {
this-IPM ThisIPMField,
originator [0] OriginatorField OPTIONAL,
authorizing-users [1] AuthorizingUsersField OPTIONAL,
primary-recipients [2] PrimaryRecipientsField DEFAULT {},
copy-recipients [3] CopyRecipientsField DEFAULT {},
blind-copy-recipients [4] BlindCopyRecipientsField OPTIONAL,
replied-to-IPM [S] RepliedToIPMField OPTIONAL,
obsoleted-IPMs [6] ObsoletedIPMsField DEFAULT {},
related-IPMs [7] RelatedIPMsField DEFAULT {},

——subjeet———————— {81 EXPEICIT SubjectFicid OPTIONAT;

expiry-time [9] ExpiryTimeField OPTIONAL,
reply-time [10] ReplyTimeField OPTIONAL,
reply-recipients [11] ReplyRecipientsField OPTIONAL,
importance [12] ImportanceField DEFAULT normal,
sensitivity [13] SensitivityField OPTIONAL,
auto-forwarded [14] AutoForwardedField DEFAULT FALSE,
extensions [15] ExtensionsField DEFAULT {}}

-- Heading component types

IPMIdentifier ::= [APPLICATION 11] SET {
user ORName OPTIONAL,
user-relative-identifier LocallPMlIdentifier}

ITU-T Rec. X.420 (1996 E) 117


https://standardsiso.com/api/?name=c33ac2b49e1c2765a435c7113a3dd183

ISO/IEC 10021-7 : 1997 (E)

LocallPMIdentifier ::= PrintableString (SIZE (0..ub-local-ipm-identifier))
RecipientSpecifier ::=SET {

recipient [0] ORDescriptor,

notification-requests  [1] NotificationRequests DEFAULT {},
reply-requested [2] BOOLEAN DEFAULT FALSE,
recipient-extensions  [3] RecipientExtensionsField OPTIONAL}

ORDescriptor ::= SET {
formal-name ORName OPTIONAL,

free-form-name  [0] FreeFormName OPTIONAL,
telephone-number [1] TelephoneNumber OPTIONAL}

FreeFormName ::= TeletexString (SIZE (0..ub-free-form-name))

TelephgneNumber ::= PrintableString (SIZE (0..ub-telephone-number))
NotificationRequests ::= BIT STRING {
rn(0),

nrn(l),

ipm-return(2)}

RecipigntExtensionsField ::= SET OF IPMSExtension

-- This|IPM heading field

ThisIPMField ::= IPMIdentifier

-- Originator heading field

OrigingtorField ::= ORDescriptor

-- Authorizing Users heading field

AuthoyizingUsersField ::= SEQUENCE OF AuthorizingUsersSubfieid
AuthorizingUsersSubfield ::= ORDescriptor

-- Prithary Recipients heading field

PrimaryRecipientsField ::= SEQUENCE OF PrimaryRecipientsSubfield
PrimaryRecipientsSubfield ::= RecipientSpecifier

-- Coply Recipients heading field

CopyRecipientsField ::= SEQUENCE OFE CopyRecipientsSubfield
CopyRecipientsSubfield ::= RecipientSpécifier

-- Blind Copy Recipients heading field

Blind(opyRecipientsField +:= SEQUENCE OF BlindCopyRecipientsSubfield
Blind(opyRecipientsSubfield ::= RecipientSpecifier

-- Replied-to IPM-heading field

RepliedToIPMField ::= IPMIdentifier

-- Obgoleted IPMs heading field

ObsoletedIPMsField ::= SEQUENCE OF ObsoletedIPMsSubfield
ObsoletedIPMsSubfield ::=IPMIdentifier
-- Related IPMs heading field

RelatedIPMsField ::= SEQUENCE OF RelatedIPMsSubfield
RelatedIPMsSubfield ::=IPMIdentifier

-- Subject heading field
SubjectField ::= TeletexString (SIZE (0..ub-subject-field))

-- Expiry Time heading field
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ExpiryTimeField ::= Time

-- Reply Time heading field

ReplyTimeField ::= Time

-- Reply Recipients heading field

ReplyRecipientsField ::= SEQUENCE OF ReplyRecipientsSubfield
ReplyRecipientsSubfield ::= ORDescriptor

-- Importance heading field

ImportanceField ::= ENUMERATED {

ISO/IEC 10021-7 : 1997 (E)

low  (0),
normal (1),
high  (2)}

-- Insitivity heading field

SenpitivityField ::= ENUMERATED {
personal ),
private 2),

company-confidential (3)}

-- Auto-forwarded heading field
AufoForwardedField ::= BOOLEAN

-- Bxtensions heading field
ExtensionsField ::= SET OF IPMSExtension
-- Rody

Bon ::= SEQUENCE OF BodyPart

BodyPart ::= CHOICE {
basic CHOICE {

iaS-text [0] IASTextBodyPart,
g3-facsimile [3] G3FacsimileBodyPart,
g4-classl [4] G4Class1BodyPart,
teletex [5] TeletexBodyPart,
videotex [6] VideotexBodyPart,
encrypted [8] EncryptedBodyPart,
message [9] MessageBodyPart,
mixed-mode [11] MixedModeBodyPart,

bilaterally-defined ~[14] BilaterallyDefinedBodyPart,
nationally-defined [7] NationallyDefinedBodyPart },
extended [15] ExtendedBodyPart}

-- Extended body part

ExfendedBodyPart{EXTENDED-BODY-PART-TYPE:IPMBodyPartTable} ::= SEQUENCE {
parameters [0] INSTANCE OF TYPE-IDENTIFIER OPTIONAL,

data INSTANCE OF TYPE-IDENTIFIER }

-- of a member of -- IPMBodyPartTable})

IPMBodyPartTable EXTENDED-BODY-PART-TYPE ::= {

(CONSTRAINED BY {-- must correspond to the &parameters field and &data field

StandardBodyParts |
ApplicationSpecificBodyParts }

StandardBodyParts EXTENDED-BODY-PART-TYPE ::
iaS-text-body-part |
g3-facsimile-body-part |
g4-class1-body-part |
teletex-body-part |
videotex-body-part |
encrypted-body-part |
message-body-part |
mixed-mode-body-part |
bilaterally-defined-body-part |
nationally-defined-body-part |

I
—~~—
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general-text-body-part |
file-transfer-body-part |
voice-body-part |
report-body-part |
notification-body-part |
ContentBodyParts,

w}

ApplicationSpecificBodyParts EXTENDED-BODY-PART-TYPE ::= {
-- any body part defined in other Specifications, or for proprietary or private use --

)
EXTENDED-BODY-PART-TYPE ::= CLASS {

—&parameters—— Y PE-IBDENTHHER-OPTHONAL;
&data TYPE-IDENTIFIER }
WITH SYNTAX { [PARAMETERS &parameters,| DATA &data}

-- IA5 Vext body part

IASTextBodyPart ::= SEQUENCE {
parameters IASTextParameters,
data IAS5TextData}

TASTextParameters ::= SET {
repertoire [0] Repertoire DEFAULT ia5}

JASTextData ::= JASString

Repertpire ::= ENUMERATED {
ita2 (2),
ia5 (5)}

-- G3 Facsimile body part

G3Fac$imileBodyPart ::= SEQUENCE {
parameters G3FacsimileParameters,
data G3FacsimileData}

G3FacjimileParameters ::= SET {
number-of-pages [0] INTEGER ORTIONAL,
non-basic-parameters [1] G3FacsimileNonBasicParameters OPTIONAL}

G3FacgimileData ::= SEQUENCE OF BIT STRING

-- G4 Class 1 and Mixed-mode body parts

G4Clajs1BodyPart  ::= SEQUENCE OF Interchange-Data-Element
MixedModeBodyPart ::= SEQUENCE OF Interchange-Data-Element
-- Teldtex body part

TeletexBodyPart ::= SEQUENCE {
parameters TeletexParameters,

data TeletexData}
TeletexParameters ::= SET {
—mumber-of-pages [OTINTEGER OPTIONAL;
telex-compatible [1] BOOLEAN DEFAULT FALSE,

non-basic-parameters [2] TeletexNonBasicParameters OPTIONAL}
TeletexData ::= SEQUENCE OF TeletexString
-- Videotex body part

VideotexBodyPart ::= SEQUENCE {
parameters VideotexParameters,
data VideotexData}

VideotexParameters ::= SET {
syntax [0] VideotexSyntax OPTIONAL}
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VideotexSyntax ::= INTEGER {
ids 0),
data-syntax1 (1),
data-syntax2 (2),
data-syntax3 (3)}

VideotexData ::= VideotexString
-- Encrypted body part

EncryptedBodyPart ::= SEQUENCE {
parameters EncryptedParameters,
data EncryptedData}

En¢ryptedParameters ::= SET OF ENCRYPTED-PARAMETERS.&Type -- jor fufure standardization
ENCRYPTED-PARAMETERS ::= CLASS {&Type}

Eng¢ryptedData ::= BIT STRING -- for future standardization

-- Message body part

MessageBodyPart ::= SEQUENCE {
parameters MessageParameters,
data MessageData}

MessageParameters ::= SET {
delivery-time [0] MessageDeliveryTime OPTIONAL,
delivery-envelope [1] OtherMessageDeliveryFields OPTIONAL}

MessageData ::= IPM
-- Bilaterally Defined body part
Bi

-

IaterallyDefinedBodyPart ::= OCTET STRING
-- Vationally Defined body part
NATIONAL-BODY-PARTS ::= CLASS {&Type}

NationallyDefinedBodyPart ::= NATIONAL-BODY-PARTS.&Type
-- Provided for Historic reasons. Useis strongly deprecated.

-- \PN

IPN ::=SET {

-- common-fields -- COMPONENTS OF CommonFields,

choice [0] CHOICE-{
non-receipt-fields [0] NonReceiptFields,
receipt-fields [1] ReceiptFields,
other-notification-type-fields [2] OtherNotificationTypeFields}}

RN ::=1PN (WITH'COMPONENTS {

see g

choice (WITH COMPONENTS { receipt-fields PRESENT }) })

NRN.:= IPN (WITH COMPONENTS {

eee y

choice (WITH COMPONENTS { non-receipt-fields PRESENT }) })
ON ::=IPN (WITH COMPONENTS {

wee g

choice (WITH COMPONENTS { other-notification-type-fields PRESENT }) })
CommonFields ::= SET {

subject-ipm SubjectIPMField,

ipn-originator [1] IPNOriginatorField OPTIONAL,
ipm-intended-recipient [2] IPMIntendedRecipientField OPTIONAL,
conversion-eits ConversionEITsField OPTIONAL,

notification-extensions [3] NotificationExtensionsField OPTIONAL}
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NonReceiptFields ::= SET {

non-receipt-reason [0] NonReceiptReasonField,
discard-reason [1] DiscardReasonField OPTIONAL,
auto-forward-comment [2] AutoForwardCommentField OPTIONAL,
returned-ipm [3] ReturnedIPMField OPTIONAL,
nrn-extensions [4] NRNExtensionsField OPTIONAL}
ReceiptFields ::= SET {
receipt-time [0] ReceiptTimeField,
acknowledgment-mode [1] AcknowledgmentModeField DEFAULT manual,
suppl-receipt-info [2] SupplReceiptInfoField OPTIONAL,
rn-extensions [3] RNExtensionsField OPTIONAL}
-- Common fields

SubjectIPMField ::= IPMIdentifier

IPNOriginatorField ::= ORDescriptor
IPMInt¢ndedRecipientField ::= ORDescriptor
ConvergionEITsField ::= EncodedInformationTypes
NotificationExtensionsField ::= SET OF IPMSExtension
-- Non-teceipt fields

NonRecgiptReasonField ::= ENUMERATED {

ipm-discarded ),
ipm-auto-forwarded (1),
e}

[ ITU-T version:

DiscardReasonField ::= ENUMERATED {

ipm-expired 0),
ipm-obsoleted (1),
user-subscription-terminated (2),
not-used A3}

| ISO/IEC version:

DiscardReasonField ::= ENUMERATED {
ipm-expired 0),
ipm-obsoleted 1),

user-subscription-terminated (2),

-- The following value may net.be supported by implementations of earlier versions of this Specification
ipm-deleted QA),

-}

]

AutoFdrwardCommentField ;= AutoForwardComment

AutoFdrwardComment): :='PrintableString (SIZE (0..ub-auto-forward-comment))
ReturnpdIPMField ::= IPM

NRNEjxtensionsField ::= SET OF IPMSExtension

-- Recqiptfields

ReceiptTimeField ::= Time

AcknowledgmentModeField ::= ENUMERATED {
manual (0),
automatic (1) }

SupplReceiptInfoField ::= SupplementaryInformation
RNExtensionsField ::= SET OF IPMSExtension

-- Other Notification Type fields
OtherNotificationTypeFields ::= SET OF IPMSExtension

-- Message Store Realization
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prevent-nrn-generation MS-EXTENSION ::= {
NULL IDENTIFIED BY id-mst-prevent-nrn-generation }

suspend-auto-acknowledgement MS-EXTENSION ::= {
NULL IDENTIFIED BY id-mst-suspend-auto-acknowledgement }

ipm-submission-options MS-EXTENSION ::= {
IPMSubmissionOptions IDENTIFIED BY id-mst-submission-options }

IPMSubmissionOptions ::= SET {
assembly-instructions [0] BodyPartReferences }

BodyPartReferences ::= SEQUENCE OF BodyPartReference
BodyPartReference ::= CHOICE {

stored-entry [0] SequenceNumber.
stored-content [1] SequenceNumber,
submitted-body-part [2] INTEGER (1.MAX),
stored-body-part [3] SEQUENCE {
message-entry SequenceNumber,
body-part-number INTEGER (1.MAX) } }

IPMSubmissionErrors MS-EXTENSION ::= {
invalid-assembly-instructions |
invalid-ipn,

... -- For future extension additions -- }

invglid-assembly-instructions MS-EXTENSION ::= {
BodyPartReferences IDENTIFIED BY id-mst-invalid-assembly-instructions’}

invglid-ipn MS-EXTENSION ::= {
NULL IDENTIFIED BY id-mst-invalid-ipn }

END -- of IPMSInformationObjects
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Annex E

Reference definition of Extended Body Part Types

(This annex forms an integral part of this Recommendation | International Standard)

This annex, a supplement to 7.4, defines for reference purposes certain extended body part types.

E.1l Equivalents of Basic Body Part Types

IPMSExtendedBodyPartTypes { joint-iso-itu-t mhs(6) ipms(1) modules(0) extended-body-part-types(7)
version-1994(0) }

DEFINITIONS IMPLICIT TAGS ::=

BEGIN

-- Proldgue
-- Expolts everything.

IMPORTS
-- IPMS Information Objects

G3FacsimileData, G3FacsimileParameters, G4Class1BodyPart, IASTextData, JASTextParameters,
MessageData, MessageParameters, MixedModeBodyPart, NationallyDefinedBodyPart, TeletexData,
TeletexParameters, VideotexData, VideotexParameters
FROM IPMSInformationObjects { joint-iso-itu-t mhs(6) ipms(1) modules(0)
information-objects(2) version-1994(0) }

-- IPMS Object Identifiers

id-ep-encrypted, id-ep-g3-facsimile, id-ep-ia5-text, id-ep-message, id-ep-teletex,

id-ep-videotex, id-et-bilaterally-defined, id-et-encrypted, id-et-g3-facsimile,

id-et-gd-class1, id-et-ia5-text, id-et-message, id-et-mixed-mode, id-et-nationally-defined,

id-et-teletex, id-et-videotex

FROM IPMSObjectIdentifiers { joint-iso-itu-t mhs(6) ipms(1) modules(0)
object-identifiers(0) version-1994(0) };

-- Extehded IA5 Text body part

iaS-tex{-body-part EXTENDED-BODY-BART-TYPE ::= {
PARAMETERS {IASTextParameters IDENTIFIED BY id-ep-iaS-text},
DATA {IA5TextData IDENTIFIED BY id-et-iaS-text} }

-- Extehded G3 Facsimile body part

g3-facsjmile-body-part EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS {G3FacsimileParameters IDENTIFIED BY id-ep-g3-facsimile},
DATA {G3FacsimileData IDENTIFIED BY id-et-g3-facsimile} }

-- Extepded G4-Class 1 body part

g4-clasr1-body-part EXTENDED-BODY-PART-TYPE ::= {

BilaterallyDefinedBodyPart, EncryptedData, EncryptedParameters, EXTENDED-BODY-PART-TYPE,

DATA (G4ClassIBodyPart IDENTIFIED BY 1d-et-ga-ClassIy
-- Extended Teletex body part

teletex-body-part EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS ({TeletexParameters IDENTIFIED BY id-ep-teletex},
DATA {TeletexData IDENTIFIED BY id-et-teletex} }

-- Extended Videotex body part

videotex-body-part EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS {VideotexParameters IDENTIFIED BY id-ep-videotex},
DATA {VideotexData IDENTIFIED BY id-et-videotex} }

-- Extended Encrypted body part
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encrypted-body-part EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS {EncryptedParameters IDENTIFIED BY id-ep-encrypted},
DATA {EncryptedData IDENTIFIED BY id-et-encrypted} }

-- Extended Message body part

message-body-part EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS {MessageParameters IDENTIFIED BY id-ep-message},
DATA {MessageData IDENTIFIED BY id-et-message} }

-- Extended Mixed-mode body part

mixed-mode-body-part EXTENDED-BODY-PART-TYPE ::= {
—— DATA (MixedModeBodyPart IPDENTIFIED BY id-et-mixed-model -}

bilgterally-defined-body-part EXTENDED-BODY-PART-TYPE ::= {
DATA {BiiateraiiyDefinedBodyPart IDENTIFIED BY id-et-biiateraily-defined} }

-- Extended Nationally Defined body part

nationally-defined-body-part EXTENDED-BODY-PART-TYPE ::= {
DATA {NationallyDefinedBodyPart IDENTIFIED BY id-et-nationally-defined}.}

END -- of IPMSExtendedBodyPartTypes

E.2 General Text

IPMSExtendedBodyPartTypes2 {iso standard mhs(10021) ipms(7) modules(0) extended-body-part-types-2(1)}
DHFINITIONS IMPLICIT TAGS ::=
BEGIN

-- Prologue

-- Exports everything.

IMPORTS

-- IPMS Information Objects

EXTENDED-BODY-PART-TYPE

FROM IPMSInformationObjects { joint-iso-itu-t mhs(6) ipms(1) modules(0)
information-objects(2) version-1994(0) }

-- IPMSObject Identifiers

id-ep-general-text, id-et-general-text

FROM IPMSObjectIdentifiers { joint-iso-itu-t mhs(6) ipms(1) modules(0)
object-identifiers(0)version-1994(0) 1;

-- General Text body part

general-text-body-part EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS {GeneralTextParameters IDENTIFIED BY id-ep-general-text},
DATA {GeneralTextData IDENTIFIED BY id-et-general-text} }

GeneralTextParameters ::= SET OF CharacterSetRegistration
GeneralTextData ::= GeneralString
CharacterSetRegistration ::= INTEGER (1..32767)

END -- of IPMSExtendedBodyPartTypes?2
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E3 File Transfer

IPMSFileTransferBodyPartType { joint-iso-itu-t mhs(6) ipms(1) modules(0)
file-transfer-body-pari-type(9) }

DEFINITIONS IMPLICIT TAGS ::=

BEGIN

-- Prologue

-- Exports everything.

IMPORTS

-- FTAM Attribute Types

Attribute-Extensions, Concurrency-Access, Date-and-Time-Attribute,

PR Y o WS LY L an Acrnilabs - m—n = wibian
Legal-Qualification-Atiribute, Object-Availability-Attribute, Object-Size-Attribute

Pathname, Permitted-Actions-Attribute, Private-Use-Attribute

FROM ISO8571-FTAM
-- ACSE definitions of AP-title and AE-qualifier
AE-qualifier, AP-title

N -

FROM ACSE-1 { joint-iso-itu-t association-controi(2) m

-- IPMS Information Objects

EXTENDED-BODY-PART-TYPE, ExtensionsField

FROM IPMSInformationObjects { joint-iso-itu-t mhs(6) ipms(1) modules(0)

nnl‘nrmahnn-nlﬂonfﬁ(?\ version-1 004{‘“ 1

INIOTIMNau0

-- IPMS Object Identifiers

id-ep-file-transfer, id-et-file-transfer

FROM IPMSObjectldentifiers { joint-iso-itu-t mhs(6) ipms(1) modules(0)
object-identifiers(0) version-1994(0)-}

-- MTS Abstract Service
ORName

FROM MTSAbstractSeryice { joint-iso-itu-t mhs(6) mts(3) modules(0)
mts-abstract-service(1) version-1994(0) };

-- File|Transfer body part

file-transfer-body-part EXFENDED-BODY-PART-TYPE ::= {
PARAMETERS {FileTransferParameters IDENTIFIED BY id-ep-file-transfer},
DATA {FileTransferData IDENTIFIED BY id-et-file-transfer} }

FileTrhansferParameters ::= SEQUENCE {
related-stored-file [0] RelatedStoredFile OPTIONAL,

contents-type [1] ContentsTypeParameter DEFAULT document-type: { document-type-name
{iso standard 8571 document-type (5) unstructured-binary (3)} |,

environment [2] EnvironmentParameter OPTIONAL,

compression [3] CompressionParameter OPTIONAL,

file-attributes [4] FileAttributes OPTIONAL,

extensions [5] ExtensionsField OPTIONAL }

FileTransferData ::= SEQUENCE OF EXTERNAL

-- This conveys a sequence of data values representing file contents;

-- The rules for generating this sequence are implied by the value of the contents-type parameter.

-- If the data values are a sequence of values of ASN.1 type Octet String, or a sequence of octet-aligned values
-- not defined using ASN. 1, then the encoding of each data value in the External may occupy either the

-- single-ASNI-type alternative (as an explicitly tagged Octet String) or the octet-aligned alternative (as

-- an implicitly tagged Octet String). Otherwise, the encoding should occupy the single-ASN1-type alternative.
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RelatedStoredFile ::= SET OF SEQUENCE {
file-identifier Fileldentifier,
relationship  Relationship DEFAULT explicit-relationship: unspecified }

Fileldentifier ::= CHOICE {

pathname-and-version [
aca oL i

. 2 PV SN |
1] CLrossieierence

0] PathnameandVersion,
cross-reference i

PathnameandVersion ::= SEQUENCE {

moathanea NI Doadbhoenoan Addibiadan
pauiinaine V] rauiiaime-Anrivuw,

file-version [1] GraphicString OPTIONAL}

CrossReference ::= SEQUENCE ¢

application-cross-reference  [0] OCTET STRING,
message-reference [1] MessageReference OPTIONAL,
body-part-reference [2] INTEGER OPTIONAL }

Mg¢ssageReference ::= SET {

user [0] ORName OPTIONAL,

-- Defined in 8.5.5 of ITU-T Rec. X.411 | ISO/IEC 10021-4
user-relative-identifier [1] PrintableString }

Rejationship ::= CHOICE {
explicit-relationship [
I
L

dacorintiva_ralatianchi
GOSITIPUVE-rdianionsa

ExplicitRelationship ::= INTEGER {
unspecified (0),

new-file 1),
replacement (2),
extension 3}

CTtentsTypeParameter ::= Contents-Type-Attribute
n

Cdntents-Type-Attribute ::= CHOICE {
document-type [0] SEQUENCE {
document-type-name Document-Type-Name,
parameter [0] DOCUMENT-PARAMETER.&Type OPTIONAL },

-- The actual types to be used for~values of the parameter field
-- are defined in the named document type.
constraint-set-and-abstract-syntax“[1] SEQUENCE {
constraint-set-name Constraint-Set-Name,
abstract-syntax-name-\Abstract-Syntax-Name } }

Ddcument-Type-Name ::= OBJEGT IDENTIFIER

D])CUMENT-PARAMETER ::= CLASS {&Type}
Cdnstraint-Set-Name.;:=)OBJECT IDENTIFIER
Abstract-Syntax-Name ::= OBJECT IDENTIFIER

EnfvironmentRarameter ::= SEQUENCE {
application-reference [0] Generalldentifier OPTIONAL,

machine [1] Generalldentifier OPTIONAL,
operating-system [2] OBJECT IDENTIFIER OPTIONAL,
user-visible-string [3] SEQUENCE OF GraphicString OPTIONAL }

Generalldentifier ::= CHOICE {
registered-identifier [0] OBJECT IDENTIFIER,
descriptive-identifier [1] SEQUENCE OF GraphicString }

CompressionParameter ::= SEQUENCE {
compression-algorithm-id [0] COMPRESSION-ALGORITHM.&id ({CompressionAlgorithmTable}),
compression-algorithm-param  [1]
COMPRESSION-ALGORITHM.&Type ({CompressionAlgorithmTable} {@compression-algorithm-id}) }

COMPRESSION-ALGORITHM ::= TYPE-IDENTIFIER
CompressionAlgorithmTable COMPRESSION-ALGORITHM ::= { ... }
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FileAttributes ::= SEQUENCE {

pathname

permitted-actions

storage-account
date-and-time-of-creation
date-and-time-of-last-modification
date-and-time-of-last-read-access
date-and-time-of-last-attribute-modification
identity-of-creator
identity-of-last-modifier
identity-of-last-reader
identity-of-last-attribute-modifier
object-availability

object-size

Pathname-Attribute OPTIONAL,

[1] Permitted-Actions-Attribute OPTIONAL,

[3] Account-Attribute OPTIONAL,
[4] Date-and-Time-Attribute OPTIONAL,
[5] Date-and-Time-Attribute OPTIONAL,
[6] Date-and-Time-Attribute OPTIONAL,
[7] Date-and-Time-Attribute OPTIONAL,
[8] User-Identity-Attribute OPTIONAL,
[9] User-Identity-Attribute OPTIONAL,
[10] User-Identity-Attribute OPTIONAL,
[11] User-Identity-Attribute OPTIONAL,

[12] Object-Availability-Attribute OPTIONAL,

[13] Object-Size-Attribute OPTIONAL,

future-object-size
access-control
legal-qualifications
private-use
attribute-extensions

Pathname-Attribute ::= CHOICE {

incomplete-pathname [0] Pathname,
complete-pathname  [23] Pathname }

Account-Attribute ::= CHOICE {

Accoul:
User-I

ntity-Attribute ::= CHOICE {

no-value-available [0] NULL,

-- Indicates partial support of this attribute

actual-values Account }

:= GraphicString

no-value-available [0] NULL,

-- Indicates partial support of this attribute.

actual-values User-Identity }

User-Identity ::= GraphicString

Access-Control-Attribute ::= CHOICE {

no-value-available [0)] NULL,

-- Indicates partial support of this attribute.
[1] SET OF Access=Control-Element }

actual-values

[14] Object-Size-Attribute OPTIONAL,
[15] Access-Control-Attribute OPTIONAL,

[16] Legal-Qualification-Attribute OPTIONAL,

[17] Private-Use-Attribute OPTIONAL,
[22] Attribute-Extensions OPTIONAL }

-- The semantics of this attribute are'described in ISO 8571-2

Access4{Control-Element ::= SEQUENCE {

action-list
concurrency-access

[0] Access-Request,

[1).Concurrency-Access OPTIONAL,

identity [2] User-Identity OPTIONAL,
passwords [3] Access-Passwords OPTIONAL,
location

Access{Request ::= BIT STRING {

[4] Application-Entity-Title OPTIONAL }

read (0),
insert ),
replace 2),
extend 3),
erase ),
read-attribute o),
—_change-attribute _ (0),
delete-object ™}

Access-Passwerds ::= SEQUENCE {

128

read-password
insert-password
replace-password
extend-password
erase-password
read-attribute-password
change-attribute-password
delete-password
pass-passwords
link-password

[0] Password,
[1] Password,
[2] Password,
[3] Password,
[4] Password,
[5] Password,
[6] Password,
[7] Password,
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Password ::= CHOICE { graphic-string GraphicString, octet-string OCTET STRING }
Pass-Passwords ::= SEQUENCE OF Password

Application-Entity-Title ::= SEQUENCE {
ap-title AP-title,
ae-qualifier AE-qualifier }

END -- of IPMSFileTransferBodyPartType

E4 Voice

IPMSExtendedVoiceBodyPartType { joint-iso-itu-t mhs(6) ipms(1) modules(0)
extended-voice-body-part-type(11) }
DEFINITIONS IMPLICIT TAGS ::=

: 1997 (E)

BEGIN

-- Prologue

-- kxports everything.

IMIPORTS

-- IPMS Information Objects
EXTENDED-BODY-PART-TYPE

FROM IPMSInformationObjects { joint-iso-itu-t mhs(6) ipms(1) modules(0)
information-objects(2) version-1994(0) }

-- IPMS Object Identifiers

id-ep-voice, id-et-voice

FROM IPMSObjectIdentifiers { joint-iso-itu-t mhs(6).ipms(1) modules(0)
object-identifiers(0) version-1994(0) };

-- fxtended Voice body part

vayoice-body-part EXTENDED-BODY-PART-TYPE ::=¢
PARAMETERS {VoiceParameters IDENTIFIED BY id-ep-voice},
DATA {VoiceData IDENTIFIED BY id-et-voice} }

VoiceParameters ::= SEQUENCE {

voice-message-duration [0] INTEGER OPTIONAL, -- In seconds
voice-encoding-type [1] OBJECT IDENTIFIER,
supplementary-information. [2] IA5String OPTIONAL }

VoliceData ::= OCTET STRING
END -- of IPMSExtendedV oiceBodyPartType

E.5 Reportand Notification

IPMSForwardedReportBodyPartType {joint-iso-itu-t mhs(6) ipms(1) modules(0)
forwarded-report-body-part-type(12)}
DHFINITIONS IMPLICIT TAGS ::=

BEGIN

-- Prologue
-- Exports everything.
IMPORTS
-- MTS Abstract Service

ReportDeliveryArgument

FROM MTSAbstractService { joint-iso-itu-t mhs(6) mts(3) modules(0)
mts-abstract-service(1) version-1994(0) }

-- IPMS Information Objects
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EXTENDED-BODY-PART-TYPE, IPN, MessageParameters

FROM IPMSInformationObjects { joint-iso-itu-t mhs(6) ipms(1) modules(0)
information-objects(2) version-1994(0) }

-- IPMS Object Identifiers

id-ep-notification, id-et-report, id-et-notification

FROM IPMSODbjectIdentifiers { joint-iso-itu-t mhs(6) ipms(1) modules(0)
object-identifiers(0) version-1994(0) };

-- Report body part

report-body-part EXTENDED-BODY-PART-TYPE ::= {

DATA {ReportDeliveryArgument IDENTIFIED BY id-et-report} }
-- Notification body part

notificafion-body-part EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS {MessageParameters IDENTIFIED BY id-ep-notification},
DATA {IPN IDENTIFIED BY id-et-notification} }

END -- of IPMSForwardedReportBodyPartType

E.6 Forwarded Content

IPMSF¢rwardedContentBodyPartType {joint-iso-itu-t mhs(6) ipms(1) modules(0)
forwarded-content-body-part-type(15)}

DEFINITIONS IMPLICIT TAGS ::=

BEGIN

-- Prolaogue

-- Exparts everything.

IMPORTS

-- MTS Abstract Service

Content, ExtendedContentType, MessageDeliveryldentifier, MessageDeliveryTime,
OtherMessageDeliveryFields

FROM MTSAbstractService { joint-iso-itu-t mhs(6) mts(3) modules(0)
mts-abstract-seryice(1) version-1994(0) }

-- IPMS Information Objects
EXTENDED-BODY-PART-TYPE

FROM IPMSInformationObjects { joint-iso-itu-t mhs(6) ipms(1) modules(0)
information-objects(2) version-1994(0) }

-- IPMS Object Identifiers

id-ep=content, id-et-content, id-mct-p2-1984, id-mct-p2-1988

L —  FROMIPMSObjeetidentifiers{joint-iso-itu-t-mhs(6)-ipms(D-modules())
object-identifiers(0) version-1994(0) }
id-mct-pedi

FROM EDIMSObjectIdentifiers { joint-iso-itu-t mhs(6) edims(7) modules(0)
object-identifiers(0) };

-- Forwarded Content body part

content-body-part {ExtendedContentType:content-type} EXTENDED-BODY-PART-TYPE ::= {
PARAMETERS {ForwardedContentParameters IDENTIFIED BY

{id-ep-content -- concatenated with content-type -- }},
DATA {Content IDENTIFIED BY {id-et-content -- concatenated with content-type -- }} }
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ForwardedContentParameters ::= SET {

delivery-time [0] MessageDeliveryTime OPTIONAL,
delivery-envelope  [1] OtherMessageDeliveryFields OPTIONAL,
mts-identifier [2] MessageDeliveryIldentifier OPTIONAL}

ContentBodyParts EXTENDED-BODY-PART-TYPE ::= {
content-body-part { id-mct-p2-1984 } |
content-body-part { id-mct-p2-1988 },
-- any other body part defined by an instance of content-body-part --
o}
END -- of IPMSForwardedContentBodyPartType

ISO/IEC 10021-7

: 1997 (E)
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This annex, a supplement to clauses 10, 11 and 16, defines for reference purposes the functional objects of Interpersonal
Messaging. It uses the MHS-OBJECT information object class of ITU-T Rec. X.411 | ISO/IEC 10021-4 and the

Annex F

Reference definition of functional objects

(This annex forms an integral part of this Recommendation | International Standard)

CONTRACT information object class of ITU-T Rec. X.880 | ISO/IEC 13712-1.

IPMSHunctionalObjects { joint-iso-itu-t mhs(6) ipms(T) modules(0) Tunctional-objects(T)

DEFIj]

BEGIN

version-1994(0) }
TIONS IMPLICIT TAGS ::=

-- Prolpgue

-- Exports everything.

IMPORTS

-- IPMS Abstract Service

management, origination, reception

FROM IPMSAbstractService { joint-iso-itu-t mhs(6) ipms(1) modules(0)
abstract-service(3) version-1994(0) }

-- IPMS Object Identifiers
id-ot-ipms, id-ot-ipms-user
FROM IPMSObjectIdentifiers { joint-iso-itu-t mhs(6) ipms(1) modules(0)
object-identifiers(0) version-1994(0) }
-- MTS Abstract Service
MHS-OBJECT

FROM MTSAbstractService {joint-iso-itu-t mhs(6) mts(3) modules(0)
mts-abstract-service(1) version-1994(0) }

-- Remote Operations

CONTRACT

FROM Remote-Operations-Information-Objects { joint-iso-itu-t remote-operations(4)

informationObjects(5) version1(0) };

-- Primary object typés

ipms-ys

ipms-ac

er MHS:OBJECT ::= {
INITIATES  {ipms-access-contract}
ID id-ot-ipms-user }

cess-contract CONTRATT =1
INITIATOR CONSUMER OF {origination | reception | management} }

ipms MHS-OBJECT ::= {

END --
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RESPONDS  {ipms-access-contract}
ID id-ot-ipms }

of IPMSFunctionalObjects
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Annex G

Reference definition of Abstract Service
(This annex forms an integral part of this Recommendation | International Standard)

This annex, a supplement to clauses 12 and 13, defines for reference purposes the IPMS Abstract Service. It uses the
PORT and ABSTRACT-OPERATION and ABSTRACT-ERROR information object class of ITU-T Rec. X.411 |
ISO/IEC 10021-4.

IPMSAbstractService { joint-iso-itu-t mhs(6) ipms(1) modules(0) abstract-service(3) version-1994(0) }
DEFINITIONS IMPLICIT TAGS ::=
BEGIN

-- RBrologue

-- Hxports everything.

IMPORTS

-- IPMS Information Objects

AutoForwardComment, Heading, InformationObject, IPM, NRN, ON, RN

FROM IPMSInformationObjects { joint-iso-itu-t mhs(6) ipms(1) madules(0)
information-objects(2) version-1994(0) }

-- IPMS Object Identifiers

id-pt-management, id-pt-origination, id-pt-reception

FROM IPMSObjectldentifiers { joint-iso-itu-t mhs(6):ipms(1) modules(0)
object-identifiers(0) version-1994(0) }

-- MTS Abstract Service

ABSTRACT-ERROR, ABSTRACT-OPERATION, MessageDeliveryEnvelope, MessageSubmissionEnvelope
MessageSubmissionIdentifier, MessageSubmissionTime, ORName, PORT, ProbeSubmissionEnvelope,
ProbeSubmissionIdentifier, ProbeSubmissionTime, recipient-improperly-specified,
ReportDeliveryEnvelope, SupplementaryInformation

FROM MTSAbstractService{ joint-iso-itu-t mhs(6) mts(3) modules(0)
mts-abstractsservice(1) version-1994(0) };

-- Rorts

origination PORT ::= {

CONSUMER INVOKES { originate-probe | originate-ipm | originate-rn | originate-on }

ID id-pt-origination }

recgption PORT ::5X

SUPPLIER INVOKES { receive-report | receive-ipm | receive-rn | receive-nrn | receive-on }
1D id-pt-reception }

mapagement PORT ::= {
CONSUMER INVOKES { change-auto-discard | change-auto-acknowledgment | change-auto-forwarding}
1D id-pt-management }

-- Origination abstract operations

originate-probe ABSTRACT-OPERATION ::= {
ARGUMENT SET {
envelope [0] ProbeSubmissionEnvelope,
content [1] IPM}

RESULT SET {
submission-identifier [0] ProbeSubmissionldentifier,
submission-time [1] ProbeSubmissionTime}
ERRORS {

subscription-error |
recipient-improperly-specified} }
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originate-ipm ABSTRACT-OPERATION ::= {
ARGUMENT SET {
envelope [0] MessageSubmissionEnvelope,
content [1] IPM}

RESULT SET {
submission-identifier [0] MessageSubmissionldentifier,
submission-time [1] MessageSubmissionTime}
ERRORS {

subscription-error |
recipient-improperly-specified} }

originate-rn ABSTRACT-OPERATION ::= {
ARGUMENT SET {
_enveh'pe—['(')']'Messa'geSubmissivnﬁnvciupc,

content [1] RN}

RESULT SET {
submission-identifier [0] MessageSubmissionldentifier,
submission-time [1] MessageSubmissionTime}
ERRORS {

subscription-error |
recipient-improperly-specified} }

originate-on ABSTRACT-OPERATION ::= {
ARGUMENT SET {
envelope [0] MessageSubmissionEnvelope,
content [1] ON}

RESULT SET {
submission-identifier [0] MessageSubmissionldentifier,
submission-time [1] MessageSubmissionTime}
ERRORS {

subscription-error |
recipient-improperly-specified} }

-- Recdption abstract operations

receivetreport ABSTRACT-OPERATION ::= {

ARGUMENT SET {
envelope [0] ReportDeliveryEnvelope,
undelivered-object [1] InformationObject OPTIONAL} }

receivelipm ABSTRACT-OPERATION ::= {
ARGUMENT SET {
envelope [0] MessageDeliveryEnvelope,
content [1] IPM}.}

receiveg-rn ABSTRACT-OPERATION ::= {
ARGUMENT SET/{
envelope [0] MessageDeliveryEnvelope,
content” [1] RN} }

receivg-nrn ABSFTRACT-OPERATION ::= {
ARGUMENT SET {
envelope [0] MessageDeliveryEnvelope,

content [I] NRNJ

receive-on ABSTRACT-OPERATION ::= {
ARGUMENT SET {
envelope [0] MessageDeliveryEnvelope,
content [1] ON}}

-- Management abstract operations

change-auto-discard ABSTRACT-OPERATION ::= {
ARGUMENT SET {

auto-discard-expired-IPMs [0] BOOLEAN,
auto-discard-obsolete-IPMs [1] BOOLEAN} }
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change-auto-acknowledgment ABSTRACT-OPERATION ::= {
ARGUMENT SET {
auto-acknowledge-IPMs [0] BOOLEAN,
auto-acknowledge-suppl-receipt-info [1]
SupplementaryInformation OPTIONAL}
ERRORS {
subscription-error} }

change-auto-forwarding ABSTRACT-OPERATION ::= {
ARGUMENT SET {
auto-forward-IPMs [0] BOOLEAN,
auto-forward-recipients [1] SEQUENCE OF ORName OPTIONAL,
auto-forward-heading [2] Heading OPTIONAL,
auto-forward-comment  [3] AutoForwardComment OPTIONAL}

ERRORS (
= A= ¥

subscription-error |
recipient-improperly-specified} }

-- Abstract errors

subjcription-error ABSTRACT-ERROR ::= {
PARAMETER SET {
problem [0] SubscriptionProblem} }

SubfscriptionProblem ::= ENUMERATED {
ipms-eos-not-subscribed (0),
mts-eos-not-subscribed (1)}

END -- of IPMSAbstractService
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Annex H

Reference definition of heading extensions
(This annex forms an integral part of this Recommendation | International Standard)

This annex, a supplement to Annex A, defines for reference purposes the heading extensions defined for Interpersonal
Messaging. It uses the IPMS-EXTENSION information object class of 7.2.17.

IPMSHeadingExtensions { joint-iso-itu-t mhs(6) ipms(1) modules(0) heading-extensions(6)
version-1994(0) }

DEFINITIONS IMPLICIT TAGS ::=

BEGIN

-- Profogue

-- Expprts everything.

IMPORTS

-- IPMS Information Objects
IPMS-EXTENSION

FROM IPMSInformationObjects { joint-iso-itu-t mhs(6) ipms(1) modules(0)
information-objects(2) version-1994(0) }

-- IPMS Object Identifiers

id-hex-auto-submitted, id-hex-incomplete-copy, id-hex-languages

FROM IPMSObjectldentifiers { joint-iso-itu-t mhs(6) ipms(1) modules(0)
object-identifiers(0) version-1994(0) };

-- Incpmplete Copy

incomplete-copy IPMS-EXTENSION ::= {VALUE IncompleteCopy, IDENTIFIED BY id-hex-incomplete-copy}
IncompleteCopy ::= NULL

-- Languages

languages IPMS-EXTENSION ::= {VALUE.SET OF Language, IDENTIFIED BY id-hex-languages}
LangIge ::= PrintableString (SIZE (2=:5))

-- Aufo-submitted

auto-spibmitted IPMS-EXTENSION ::= {VALUE AutoSubmitted, IDENTIFIED BY id-hex-auto-submitted}

AutoSpbmitted ::= ENUMERATED {
not-auto-submitted (0),
auto-generated (1),
auto-replied (2)}

END {- ofIPMSHeadingExtensions
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